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Chapter 1
Introduction

Summary

Welcome to the Fusion Configuration tool, a part of the ClareHome suite of tools,
the first home automation system managed from the cloud. ClareHome
leverages cloud-based protocols to provide secure remote communications with
ClareOS controllers without compromising homeowner network firewalls. Fusion
lets you connect to customer servers for system management and maintenance
from the cloud, and then quickly download any changes remotely.

Content

Presenting the Fusion Configuration Tool...2
ClareOS Update Service and Fusion...2
Multi-tenant environment...3
Managing silent updates...4
Logging into Fusion...5
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Chapter 1: Introduction

Presenting the Fusion Configuration Tool

The Fusion Configuration Tool builds the logic that matches the wiring
connections from installation, and in turn centralizes control of the home
automation system.

Fusion is available through the ClareCloud central portal where dealers can
configure, program, monitor, and service ClareHome remotely and in real-time.
Fusion follows an intuitive flow that lets you easily configure home automation
projects. It leads you from one pane to another, moving left to right, as follows:

e Create your project in the Projects pane, and then, if desired, create your
areas in the Areas pane.

e Configure all the devices for your project in the Devices pane, and then create
associated services that make the devices appear on the customer’s mobile
device (iPad, iPhone, Android).

e Create scenes and rules that perform many of the actions normally done by
the customer.

ClareOS Update Service and Fusion

Clare Controls manages and maintains the ClareOS Update Service. The
ClareOS Update Service manages versions of deployed software, and all silent
updates to be deployed to ClareHome systems. Fusion allows you (the dealer) to
configure devices in a project and to deploy that project. ClareHome system
projects can be updated seamlessly without shutting down the system.

2 Fusion Configuration Tool Administrator Guide



Chapter 1: Introduction

Figure 1: ClareHome system architecture diagram
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Multi-tenant environment

The architecture of ClareHome allows multiple dealers to program and configure
multiple projects at the same time. This is known as a multi-tenant environment.

Clare Controls can access to each dealer company and can push updates
seamlessly to each dealer’s Fusion Configuration Tool. Refer Figure 2. to better
understand the multi-tenant environment.

Note: After you deploy a project configuration, you become the owner of that
project configuration. The ClareHome system stores this currently deployed
project configuration in a database running in the home site.
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Figure 2: Diagram of multi-tenant environment
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Managing silent updates

As updates become available, Clare Controls pushes these updates silently to
each ClareHome controller (CH-OS).Clare Controls pushes silent updates to
templates without shutting down the system or disrupting users.
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Logging into Fusion

You can easily access Fusion from the dealer portal on the ClareHome web
page. We recommend that you operate the Fusion Configuration Tool using any
of the following web browsers: Google Chrome or Firefox. Fusion is not currently
compatible with Internet Explorer or Safari.

To log on to Fusion:

1. Using your favorite web browser (we recommend Google Chrome or Mozilla
Firefox), go to http://www.clarecontrols.com/dealer/fusion-home/.

2. Click Fusion, located under the Dealer Dashboard banner. See Figure 3.

Figure 3: Fusion button on the Dealer Dashboard

Current Status: Fully Operational

Click here to access Fusion Fusion

Contact Clare Technical Support with questions:
Mon-Fri from 8:00 am - 8:00 pm EST at 941.404.1072, or via email.

About The Fusion Configuration Tool

Manage ClareHome automation systems with the cloud-based Fusion
Configuration Tool.
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» Ultra-fast configuration

+ Live customer system updates: deploy without shut down, restart or o
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* Customers’ system deployment files always available

« One click deployment to in-home controller

Notes

e If you experience difficulty while accessing Fusion, contact Clare Controls
Customer Support at 941-404-1072

e Once in Fusion, do not click the Refresh button on your browser’s toolbar.
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Chapter 2
Understanding the Fusion
Workspace

Summary

This chapter provides a brief overview of Fusion customer interface. Each
section provides a high-level description and concept of each pane within Fusion.

Content

The Fusion Workspace...8
Switching between views...9
Parts of a Fusion workspace...9
Using drag-and-drop...11
Using right-click...13
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The Fusion Workspace

Fusion is the tool you use to create, configure, and deploy a ClareHome project
in the Fusion workspace. The Fusion workspace displays in two views, the
Project view and the Project Version view.

The Project view is the first view. It displays summary information about the
health of your ClareHome system so that you can quickly isolate any problem or
troubleshoot a potential problem, thus eliminating the need to dispatch a
technician to the customer site. See Figure 4.

The Project Version view displays all the tools needed to configure your
ClareHome project. This includes the tools used to logically connect the devices
at the customer site, to define the control parameters for those devices, and to
build special scenes that combine several actions, such as arming security
devices and turning off multiple lights, which can be triggered by the push of a
single button. See Figure 5.

Figure 4: Project view workspace
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Figure 5: Project Version view workspace
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Switching between views

You can switch between the Project view and the Project Version view in Fusion.

To switch to the Project view:
1. In the Projects tab, click the name of the project you want to view.

The window refreshes and displays the panes used in this view.

To switch to the Project Version view:
1. In the Projects tab, click the Expand button for the project you want.
2. Click the version number that you want.

The window refreshes and the displays the panes used in this view.

Parts of a Fusion workspace

Panes

The Fusion window is divided in to four sections called panes: the Project pane,
the Version pane, the Workflow pane, and the Edit pane. Depending on the view
you choose, these panes will display information and device configurations
differently. Use the panes to configure your Fusion projects.
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Figure 6: Fusion workspace panes
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Tabs

Depending on the view you choose, each pane will display one or more tabs.
Tabs contain specific information about your project, or they contain the tools
used to create the project. Some tabs display additional tabs, or second level
tabs, that provide even greater detail about a task or tool.

Figure 7: Pane with tabs and second level tabs
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Toolbars and buttons

A toolbar displays at the top-right of each tab. Each toolbar contains a series of
buttons that you can use when working in a tab. These buttons appear as icons
in the toolbar. Click the button’s icon to activate that button feature. If you are
unsure of a buttons function, simply mouse over the button to display a pop-up
description of that button’s function.
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Figure 8: An example of a toolbar with buttons
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Many of the same buttons appear on the different tabs. Table 1 lists the most
common buttons used in Fusion. We highly recommend that you review this list
and become familiar with these buttons, since you will be using them often when
configuring your project. Later, as we go into greater detail about each tab, we
will introduce you to additional buttons that are specific to that particular tab’s
toolbar. Although these additional buttons are used less often, they are equally
important and will help speed you though the project-building process.

Table 1: Commonly used buttons

Button Description

o New — Add a new item in the selected tab or pane.

e Delete — Delete the selected item in the tab or pane.

3, Expand Nodes — Expand a parent node to display its child nodes.

=} Collapse Nodes — Collapse a parent node to hide its child nodes.

4]

Refresh — Refresh the current pane.

Save — Save the current project.

) gD

Maximize — Maximize the pane to fill the entire window.

[

Minimize — Minimize the pane to its original size.

Using drag-and-drop

Perform operations in the user interface by dragging objects on the screen with
the mouse, and then dropping them in a new location. For example, you can
assign devices to an area by dragging and dropping the device in a room.

To use drag-and-drop:

1. Move the pointer to the object.

2. Press, and hold down, the button on the mouse or other pointing device, to
"grab" the object.
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E_ [ services | B Scenes Rules =0
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3. "Drag" the object to the desired location by moving the pointer to that location.
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4. Repeat step 3 for each device
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Using right-click

Fusion includes the right-click option for many of its objects. Right-click the
mouse button brings up a pop-up window with options applicable to the object
over which the cursor is positioned.

Figure 9: Right-click pop-up menu
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Chapter 3
Getting Started

Summary

This chapter explains how to manage your Fusion projects. As a dealer and
integrator, you are responsible for managing multiple projects within Fusion.

Note: The system will place an asterisk * next to any tab name that you have
made changes to and have not yet saved. As a safeguard, the system will ask
you to save your changes prior to closing or leaving configuration tabs.
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Configuring APNS notifications...23
Configuring camera settings for use with CCTV devices...23
Configuring ClarePartner options...24
Configuring locations...26
Managing project attachments (optional)...28
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Creating new projects

From the Projects pane you can create and manage your projects. You can
create and configure unique projects for each customer.

Project names should be easily associated with the project customer. You should
use a similar naming convention for consistency. For example, name a project
“Patterson Residence” or “Jones Home”. If there are multiple project properties
for one customer, you could use “Smith Home NY” or “Smith Home LA” to
represent those multiple properties.

To create a new project:

1. Go to the Projects view, and then click the Projects tab, if it is not already
selected.

& Projects ‘& Configuration | ¢’ Attachments = O

Seld - He

2. On the toolbar, click the New Project button &'

3. Go to the Project Properties pane and enter a name for your project in the
Name field.

Project Properties
MName: | pPatterson Residence

Gateway uses: (@) UUID Host/Port

Gateway Host:

Gateway Port:
Gateway UUID: |EC515250-221E-617-ECA2-027152EC

License : |CLIQ.host -~
Deployment locked

Controler Information:
Serial Number: THF10G010523200822
UUID: AB525250-221E-61D7-EC52

Edit Notes...
4. Click the type of gateway you want to use. Choose UUID or Host/Port.
5. If you choose UUID, enter the UUID number in the Gateway UUID field.
The UUID number is printed on a label on your CH-OS device.
- Or -

If you choose Host/Port, enter the IP address for your gateway in the
Gateway Host field and the gateway port for number your gateway in the
Gateway Port field.

The Gateway Host address is the static IP address or dynamic DNS name of
home router. The port is the port you opened on the router and forwarded to
the CH-OS static IP address.

16 Fusion Configuration Tool Administrator Guide
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Project Properties

Name: | pPatterson Residence
Gateway uses: UUID (e Host/Port
Gateway Host: |27.92.2.184
Gateway Port: |B0&9
Gateway UUID:
License : |CLIQ.host A

Deployment locked

Edit Notes...
6. In the Notes field, enter any additional information that will help you with your
project.

7. Select the Save button [l to save your new project.

Managing project versions

Each time you create a new project, the system automatically assigns the initial
version number “1.0.0.” Then, as you make changes to your project and deploy
those changes the version number increments (e.g., 1.0.1, 1.0.2, and so on). You
can change a version number as appropriate for your organization’s numbering
conventions, if you desire.

To change a version number:

1. On the Projects tab, click your project’s version number that you want to
rename.

2. In the Version Properties pane, click inside the Version field to highlight the
version number, and then enter a new version number.

3. Click the Save button [E.

The version number automatically updates.

Adding version notes

It is good practice to enter notes about what you configured or changed in each
project version. This practice ensures that others, such as programmers and
service technicians in your organization, will know exactly what has been
configured or changed within a specific project.

To add notes to a version:

1. In the Version Properties pane, click the Edit Notes button ' tees.,

Fusion Configuration Tool Administrator Guide 17
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2. In the Project Version Notes dialog, enter your version notes, and then click
OK.

B Project Version Notes o X

Version Properties

Project version notes for version 2.0:

Renumbered project version.

OK Cancel

3. Click the Save button [=..

If you need to configure multiple changes for a customer, you should consider
cloning the project version before configuring and saving your changes. Cloning
a project version maintains your previous settings along with any new
configurations. In the event of any system issues, technical support may refer to
previous project versions to resolve any issues.

Cloning project versions

It is possible for you to clone project versions, and then create new projects
based on those clones. This may be desirable in situations when you have one
or more projects that are similar in scale and use similar devices. This way you
can start with all devices, scenes and rules, and other configuration already in
place, and then simply reconfigure device-specific information (network
addresses, network ports, MAC addresses, and so on), as needed.

To clone a project:
1. From the Projects pane, create your new project.

2. Select the project version from an existing project that you want to clone.
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¢& Aldrich Residence £
&% Bahner Residence

&% Miller Residence

&y Patterson Residence

1.0.10

P &

&% Porter Residence

& Quarles Residence

¢ Sloane Residence

& Swann Residence

&% Taylor Residence

fjj Vanligtenburg Residence

3. With the existing project version selected, click the Save As button H.
The system displays the Save As dialog.

'S Save As o X
Projects
type filter text
2% Aldrich Residence %
2% Bahner Residence
&) Miller Residence

24 Patterson Residence
78 Porter Residence

8% Quarles Residence
2} Sloane Residence
8 Swann Residence
72 Taylor Residence
f}} Vanligtenburg Residence ki

Save As: (2.0

Save Cancel

4. From the Save As dialog, select the new project for which you want to save
the existing project version, and then click Save.

With the version cloned, you can now edit the new project as needed. When you
have finished editing your new project, to deploy it.
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Configuring notifications

This section describes how to configure notifications for your customers.
Notifications let the customer know about the status of their systems. For
example, when a customer is out of town and the security alarm is activated, or
the temperature rises too high within the home, the customer may want to
receive immediate a notification. There are three types of notification available in
Fusion.

¢ Email — notifications sent to an email address

e SMS (Short Message Service) — notifications sent as text messages to a
smart phone or mobile device

e APNS (Apple Push Notification Service) — notifications sent to an Apple
device

To send notifications via email or SMS, you must first configure the providers for
each. Use the Email and SMS tabs in the Projects pane. Next, you must create a
scene and a rule for each notification using the Scene and the Rules tabs,
located in the Workflow pane. You do not need to configure a provider for APNS
notifications. APNS notifications are managed entirely by scenes and rules.

The following provides directions for configuring the provider for email and SMS
notifications. For directions about creating scenes and rules for email, SMS, and
APNS notifications, see “Configuring notifications using scenes and rules” on
page 190.

Configuring email provider for notifications

To configure and email provider for notifications:
1. In the Projects pane, click the Configuration tab.

2. Click the Email tab, if it is not already selected.
2 Projects ﬁ ﬂﬁiw ¢ *Attachments =8
® [E
m B SMS | B Cameras | (5 ClarePartners | @ Location

@ Server Address: |smtp.gmail.com

(Z) Server Port: 462 =

[2) User Name: |Pattersonhouse

(2) Password: |=====x==

@ Email Address: |Pattersonl@goodmail.com
(2] connection Type: | SSL -

(2) Message Format: |{3}
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3. In the fields, enter the following outgoing email information. This information is
not for the customer receiving the email, but rather for the person sending the
email notification. The email address sending the notification may be your
organization’s support address.

e Server Address: The SMTP provider. You can find this information in your
email preferences.

e Server Port: The port at which your SMTP server accepts connection. You
can find this setting in your email preferences.

e User Name: The name of the user sending the notification.
e Password: The password for the email address sending the notification.
e Email Address: The email address of the user sending the notification.

e Connection Type: Your connection type. Your options are: Plain, SSL or
TLS.

e Message Format: The Message Format allows you to configure a template
for the generated email message. You can also use the “»” symbol instead
of a new line in the Message Format field. This entry is a free-form string
with the following special replacement options:

o Priority Example: Setting the Alarm as highest priority.
o Severity Example: Setting an Intrusion Event as highest severity.
o Zone changes may be a lower level severity.
= {0} is replaced with the message priority
= {1} is replaced with the message severity
= {2} is the subsystem from which the message is generated
= {3} is the text of the notification message
4. Click the Save button =l

Configuring SMS provider for notifications

The Configuration tab allows you to enter settings for email or SMS notifications.
The SMS address sending the notification is typically your organization’s support
number. The customer will see the number sending the notification in the SMS
message and may choose to save this number, associating it with an appropriate
name.

Note: You must create and provide your own Clickatell account to send SMS
notifications through Fusion. Currently we only support Clickatell accounts for
configuring SMS notifications in ClareHome.
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To configure SMS provider for notifications:

1. In the Projects pane, click the Configuration tab.
2. Click the SMS tab.

{2} Projects ﬁ ﬁi‘i“Wn n ¢ =Attachments =8
L] Email = Q..- LR |5 Cameras | 8 ClarePartners | »

@ Server Address: |http://api.clickatell.com/http/

@ User Name: | Pattersonhouse
(2) Password: |====e===
(3) System Type: |3324024

@ Mobile originated Enable Reply. -
@ Source address 1407882187

El Message Format: |P:{0}S:{1}[{2}]{3}

3. On the SMS tab, enter the following outgoing SMS information in the fields
provided.

Server Address: This is your Clickatell account address. You must set up
a Clickatell account to send SMS notifications from Fusion.

User Name: This is your Clickatell username.
Password: This is your Clickatell password.
System Type: This number is your Application ID in the Clickatell gateway.

Mobile originated: From the drop-down list, select whether or not you want
to enable a reply from the customer(s).

Source address: This is the phone number sending the SMS notification.
For example, enter the number “1” in front of the area code (U.S.), and do
not include spaces or dashes in the phone number.

4. Click the Save button [=.

22
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Configuring APNS notifications

APNS (Apple Push Notification Service) notifications are ways for an application
that isn’t running in the foreground to let its users know it has information for
them. The information could be a message, such as a warning that the security
system has been armed, there is an impending event, or when new data that is
sent automatically to the user’s iPhone or iPad.

To use the APNS service:

1. At the Devices level, click the Rules tab, and then select the APNS option.

2. Create your APNS rules, and then click Deploy.

Once deployed, the ClareHome system pushes the notifications to the user’s
mobile device based on the rules you created.

Configuring camera settings for use with CCTV devices

After configuring all the CCTV devices in the Device Management pane, you
must configure the camera settings from the project perspective.

Note: Fusion and ClareHome do not support USB cameras.

To configure camera settings:

1. In the Projects pane, click the Configuration tab, and then click the Cameras
tab.

2 Projects ﬁ ﬂﬁ'w & =Attachments =B

@ H

- ClarePartners | »

£ Email * | g SMS

(2) Proxy Host:  |10.0.20.99
(2) Proxy Host Ianore Prefix: |10.0
[2) Proxy Protocol: | http =
(@) Proxy Port: |0 =
[ZlvLC Path: |v

c

[2) EEMPEG Path: |ffmpeg

2. On the Cameras tab, enter the camera settings in the fields provided.
* Proxy Host - This is the CH-OS controller static IP address.

» Proxy Host Ignore Prefix - Enter the first two octets of the Proxy Host IP
address.
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» Proxy Protocol - This is always “http”.

» Proxy Port - The Proxy Port is the port you forwarded on your router to the
CH-OS static IP. The recommended port (from system setup) is “8080”.

» VLC Path - This would typically be the location in which VLC is installed
on the CH-OS controller. The VLC path is not currently supported.

« FFMPEG Path - This is the location in which ffmpeg is installed on the
CH-OS controller. Enter “ffmpeg.”

3. Click the Save button [=.

Configuring ClarePartner options

The ClarePartner tab contains the tools that allow you to set up a custom

InfoStream for displaying messages on the customer’s mobile device and to add

a customized watermark that will appear on that customer’s mobile device.

Customizing InfoStream

Use the ClarePartner tab to set up a custom InfoStream that will replace the

default Clare Controls InfoStream.

To setup InfoStream:

1. In the Projects pane, click the Configuration tab, and then click the
ClarePartners tab.

{3 Projects &4 Configuration. ' Attachments =8

(2] InfoStream URL:

http://clarecontrolshomeowners.blogspot.com/feeds

Clare-Controls

(2] Smart Watermark Directory:

2. Enter the InfoStream URL information in InfoStream URL field.

The information is then displayed on the customer’s mobile device when he or
she clicks the Information icon @, as shown below.
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4:02 PM

Smith Residence

InfoStream

Are You Getting the Big Pict...

2/13/13, 1205 PM
und us throuagh th
Master Bedroo...

What Makes This Thing So...

10 3 PM

Smart Watermark

The Smart Watermark feature lets you place a logo on the ClareHome app. You
must first forward your company logo to Clare Controls for sizing and you will be
notified in which Smart Watermark directory it has been placed. You can then
add it to your ClareHome apps.

To include your watermark:

1. In the Projects pane, click the Configuration tab, and then click the
ClarePartner’s tab.

72} Projects W & Attachments = O
@ =
4 Email | 8 SMS | [ Cameras ERIEUTERTINESY @ Location

@ InfoStream URL: |http://clarecontrolshomeowners.blogspot.com,/feeds

(2) Smart Watermark Directory: J Clare-Controls

2. Enter your logo name in the Smart Watermark Directory field, as shown
above.

Once deployed, your watermark will appear in your customers’ ClareHome apps,
as shown below.

Fusion Configuration Tool Administrator Guide 25



Chapter 3: Getting Started

ClareHome

Whitfield 81 o
Fair

»

H: 81" L: 65"

Whitfield -
Fri
Fair

H: 85" L:69°

Updated: 5/9/13, 2562 PM

Weather

Configuring locations

Use the Locations tab to define a location that will be used in the Weather app
that appears on the customer’s mobile device.

Note: Configure the location before setting time rules. The rules will be set to a
default time zone until changed. The time set will not change with the new
location setting. For example, the Universal time 6 pm is not the same as the
Mountain time 6 pm.

To configure a location:

1. In the Projects pane, click the Configuration tab, and then click the Locations
tab.
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EdEmall | [ SM5 | [ Cameras | [f ClarePartners [[GETTUlS

(7) Address:  |Bradenton, FL, USA @

(2] Available Locations:

[2) Latitude: |27.4989278

(@) Longitude: |-82.5748194

[Z) Time Zone: | America/New_York -

2. In the Address field, enter the address of the intended location, and then click
the Find Location button ¢ .

3. The system identifies the location and prepopulates the Latitude and
Longitude fields. If the system cannot find the location, it then displays
possible alternate choices in the Available Locations field. Choose an
alternate location from this list.

4. In the Time Zone field, select a time zone for your location.

If your location does not appear in the Time Zone list, choose another city that
is in the same time zone.
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Managing project attachments (optional)

The Attachments tab lets you attach files to any project in Fusion. Files
associated with a particular project can be maintained with the project in Fusion
for easy access. Project attachments may include Visio drawings, project
documents, and project PDFs that can be used to reference document storage.

Note: The attached files are available by everyone who has access to the

project.

To attach a project:

1. From the Projects pane, click the Attachments tab.

8% Projects | & Configuration %E

type filter text

& Patterson Floorplan
' Patterson Project Outline

Attachment Properties =

File |Patterson Project Outline.docx
21 KB B erowse File...
Name: |Patterson Project Qutline.docx
Save Time: | 2013-06-14 13:20:20.0

Creator: |[Emerald Elite Homes

Note: Please follow this project outline.

2. Click the Browse File button |Berowse fie...|

3. In the File Upload dialog, click the File button to browse to the location of your

file, and then click Open.

{€ File Upload X

Select a file to upload.

Patterson Project Outline.docx

Open

File

Cancel

4. In the Notes field, add any addition information about the attachment.

5. Click the Save button =l to save the attachment properties.
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Summary

This chapter defines areas and how to manage them in Fusion. From the Areas
tab, you can create and configure areas for your project. Once you create, you
can then add devices and services to the areas, if desired.

Prior to configuring the areas for a project, it is important to understand the
concept of areas as they are populated in the Clare Controls App customer
interface. First, we can answer the question, “Why are areas important?”

+ Customers can create summary applets in the Clare Controls App (e.g.,
lighting summary)

» Visual presentation as well as control (control device located in another area
from a different room in the home/office)

» Customers configure the applets to control specific areas (from any areas
anywhere - customers can configure applets)

» Powerful for customers

Note: It is considered best practice to define the areas and rooms for a project in

Fusion prior to importing lighting files and configuring devices.

Content

Understanding areas...30
Before you begin...31
Creating new areas...32
Toggling between Devices and Services mode...33
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Understanding areas

An area is a location where devices and services are assigned. An area can be a
room in the house, the backyard, a garage, or some other location. An area can
contain any number of devices and services. For example, an area may be a
family room that contains TV and stereo devices and streaming video and audio
services.

Areas appear on the customer’s mobile device, in the ClareHome base page. An
area appears as an icon that represents a system folder containing the services
assigned to it. The customer will open the area’s system folder and click a
service icon to control its services. Figure 10 shows the areas created in Fusion
and rendered on the mobile device.

Note: Although you can assign both devices and services to an area in Fusion,
only services appear in the area system folders on the ClareHome base page;
devices do not. Assigned devices only appear in Fusion and are only there to
help you keep track of the physical location of a device at the site.

Figure 10: Areas appearing on a mobile device

£ Projects || Areas =g
SeeEE g "
=l Devices Mode
(0 2nd Floor Hallway ™ |
LJ Dining Room
O entry
O Family Room
LJ Guest Suite
(O Kitchen
3 Living Room
[ Master suite
LJ Outdoor
LJ Pool/Lanai
(O scene i
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Before you begin

Before you begin creating areas, take a moment to plan the areas for your
project. Make a list of the rooms and areas in your project and decide which
devices and services are going to be installed in those spaces. Next, create all
the areas in your list. You do not need to assign any device or service to an area
at this time. Later, as you add devices and create services in Fusion, you can
quickly assign them to an area. See “Using drag-and-drop” on page 11. Adding
devices and services to an area will help you and the installation technician keep
track of where those devices and services are located.

When adding areas to a project, don’t create too many areas. It is a common
mistake to overpopulate the project with areas, such as creating an area for
every room in the house. This is not a best practice for controlling home
automation from the Clare Controls App. Only create the areas you need. If there
is not a service to control in an area, then don’t include that area in the project.

Use the Areas tab to define all the areas in your project. Once you create your
areas, you can add devices and create the services in Fusion that you will assign
to an area.

Fusion Configuration Tool Administrator Guide 31



Chapter 4: Managing Areas

Creating new areas

Create an area for each room or space in your project that contains a controlled
service.

To add a new area:

1. Click the Areas tab, and then on the toolbar click the New Area button &.

2 Projects =8
e I

[El Devices Mode

(8] *New Are|

L) Dining Room
L) Family Room
I Foyer

L Garage

L) Kitchen

L) Living Room

L) Master Bedroom

Area Properties [tﬁn]

Area Name: |New Area
Equipment:

Type:

Notes:

Name Value

2. Go to the Area Properties pane, and then in the Area Name field, enter the
name of the area.

Area Properties

Area Name: |Foyer
Equipment:
Type:

Foyer contains security keypad, master lighting control.

Notes: |font door camera control.

3. If the new area is an equipment room, click the Equipment check box.

Note: Any devices or services that you assign to an area where this check
box is selected will not appear on the customer’s mobile device.

In the Type field, enter any equipment type information.

In the Notes field, enter any additional information about the area.
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6. Click the Save button [=..

The new area is added to the list. You can assign devices and services to each
area.

To delete an area:

1. Right-click the area you want to delete, and then choose Remove.

&) Projects Hﬁ =8
SVeE A

=l Devices Mode

W] Dining Roo

E EqL.ipmer
|_J Family Rog =

O Fover SSiRefresh

L) Garage

I Kitchen

L) Lanai

|_J Living Room
|_J Master Bedroom

-0r -

Select the area you want to delete, and then on the toolbar click the Remove
button ©.,

Toggling between Devices and Services
mode

From the Areas pane you can toggle between Devices and Services mode. This
will let you see which devices and services are assigned to which areas. When
you assign devices to rooms, only those devices will be visible when you are in
Devices mode.

Similarly, when you assign services to areas, those services will only be visible
when you are in Services mode. To toggle between the two modes from the
Areas pane, click the Show Devices/ Show Services button |2 in the Areas tab
toolbar. The Devices and Services tabs will switch respectively when you are in
Devices mode or Services mode in Areas tab.
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Figure 11: Devices mode

'ﬁ Projects | [ Areas

@{ Camera - Front Door

+ (@ Lutron - Foyer Light
+ (& Main House Security
O carage
O kitchen

+ O Living Room
O Master Bedroom

+ O unassigned Devices

Figure 12: Services mode

= Filter: [
Name
[type filter text
=) ) v
O pining Room Media Server LMS
O Family Room + (& Main House Security
4 Foyer + [ Lutron - Foyer Light

@ Living Room Fireplace

M Generic - Fireplace (Toggle) (10} (device)
. Generic - Doorbell Senser 2 (10) (device)
@ Device Niles Doorbell

@ Clare Controls - RF Controller (device)
@ Clare Controls - Remote Control (device)
@ care Centrols - iPad (device)

wd{ Camera - Pool

@4 Camera - Front Door

[ Projects | [ Areas|

Services Mode

= im| ilEDewca | B8 Scenes ﬂkuiai|

[type fiiter eext

+ [ Dining Room

+ O Family Reom

+ O Foyer
& Camera - Front Door
i=i Foyer Lights
# Foyer Lights Keypad
# Outdoor Flood Lights
& security
B z-wave Front Door Lock

+ O Garage

+ O Kitchen

+ O uving Room

+ O Master Bedroom

+ [ unassigned Services
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[type filter text |

Name Definition
+ B Access

+ @ ccTv

i Climate

+ [&l Entertainment IP Devices

+ @4 Fireplace

+ i% Lighting

+ @ Music

+ @ Security
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Configuring and Managing
Devices

Summary

This chapter explains how to configure devices in Fusion. Multiple device types
may be available for configuration and this chapter provides basic instructions for
configuring those devices.

Content

Before you begin...37
Understanding device types...37
Understanding device templates...38
Configuring simple devices (generic instructions)...39
Gather system device information...40
Selecting, naming, configuring, testing, and identifying the functions of a
device...40
Creating a service...43
Managing configured devices...45
Showing devices by application module...45
Show a device’s online status...46
Deleting a device...47
Cloning a device...47
Closing all device configuration editors...49
Replace a device template...49
Integrating CCTV devices...51
ClareVision IP CCTV camera integration...51
NVR integration...54
Configuring wireless for cameras...58
ClareVision DDNS...59
Port forwarding...62
Integrating thermostats...63
Most common thermostats...63
Weather...77
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Connecting a CLIQ Controller...80
Connecting a CLIQ Controller in Fusion...80
Attaching a doorbell to a CLIQ device...81
Doorbell installation...81
Configuring the doorbell in Fusion...82

Creating a scene...85

Creating a rule...88

Configuring a connector number for all inputs and outputs...90

Configuring Entertainment Devices...91
Configuring entertainment sources...91
CC-EBR-500 RF antenna...92
RTI integration...97
RTI integration...98
Switcher integration...100
Receiver integration...103
HDMI integration...106
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Jandy Aqualink...108
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Shade motor integration...120

Integrating third-party devices...123
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Before you begin

Before you begin configuring and managing devices, review the following.

e Do not use the web browser Refresh or Back buttons while operating in
Fusion. Be sure to only navigate from within Fusion.

e When you are configuring a device, do NOT change the device UID in the
Details tab for any device. Fusion requires the device UID.

Understanding device types

There are two types of devices in Fusion: simple devices and multi-devices.

Simple devices

Simple devices are devices that operate independent of each other. For
example, a CCTV camera and a water valve are simple devices because they
operate independent of one another. Other simple devices include: lighting,
climate, security, pool, Z-Wave devices, and most devices controlled by a single
relay switch.

When you add a simple device to your project, Fusion automatically configures
the properties for that device. In most cases, you will only need to enter and save
the network address for that device. Exceptions to this are lighting and Z-Wave
devices. (See “Configuring simple devices (generic instructions)” on page 39.)

Unlike other simple devices, lighting devices use configuration files created
outside of Fusion. You must import these files into Fusion before you can add the
lighting device to the system. (See “Configuring lighting devices” on page 125.
Z-Wave devices must be added to the Z-Wave network, and then imported into
Fusion before being added to a project. (See “Configuring Z-Wave devices” on
page 127.) Once you import the lighting or Z-Wave file, the system automatically
configures the properties like other simple devices.

Multi-devices

Multi-devices are those devices that operate in combination with other devices.
Multi-devices are usually music devices (amplifiers, distributed audio devices (for
example, CobraNet), music servers, etc.) and entertainment devices (TVs,
satellite tuners, Blu-ray players, gaming devices, etc.). Multi-devices are not
configured automatically in Fusion. You must configure and save each device
according to your project plan. (See “Chapter 7: Configuring Multi-devices” on
page 133.
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Understanding device templates

Clare Controls develops, maintains, and updates device templates using the
ClareOS Update Service. These templates are available to you in Fusion so that
you can configure devices for all your projects.

When you add a device to your project, Fusion displays a list of device templates
that are grouped by category.

Figure 13: Device templates grouped by category

€ sclect Template

Device Templates

B Access
@{ CcCIv
@{ DVR/NVR

am« IP Cameras

@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - HD Models (IP)
@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - Standard Definition (IP]_

@4 ClareVision - "Budget Series” (IP)
@4 Clarevision - "Mainline Series” non-PTZ and PTZ (IP)
@4 ClareVision - "Proline Series” (IP)
@4 ClareVision - Analog Encoder (IP)

i Climate

[E Entertainment IP Devices

[E Entertainment IR Devices

[@ Entertainment Serial Devices

* Fireplace

. Lighting

& Music

Cancel

Selecting a device from the category list opens the template for that device.
Figure 14 shows a typical device template.
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Figure 14: A typical device template

s Comesa - Fromt Bosr &, =0
Gl

Ccrﬁgue Test | Functions

Icon: @4

Name: |Camera - Front Door
Manufacturer: |Clare Controls
Model Number: |Non-PTZ Models

Master Template: * Clare Contrels - Nen-PTZ Medels Change Device Template Update

Types: [IP Cameras
Device Driver: |Cameras = Select Driver

Notes:

Wersion: |1.0.0

Last Modified |2013/04/25 16:29

Device UID: |4568cc42-5a33-40b6-a5ch-ddabel Oedfde

Device templates contain four tabs.

e Details — Use this tab to name the device in your project, and to identify the
manufacturer, model number, master template, and other information, as well
as adding notes that may help you later.

e Configure — Use this tab to configure the device’s properties, such as network
addresses, ports, drivers, passwords, etc.

e Test — Use this tab to test and verify the online status and functions of the
device in your project.

Note: You must deploy your project before testing your device.
e Functions — Use this tab to view details about the functions of each device.

Note: The Functions tab only displays when you click the Show Advanced
Fields button % on the toolbar. You cannot edit the functions in this tab.

Configuring simple devices (generic
instructions)

This section describes how to configure simple devices (other than lighting,
Z-Wave audio and entertainment) in Fusion. Device configurations typically
follow the same process. First, you will locate the template for a particular device,
and then enter an appropriate name for that device. Next, you will configure the
device by entering the network address, network port, possibly the MAC address
and, in certain situations, other necessary configuration parameters.

Note: It is a good practice to maintain an inventory by dragging and dropping
devices into the areas (rooms) in which they are physically located.
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Gather system device information

Before configuring devices in Fusion, your installation technician should have
provided you with a list of IP addresses, MAC addresses, and network port
numbers for all installed devices. If you are missing an IP address, MAC address,
or network port number from the list, you must identify this information before
configuring devices.

Having this information readily available will make your configuration process
easier and more efficient. It is important to understand that having this
information available is what makes remote configuration possible in Fusion.

Additional information you need to gather:
+ CH-OS static IP address - configured during ClareHome setup

+ Dynamic DNS name or static IP address of the home router - configured
during ClareHome setup

+ CH-OS UUID for this project - configured during ClareHome setup

» Device IP addresses (network address) - these may have been configured
static by a system installer or programmer

» Device port connection numbers (network port) - this is the port number the
device is connected to on the system (sometimes default values, such as in
situations with Global Cache or other similar devices)

+ MAC addresses (if applicable) - typically labeled on devices and device boxes

» Device manufacturer information - typically labeled on devices and device
boxes

Selecting, naming, configuring, testing, and identifying
the functions of a device
This section provides instructions for selecting and configuring devices in Fusion.

Once you understand the basic process behind configuring devices, it will
become intuitive as you go through each device category.

Device tabs:

e Details tab — The Details tab displays the device’s details. On this tab you can
name and add notes to the device. Other information is also displayed on the
details tab such as: manufacturer, model number, type, template, version,
and the last modification date.

e Configure tab — The Configure tab displays options for the device’s
configuration. The display and options are dependent on the device.
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e Testtab — The Test tab allows you to test a device’s connection to the CLIQ.

e Troubleshooting tab — The Troubleshooting tab has a link to the Clare
Controls forum and document that are relevant to the device you are using.

To select and name a device:
1. Ensure you are in the Project Version view.

2. Click the Devices tab, and then click the New Device button & to display the
Select Template dialog.

B select Template

Device Templates

B Access 1
& cCv
@4 DVR/NVR
@4 IP Cameras
@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - HD Models (I
@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - Standard De =
@4 Clarevision - "Budget Series” (IF)

=+ ClareVision - "Mainline Series" non-PTZ and PTZ (IP)

@4 Clarevision - "Proline Series” (IP)
@4 ClareVision - Analog Encoder (IP)
3 Climate
B Entertainment IP Devices
E Entertainment IR Devices
[} Entertainment Serial Devices
& Fireplace
» Lighting v

oK Cancel

3. Expand a category, and then click the appropriate device template.

To find a specific Device template, use the filter to enter a keyword to search
for devices.
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Select Template

Device Templates

Camera |

@{ CCTv
@4 IP Cameras
@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - HD Models (IP)
@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - Standard Defin
@4 ClareVision - "Budget Series” (IP)

ClareVision - "Mainline Series” non-PTZ and PTZ (IP)

@4 ClareVision - "Proline Series” (IP)
@4 ClareVision - Analog Encoder (IP)

oK I Cancel |

4. Click OK.

The Details tab displays details for the device you selected.

Configure | Test

Icon: @4

MName: |FI‘OI'It Door Camera

Manufacturer: |C\are Controls

Model Number: |Non-PTZ Models

Master Template: Clare Controls Non-PTZ Medels Change Device Template

Types: |IP Cameras

Notes:

Version: |2.CI.[]

Last Modified |2013.fl]6,f28 13:42

5. In the Name field, enter the name of your device.
In our example above, we named our camera “Front Door Camera.”
6. In the Model field, enter the model number for the device, if necessary.

7. In the Notes field, enter any information that you want recorded for this
device.

To configure a device:
1. Click the Configuration tab.
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e .=
TRE
Details Test
Configuration Properties - Q
Name Value Mandatory Description
driver UDP(NVC HTTP API v1.06.07) yes Represents the driver info needed to create a camera. The value is construc
address 154.124.23.05 no Address of the camera. The value of this property should consist of all the in
camera.type ip no Type of camera. May be IP or USB.

user PattersonResidence no User of the camera.
password PattersOn no User password of the camera.

2. In the Address field, enter the device’s network address (IP address). In other
device configurations, you may also need to enter a network port number for
the device. When a port number is required, the system displays a field for it.

3. In the Username and Password fields, enter the correct username and
password for your device.

Note: It is important to know the correct username and password. Device
user names and passwords are usually factory defaults, but verify this with
your installation technician.

Click the Save button =l

The Create Service dialog displays.

Create Service X

Service Name:

Front Door Camera

OK Cancel Open Wizard

Creating a service

A service is an action for the device to take. Many services are automatically
created when a device is added and saved. The Create Service dialog displays,
clicking OK will auto create a service. Clicking Open Wizard, will let you
customize and access the advanced features.

To create a service:

1. From the Create Service dialog, ensure the system already entered the name
of the service from the device information. If not, enter it now.

2. Click OK to create the service.
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3. (Optional) After you configure the device, drag-and-drop it into the area in
which it is physically located.

Note: Dropping configured devices into areas will not cause them to appear
in the Clare Controls App. Only services appear in the Clare Controls App.
However, this is a way for you to keep an organized physical inventory in
Fusion. If you do not place the device into an area, the system will place it in
the “Unassigned Devices” areas.

To test the device:
1. Click the Test tab.

pRAERNL Do Comen L —
Q==

Details | Configure Functions
= Device Data @

Name: Front Door Camera
Device UID: b0e8beeB8-7859-4f3e-a9bf-7cba236195a7

Online Status: Online

» Image Provider
} Move Actuator
» Record Actuator
} Video Provider

} Zoom Actuator

2. Verify the online status of the device.

3. If you would like additional information about a function in the device, click the
Expand button F to expand the function.

To view additional functions:

1. To add to the Functions tab, click the Show Advanced Fields button | on the
toolbar.

2. Click the Functions tab.
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Details | Configure | Test m

Functions o 3

Functions
Image Provider

Record Actuator

Video Provider

Function Description:

This device class provides support for images. It is possible to get URL that provides access to the current image or information about the
supported image formats, protocols and resolutions. Some properties can be used to receive custom image. For example images with
different resolutions can be received.

Properties:
Image Formats
Image Protocols

3. Click the Expand button I to display additional information about a particular
device function.

Managing configured devices

Showing devices by application module

After all the devices for a project are configured, you can choose from a variety of
options to filter through devices and to search the device list. For example, it may
be necessary in the future to make configuration changes for specific devices.
You can easily find the device by searching through the list of configured

devices.

To view the devices by the application module:
1. Click the Devices tab.
2. Click on the Show App Modules button & .

E Services | B Scenes @ Rules

Filter: | ||_| Find: ||€| |?|
Name Online Status App Module Physical Location

#f@ Fireplace - Cozy Living Room Mot initialized Fireplace

ﬁ Home security Mot initialized Security

I Weather (device) Mot initialized Weather
[ I 3
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3. While showing the device app modules, you can collapse the nodes by
clicking on the Collapse Nodes button =,

4. After collapsing the device nodes, you can expand the nodes again by
clicking on the Expand Nodes button =/,

ices| [ services| B scenes| [ Rules =0

Filter: Find: - | [
Name Online Status App Module Physical Location

4@ Fireplace - Cozy Living Room Not initialized Fireplace

@ Home security Mot initialized Security

I Weather (device) Mot initialized Weather
[ [ 3

Show a device’s online status

From the Devices tab, you can also request any device’s online status.

Note: You must deploy your project before displaying the status of your device.
See “Deploying projects” on page 196.

To display a device’s online status:

1. Click the Devices tab, and then select the device for which you want to know
its status.

2. Click the Request Devices Online Status button €. (New picture added, but
cannot get the online image, not sure how? But | was able to get the button to
highlight.)

ice: E services | B Scenes | [ Rules

Filter: Find: Request Devices Online Status
Name Online Status App Module Physical Location
& psc -other Mot initialized Security
i Fireplace - Cozy Living Room Not initialized Fireplace
@ Home security Mot initialized Security Family Room
[% Kitchen TV Not initialized Entertainment IR Devic Kitchen
I Nest Learning Thermostat (device) Mot initialized Climate
a Mest Learning Thermostat (device) Mot initialized Climate
=3 Pioneer Elite - All Models (device) Mot initialized Entertainment IR Devic Kitchen
w4 Security Cam Not initialized CCTV
@ Sensor Not initialized Access
[ I 3
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Deleting a device

You can delete devices, as necessary.

Note: If you created a service for the device, you must delete the service before
deleting the device. (See “Deleting a service” on page 176.)

To delete a device:

1. Click the Devices tab, and then select the device you want to delete.

2. Click on the Delete Device button [©..

| Devices [E Services| B Scenes | [ Rules =0
Filter: Find: ¥ ||
Name Online Status App Module Physical Location

4@ Fireplace - Cozy Living Room Mot initialized Fireplace

@ Home security Not initialized Security

® Weather (device) Not initalized Weather |

Cloning a device

When configuring additional devices of the same device type, you can clone any
device.

To clone a device:
1. Click the Device tab, and then select the device you want to clone.

2. Click on the Clone Device button [/,
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Figure 15: Clone a device

Services | BY Scenes Rules

Filter: | | |_|
Name Online Status App Module Physical Location
» (& DSC -Other Mot initialized Security
= Fireplace - Cozy Living Room Mot initialized Fireplace Living Room
3 ﬁ Home security Not initialized Security Family Room
% Kitchen TV Mot initialized Entertainment IR Devic Kitchen
il Nest Learning Thermostat (device) Mot initialized Climate
I Nest Learning Thermostat (device) Mot initialized Climate
=3 Pioneer Elite - All Models (device) Not initialized Entertainment IR Devic Kitchen
@4 Security Cam Mot initialized CCTV
‘|‘ Sensor Not initialized Access
3 i [
Figure 16: Cloned device
= Devices| & Services|ﬁ Scenes Rulesl =5

Filter: | ||_| Find: | ||i.| |‘_!
MName Online Status App Module Physical Location

& DSC -Other Mot initialized Security

#f@ Fireplace - Cozy Living Room Mot initialized Fireplace Living Room

Mot initialized Security Family Room

% Kitchen TV Not initialized Entertainment IR Devic Kitchen

l Mest Learning Thermostat {device) Mot initialized Climate

l MNest Learning Thermostat (device) Mot initialized Climate

=~>» Pioneer Elite - All Models (device) Mot initialized Entertainment IR Devic Kitchen

4 Security Cam Mot initialized CCTV

IT|. i [

Configure | Test|
Icon: M

Name: Fir:»:~|ac»:—2 - Cozy Living Room

Manufacturer: |Ger‘|eric

Model Number: | Fireplace

Master Template: Fireplace - On/Off Switch Change Device Template

Types: |Firep|ace Controller

=0n/Off Switch
Notes: |*Contact Closure

Version: |2.0.0

Last Modified |2015,—’01,-’05 20:41

4] [ [
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Closing all device configuration editors

You may have multiple configuration editors open for all your devices while
working on a project. If you are finished with all the device configuration editors,
you can close them all at the same time.

To close all editors at once:

1. For the open configuration editors for your devices, right-click on the
navigation bar.

2. Select Close All.

Note: Other close options include “Close” to close the selected device
configuration editor or “Close Others” to close all device configuration editors
except for the one you have selected (highlighted).

Figure 17: Option to close all device configuration editors

& Home security #f Fireplace - Cozy Living Room r | Weather (device) &3 =5
Minimize E =
Configure | Test | Troubleshooting Maximize
Icon: i Close
S Close Others
Name: |Weather (device) o

Manufacturer: |Yahoo
Model Number: |1.0.0

Master Template: Weather Change Device Template

Types: Weather

Notes:

Version: |2.0.0

Last Modified |2014/10/30 15:30
[l I »

Replace a device template

In some situations, you (or your installation technician) may physically replace
one device model for another - for example, you may replace an LG Blu-ray
player with a Panasonic Blu-ray player. If the first device was already configured
in Fusion, it is necessary to replace the template of the old device with the
template for the new device. This section provides instructions for how to replace
a device template (already configured) with a different device template.

To replace a device template:

1. Open the configured device for which you want to replace the template.
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4.

5. Click the Configure tab, and then ensure the configurations are correct.

50

From the device configuration editor Details tab, select Change Device

Template.

a3l

=8

m Configure | Test
-

Icon:

Manufacturer: lLG

Name: |Family Room Blu-ray Player

Model Number: |All Models

Master Template: LG - All Modelgl Change Device Template I

Types: ;rBIu -ray Player- "

Notes: ‘

Version: ‘1_0,0

Last Modified i2013/06123 09:45

From the Select Template dialog box, select the new template.

& Sclect Template

Device Templates

| Blu-ray

[&E Entertainment IR Devices

2> Blu-ray Player

=3 Arcam - Blu-ray BDP Series

> Denon - Blu-ray All Models

> Dynex - Blu-ray Player - All Models

=3 Dyon - Blu-ray Player - Horizon

=3 Haier - Blu-ray Player - All Models

> Harman Kardon - Blu-ray All Models

2> JVC - Blu-ray Player - XV-VP Series All Models

=3 JVC - SRHD Series Blu-ray All Models

3 LG - Blu-ray All Models

> Lexicon - Blu-ray Player - All Models

=3 Magnavox - Blu-ray Player - All Models

a3 Marantz - All Models

2> Marantz - Blu-ray Player - All Models

> McIntosh - Blu-ray Player - All Models
L]

Cancel

Click OK.
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Details Test
Configuration Properties - 6
Name Value Mandatory Description
General
Connector Number iTach IR 1 yes The communicator address/port on the GlobalCache device, that is use
Device Model 1773 yes The model of the device, as given in the OnlyOneRemote database.
Device Type Blu Ray yes The type of the device, as given in the OnlyOneRemote database.
Metwork Address 10.0.60.80 yes This is a device configuration property used by ALL HDM adapters that
Digit Keypad

Function Keys

Menu Navigation
Playback

Playlist

Switch
Custom/Additional Proper

6. After selecting the configuration, click the Save button [=l.

Integrating CCTV devices

Configuring and managing CCTV devices.

ClareVision IP CCTV camera integration

Clare Controls offers its ClareVision line of CCTV cameras. The line includes it's
Budget, Mainline, and Proline models. All ClareVision cameras can be connected
to an NVR to record streaming video for playback later. The CCTV cameras
allow for viewing and monitoring of designated areas. Configuring them in Fusion
allows for device interaction.

To add a camera to Fusion:

1. Log into Fusion and select your project.

2. Click the Devices tab, and then click the New Device button @ to display the
Select Template dialog.

3. Expand the CCTV drop-down, and then expand the IP Cameras drop-down.
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act Template

Device Templates

|t;,pe filter text
» B Access
4 @4 CCTV
+ @d DVR/NVR
4 @4 IP Cameras
@{ Clare Controls - 2012 and Older Non-PTZ/PTZ - HD Models (IP)
@4 Clare Controls - 2012 and Older Non-PTZ/PTZ - Standard Definition (IF

[»]

@4 Clarevision - "B Series” (IP)
@4 Clarevision - "M Series” (IP)
@4 ClareVision - "P Series” (IP)
@4 Clarevision - Analog Encoder (IP)
» [ Climate
» s Energy
3 ﬁ Entertainment IP Devices
» [@ Entertainment IR Devices

» [@ Entertainment Serial Devices
+ ¢ Fireplace

» f= Lighting L]

| Cancel |

4. Select the series model of the camera from the list, and then click OK.
The Details tab is displayed.

E Conﬁgure|Test|TroubIeshooting|
Icon: w4

Name: |CIareVision - "B Series” (IP) (device)

Manufacturer: |Clare Controls

Maodel Number: |B Series - 2014 3

Master Template: ClareVision - "B Series” (IP] Change Device Template

Types: |IP Cameras

Notes:

5. Enter the name and notes for the camera, and then click the Configure tab.
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Details Test| Troubleshooting

Configuration Properties

Name Value Mandatory Description
General
address <Enter IP Address= no Address of the camera. The value of this property should co
driver Clare Controls(ClareVis no Represents the driver info needed to create a camera. The
rtsp.port 554 no RTSP port of the camera.
user clareadmin no User of the camera.
password secure? no User password of the camera.

6. Enter the address, driver, rtsp.port, user, and password fields with the
appropriate information, and then click Save.

Note: Clicking Save displays the Create Service dialog.

& Create Service

Service Name:

|Clare‘u‘ision - "B Series” (IP) (device)

OK

| Cancel || Open wWizard |

To create a service for the camera:

1. Enter a name In the Create Service dialog that displays, and then click Open

Wizard.

2. Click the newest version of the Camera Viewer Service, and then click Next.

¥ New Service Instance

Name: |CIareVision - "B Series” (IP) (device)

Area: v

Notes:

Service Definition:

@4 Camera Viewer Service v1.0.0
@4 Camera Viewer Service v1.0.1

7] Camera Viewer Service v2.0.0

3. Fusion displays the New Service Instance Devices tab and auto populates the

control points.
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Req.a Control Point Device se
ClareVision - "B Series” (IP) (device) u‘

¥* Video Provider ClareVision - "B Series” (IP) (device) _
Profiles Provider ClareVision - "B Series” (IP) (device) ]

Note: Make sure that the devices are correct. This can be done by selecting
the Use box next to the control points. When a device is selected in the left
column, and you select the Use box. That device will automatically be
selected for that box's control point. Highlight different devices when selecting
Use, or manually change them under the device drop-down next to the control
points.

4. Click Finish, and then deploy your project.

NVR integration

An NVR (Network Video Recorder) is a piece of surveillance equipment that
records video. Currently ClareVision has the 4-channel, 8-channel, 16-channel,
32-channel, and 64-channel NVR models. You add these devices in Fusion to
record video streaming from your network cameras.

Connecting the ClareVision NVR to the ClareHome data network

After installation, connect the NVR to the ClareHome data network.

Note: Only a qualified technician should install the NVR.

To connect the ClareVision NVR to ClareHome

1. Attach one end of a Cat 5e or Cat 6 networking cable to the NVR and the
other end to your ClareHome network switch.

2. Attach a computer to your ClareHome network, and then configure the NVR
settings.
Configuring in Fusion

Once the NVR is installed and has been connected to the network, configure it in
Fusion.

Notes- add a section for the app access

e You will not be able to view playback in the ClareHome App for NVRs added
in Fusion. However, you can access playback using the ClareVision App. Log
into the NVR using monitor, or access it using the NVR Web App.

e When adding an NVR in Fusion, you must also add each channel. For
example, if you add a 4-channel NVR, you must also add all four of its
channels, if all four channels are to be viewed.
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To add an NVR channel to Fusion:

1. Click the Device tab, and then click the New Device button .

2. The Select Template dialog displays. Browse to CCTV > DVR/NVR >
ClareVision NVR (IP),and chose a model. Click OK.

3. In the Details tab, enter a name for the camera channel — for example, Front
Door Channel 1. You can also enter notes in this tab.

@ sclect Template

Chapter 5: Configuring and Managing Devices

Device Templates

& Access
@q CcCTv
@{ DVR/NVR
@4 Clarevision 16 Channel NVR (IP)
@4 Clarevision 32 Channel NVR (IP)
ClareVision 4 Channel NVR (IP)

@4 Clarevision 64 Channel NVR (IP)
@4 Clarevision 8 Channel NVR (IP)
@4 IP Cameras

[y Climate

‘,_—;;_\‘ Energy

5l Entertainment IP Devices

[E Entertainment IR Devices

5l Entertainment Serial Devices

& Fireplace

fei Lighting

B Music

OK

Cancel |

Details Conﬂgure|Test|Tr0ubIesh00ting

Icon:

Name:
Manufacturer:
Madel Number:
Master Template:

Types:

Notes:

Version:

Last Modified

(L}

|Frcnt Door Channel 1

|Clare Controls

[cv-Baa10

ClareVision 4 Channel NVR (IP) Change Device Template

|DVR,1’NVR

Device must be created for each individual camera channel on the NVR

[2.01

[2014/10/07 18:30

4. Click the Configure tab.
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m Test| Troubleshooting

Configuration Properties = @
|Name Tvalue “Mandatory -Descr\ption
General |
address 192.43.8.59 no Address of the camera. The value of this property should co
camera.type ip no Type of camera. May be IP or USB. |
driver Clare Controls(ClareVis no Represents the driver info needed to create a camera. The
nvr.channel 1 no NVR Channel 1d |
rtsp.port 8554 no RTSP port of the camera.
user clareadmin no User of the camera. |
password secure? no User password of the camera.

5. Enter the values in the following fields:

¢ |n the Address field, enter the device’s network IP address.

e In the nvr.channel field, enter the channel ID number for the camera.

6. Click the Save and Close button [y )

7. When the Create Service dialog displays, click OK.

Service Name:

Front Door Channel 1

OK

Cancel Open Wizard

After you have added the initial channel, configure the rest of the channels for the

NVR.

Adding additional channels:

1. Return to the Devices tab and highlight the NVR channel that you just

created.

2. Right-click the device, and then click Clone Device.

The copy is displayed in the Details tab.
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@4 Front Door Channel 1

= Configure | Test| Troubleshooting |
Icon: @4

Name: |Front Door Channel 1 (Copy)

Manufacturer: |Clare Controls

Maodel Number: | Cv-B4410

Master Template: ClareVision 4 Channel NVR (IP) Change Device Template

Types: |DVR,-’NVR

Device must be created for each individual camera channel on the NVR
Notes:

Version: |2.0.1

Last Modified |2014,-’10,-’13 18:19

1| [ [v

3. Rename the new channel — for example, Garage Door Channel 2.

@4 Front Door Channel 1

Details Conﬂgure|Test|Tr0ubIeshooting
Icon: md

Name: |Garage Door Channel 2

Manufacturer: |Clare Controls

Maodel Number: | CV-B4410

Master Template: ClareVision 4 Channel NVR (IP) Change Device Template

Types: |DVR,-’NVR

Device must be created for each individual camera channel on the NVR
Notes:

Version: |2.0.1

Last Modified |2014,-’10{13 18:19

4] il | [+

4. Click the Configure tab and change the nvr.channel value field to channel ID
number 2.
@4 Front Door Channel 1

M Test | Troubleshooting

Configuration Properties - @ e
Name Value Mandator Description
+ General
address 192.43.8.59 no Address of the camera. The value of this property
camera.type |ip no Type of camera. May be IP or USB.
driver Clare Controls(Clart no Represents the driver info needed to create a can
nvr.channel NVR Channel Id
rtsp.port 8554 no RTSP port of the camera.
user clareadmin no User of the camera.
password secure/ no User password of the camera.
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5. Click Save.
6. When the Create Service dialog displays click OK.

7. Repeat steps 1 through 6 for any additional camera/channel in use. For
example, if you are adding a 4 cameras/channels to the NVR, repeat 3 times.

Configuring wireless for cameras

Clare Controls offers a 1.3 MP Budget Mini Dome Camera. Not all cameras are
compatible with wireless connection.
To connect your mini dome camera for wireless use:

1. Connect the camera to your network with either a powered Ethernet cable, or
connect it with an unpowered Ethernet cable and the AC power supply
(included).

2. Change the IP settings of your computer to interact with the camera. Be sure
to note what was originally in place before making any changes.

a. Go to Start Menu > Control Panel > Network and Internet > Network
Sharing Center.

b. Click Local Area Connection (or Wireless Network Connection).
c. Inthe Local Area Connection Status dialog, click Properties.

d. Highlight Internet Protocol Version 4 (TCP/IPv4), and then click
Properties. Enter the following information:

IPv4 Address: 192.168.1.245
Subnet Mask: 255.255.255.0
IPv4 Gateway: 192.168.1.1

3. In your web browser’s address bar, enter 192.168.1.250.
4. Log in with the User Name: clareadmin and the Password: secure?.

5. Click the Configuration tab (along the top of the window), the Network Tab
(on the left side of the window), and then the Wi-Fi tab (below the
Configuration tab).

6. From the Wireless list, select your home wireless network.
7. Click the appropriate security mode and encryption type for your network.

Note: If your network is secured with a key or password, enter that key into
the Key 1 field.

8. Click Save.
9. Select the TCP/IP tab (in the same menu as the Wi-Fi tab).

10.1n the Select NIC drop-down menu, click wlan.
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If applicable insert the IPv4 address, IPV4 subnet mask, and IPv4 default
gateway within the range of your wireless network.

11.Click Save.
12.Revert the IP settings of your computer to the original settings (see Step 2).

13.Unplug your camera from the Ethernet cable, and then connect it to the
power supply, if it is not already connected.

14.From your web browser, go to the IPv4 address of the camera that you
inserted and ensure you have a live stream from your camera.

ClareVision DDNS

The ClareVision DDNS is a free USA-based DDNS service. This service lets you
view and monitor the devices in your home from an Apple or Android device.

Access an account

1. On your web browser, type www.myclarevision.com.
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C

clarecontrols’

—-'-:_ Welcome to ClareVision DDNS
‘ — -~ Create a user account or choose existing users below to begin.

DDNS account creation.

NEW USER REGISTRATION

EMAIL ADDRESS

PASSWORD @

PASSWORD
CONFIRM

FIRST NAME

LAST NAME

SECURITY

QUESTION. My first phone number. -

ANSWER

T
P
CONFIRM YOU'RE

HUMAN Mew Captcha

Solve the problem above.

Already have an account? Click here to logon.

All Rights Reserved © 2014 www.darecontrols.com

2. Login to register an account. If this is a first-time access, the site will prompt
you for a domain name before continuing.

3. Select the domain name you want — for example,
yourname.myclarevision.com. Do not change the myclarevision.com box.

C

clarecontrols’

'_...amuh._' Domain Name Creation

~  Enter a new domain name below.

Domains

u_\ You must create 3 domain name fo continue.

Domain name must start with (a-z, 0-9). Cannot end or start, but may contain a hyphen and
is not case-sensitive.

name . myclarevision.com - F: 72.91.2.194 Regquest Domain

4. Click Request Domain.
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Configure the router
To connect to a device to the DDNS, you must configure the router and open the
ports. Please see Port forwarding on page 62.

To configure the device:

1. Type the desired device’s IP address into your web browser and log on to
configure the device.

2. On the menu bar, click Configuration, and then select the DDNS tab and fill in
the DDNS information.

Ensure the DDNS service is enabled click Enable DDNS.
From the DDNS Type drop-down list, select the CVDDNS service.

In the Server Address field, enter www.myclarevision.com.

IZER L

In the remaining fields, enter the domain, user name, and password that you
have selected, and then click Save.

After configuring the devices, use the ClareVision App to monitor them.

To view the devices:
1. Install the ClareVision app on your Apple or Android device.
2. Log in using the same information that you chose for the myclarevision site.

3. Access the Device Information tab on the menu and select the device you
want to configure.

4. Make sure that all of the details in the DDNS tab match the ones entered in
the device configuration.

Note: You must enter a device alias. This is any name that you want for this
particular device — for example, Hallway Camera, Benny’s Garage,
or 32 NVR.

5. Make sure that everything is filled in correctly, and then repeat steps 1
through 4 for each device.
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Port forwarding

Port forwarding is the way in which a device is accessed from an external
network. It allows remote access of certain device functions by forwarding remote
connections to the desired device. Each router has configurable network ports for
this purpose. The ports used are specific for each device. Each router is different
and the method for port forwarding configuration will vary, refer to the
documentation for the router and device being used.

To enable port forwarding for a device:
1. Determine and configure the ports that the device is using.

2. Access and log in to the home router.

3. Open the corresponding ports on the router through the routers internal
menus.

Table 2: Standard port numbers

Ports DDNS NVRs Cameras
Server 8000 800 800
HTTP 80 80 80
HTTPS 443 443 443
RTSP 8554 8554 554

Note: ClareVision cameras and NVRs use the same ports. If you have one of
each, two NVRs, two cameras, or more than one device, you will need to change
the ports on one of them if remote access is desired. Changing the last digit of
the port numbers for one of the devices is the easiest method.

Table 3: Multi device port number example

Ports Camera 1 Camera 2 NVR 1 NVR 2
Server 800 801 802 803
HTTP 80 81 82 83
HTTPS 443 444 445 446
RTSP 554 555 8554 8555

In this example, the router external IP is 72.91.2.194 and the device is going to
be NVR 2. To access NVR 2 from an external network, type the IP of the router
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followed by: port number. To access the RTSP port of NVR 2, type
72.91.2.194:8555.

Integrating thermostats

Integrating a thermostat in Fusion allows customers to turn on and adjust the
cooling and heating functions from their mobile devices, such as iPhone, iPad, or
Android smartphone.

Once you have installed the thermostat, add and configure it in Fusion.The
following includes directions for integrating various brands of thermostats into
Fusion.

Most common thermostats
This is for integrating the following thermostats: Clare Controls TW Series, Clare
Controls TW Humidity Services, HAl Omnistat 2-RC-1000, HAI Omnistat 2-RC-
200 Humidistat.
To add and configure a thermostat in Fusion:
1. Log into Fusion and select your project.
2. Click the Devices tab, and then click the New Device Button.
This displays the Select Template dialog.

3. Expand the Climate drop-down, and then select IP Thermostat.
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Select Template

Device Templates

|t-. pe filter text

& Access E |
@q CcCTv
i3 Climate
il 1P Thermostats
il Aprilaire HVAC Controller
I Carrier - Infinity b
I Carrier - Infinity [Dynamic]
il Clare Controls - TW Series
il Clare Controls - TW-Humidity Series
ﬂ HAI - Omnistat 2 - RC-1000
i HAI - Omnistat 2 - RC-2000 - Humidistat
il Nest Learning Thermostat
I Z-Wave Thermostats
,_—;Q Energy
5l Entertainment IP Devices
[El Entertainment IR Devices

E Entertainment Serial Devices h |

| Cancel |

4. Select the brand of thermostat you are using, and then click Next.

This opens the Details page, name the device and add notes.

EETH Configure | Testl
Icon: J§

Name: ‘C\are Controls - TW Series (device)

Manufacturer: ‘ Clare Controls

Model Number: ‘TW Series

Master Template: Clare Controls - TW Series Change Device Template

Types: ‘IP Thermostats

Wifi Thermostat
Notes: |*Note™ Set static IP on device or DHCP Reservation in router
Mode (Multi-Level Switch):

Version: [3.0.06252014

Last Modified ‘2014}’0?]31 13:59
1 [ 3

5. Click the Configure tab and in the Thermostat ID, Network Address, and
Network Port fields, enter the appropriate values.
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Details Testl

Configuration Properties = @ B
Name Value Mandatory  Description
General
Thermostat ID 1 yes This device property is used by function groups that need a thermos
Network Controller
Network Address <Enter IP Address: no This is a device configuration property used by ALL HDM adapters th:
Network Port 2000 nao This is a device configuration property used by ALL HDM adapters th:

6. Click the Save button =,

Clicking Save opens the Create Service dialog.

Service Name:

|Clare Controls - TW Series (device)

oK || Cancel || Open wizard |

Click Open Wizard.
Select the newest version of the thermostat service, and then click Next.

7 Edit Service Instance b4

Service

(®) Compatible () Selected (1) () Al |Req.~ Control Point Device Use
* Heat/Cool set points Living Room Temp

type filter text

¥*

Operating mode Living Room Temp
[CI(E Equipment Room * Temperature meter Living Room Temp
10 Foyer Fan Mode Living Room Temp
][ uiving Room

a Living Room Temp
13 ™aster Bedroom
13 Lanai
13 Family Room
[10 unassigned Devices

| <Back | | | | cancel| | Finish |

Note: The control points should be auto populated, make sure that they are
all selected. Click Finished.
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9. Click Save, and then deploy your project.

To add a Carrier Infinity thermostat to Fusion:

1. Log into Fusion and select your project and project version.

2. Click the Devices tab, and then click the New Device Button &.
The Select Template dialog displays.

@ sclect Template

Device Templates

B Access 2
@q CcCTv
§43 Climate
i IP Thermostats
n Aprilaire HVAC Controller
Carrier - Infinity

s Carrier - Infinity [Dynamic]
il Clare Controls - TW Series
s Clare Controls - TW-Humidity Series
n HAI - Omnistat 2 - RC-1000
B HAI - Omnistat 2 - RC-2000 - Humidistat
il Nest Learning Thermostat
B Z-Wave Thermostats
_ﬁ Energy
5l Entertainment IP Devices
[El Entertainment IR Devices
E Entertainment Serial Devices h |

Communication Method: |cLIg -

OK Cancel

3. Select Climate > IP Thermostats > Carrier Infinity, and then click Next.
The Details tab displays. You can name the device or add notes on this tab.

= i ivi =8

EENE Configure | Test
Icon: J§

Mame: |Carrier - Infinity Living Room Thermostat
Manufacturer: |Carrier
Model Number: | Infinity

Master Template:  Carrier - Infinity Change Device Template

Types: [IP Thermostats

MNotes:

Version: |1.0.0

Last Modified |2014/06/30 15:38

4. Click the Configure tab, and then fill in the CLIQ Serial Port field with the
corresponding port on the CLIQ device.
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Details Test‘
Configuration Properties - 6 -
Name Value Mandatory | Description
Network Controller
CLIQ Serial Port CLIQ.host Serial 1 no The CLIQ serial port to use for communicating to the device. Necess:
Serial Baudrate 9600 no The baud rate serial setting.
Serial Data Bits 8 no The data bits serial setting.
Serial Parity MNone no The parity serial setting.
Serial Stop Bits 1 no The stop bits serial setting.
5. Click Save.

Note: Zones will automatically be created for the thermostat. In the Devices
tab, locate the thermostat you just added. Click to expand the thermostat to
view the zones available for that device. You may add new zones or delete
them based on need. To avoid confusion, we recommend that you do not add
more zones than you need.

To configure a Service for the thermostat:

1. Click the Services tab, and then click the New Services Instance button E
See Figure 18.

Open one of the thermostat zones, and then click the New Service Instance
button % ) See Figure 19.

Figure 18: Creating a service from the Service tab

= Devices =3 ices| B8 Scenes [ Rules

New Service Instance

Name Definition Areas
3 Access

@4 CCtv

iy Climate
& Fireplace
. Lighting
& Security
o Weather
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Figure 19: Creating a service from the zone

] Devices | B services |E Scenes |E§ Rules ‘ =5
Filter: | | Find: |E
Mame Online Status App Module Physical Location

@4 *Front Door Channel 1 (Copy) Mot initialized CCTV
4 u Carrier - Infinity (device)- Test Not initialized Climate
Carrier - Infinity - System 1 - Zone 1 Mot initialized _
n Carrier - Infinity - System 1 - Zone 2 Mot initialized Climate
I Carrier - Infinity - System 1 - Zone 3 Mot initialized Climate
n Carrier - Infinity - System 1 - Zone 4 Mot initialized Climate
l Carrier - Infinity - System 1 - Zone 5 Mot initialized Climate
n Carrier - Infinity - System 1 - Zone 6 Mot initialized Climate
I Carrier - Infinity - System 1 - Zone 7 Mot initialized Climate
= a . P - e | —~

Configure | Test|Troub\eshooting

Icon:

Name: |Carr\er - Infinity - System 1 - Zone 1

Manufacturer: | Carrier

Model Number: |Inﬁnit\.lr

Master Template: Carrier - Infinity - System 1 - Zone 1 Change Device Template

Types: |IP Thermostats

Notes:

Version: | 1.0.0

Last Modified |2l]15,fl]1,v’l]7 21:13

[ 4] i D

2. Select the newest version of the Thermostat Service available, and then click
Next.

Name: |Thermostat Service Area: v

MNotes:

Service Definition:

type filter text |

5 screens Keypad Service v1.0.0 []
E Shades Keypad Service v2.0.0

@ Water Valve Service v1.0.1
& Weather Service v1.0.0

4] []

App Module: |Cl|mate |

| | |mext>| [cancel | |
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3. In the left column, select the area to which you have assigned the thermostat,
see “Using drag-and-drop,” on page 11. If you have not assigned it to an area
select the Unassigned Devices drop-down.

4. Select the drop-down for the thermostat you are using, and then select all of
the zones you want to be able to adjust.

5. In the right column under Device, select a zone and enable it for each control
point that you want for that zone.

e Instance

Service SN
@ Compatible Selected (5) All Req. a Control Point Device Use
* Heat/Cool set points Carrier - Infinity - System 1 - Zone 1 ¥
* QOperating mode Carrier - Infinity - System 1 - Zone 1 ¥
L Garage a * Temperature meter Carrier - Infinity - System 1 - Zone 1 v
O Pool Deck Y N
LJ Game Room
O kitchen
O Living Room 1
v i Carrier - Infinity Test i
T
v Carrier - Infinity - System 1
v Carrier - Infinity - System 1
v Carrier - Infinity - System 1
7] B T v
<Back Cancel | | Finish

6. Repeat step 5 for each zone that you want to configure.

7. Click Save (=], and then deploy your project.
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To configure a Carrier Infinity [Dynamic] thermostat in Fusion:

1. Log in to Fusion and select your project.

2. Click the Devices tab, and then click the New Device Button &.
The Select Template dialog displays.

3. Expand the Climate drop-down, and then select IP Thermostat.

@ sclect Template

Device Templates

& Access :
@4 CcTv
fi3 Climate
i IP Thermostats
i Aprilaire HVAC Controller
I Carrier - Infinity

I Carrier - Infinity [Dynamic]

Clare Controls - TW Series

HAI - Omnistat 2 - RC-1000
HAI - Omnistat 2 - RC-2000 - Humidistat
il Nest Learning Thermostat
I Z-Wave Thermostats

[}
Il Clare Controls - TW-Humidity Series
8
8

¢y Energy

[ Entertainment IP Devices

[El Entertainment IR Devices

E Entertainment Serial Devices k|

Communication Method: |cLIg v

OK Cancel

4. Select Carrier-Infinity [Dynamic], and then click OK. This opens the Device
Wizard dialog.

& Carrier - Infinity [Dynamic] - Device Wizard

Child devices to add
Carrier - Infinity - System - Zone [Dynamic] |1 4| Minimum: 1 Maximum: 16 .

Remaining 15

Ok Cancel

5. Set the number of zones you want, and then click OK. The wizard closes and
displays the Details tab, name the thermostat and add notes.
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Details Conﬂgure|Test|
Icon: J

MName: |Carrier - Infinity [Dynamic] (device)

Manufacturer: | Carrier

Model Number: |Ir1ﬁmty

Master Template:  Carrier - Infini namic] Change Device Template

Types: |IP Thermostats

Notes:

Version: |1.0.0

Last Modified |2014f06,-’30 15:40

6. Click Configure tab and fill out the Configuration Properties panel.

Details Qelyileliif] Test
Configuration Properties = 6 =
Name Value Mandatory |Description
« Network Controller
CLIQ Serial Port CLIQ.host Serial 1 no The CLIQ serial port to use for communicating to the device. Necess:
Serial Baudrate Q600 no The baud rate serial setting.
Serial Data Bits 8 no The data bits serial setting.
Serial Parity MNone no The parity serial setting.
Serial Stop Bits 1 no The stop bits serial setting.

7. Click Save.

To configure a service for the thermostat:

1. Click the Services tab, and then click the New Services Instance button @.

2. Select the newest version of the thermostat service available, and then click
Next.

Name: |Therm05tat Service Area: A

Notes:

Service Definition:

‘t-;,pe filter text |

T screens Keypad Service v1.0.0 [«]
E Shades Keypad Service v2.0.0
Thermostat Service v1.0.0

767 Thermostat 5
Water Valve Service v1.0.1

v
b Weather Service v1.0.0

][]

App Module: |C||mate |

| | {Next}J | cancel | | |
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3. In the left column, select the area to which you have assigned the thermostat.
If you have not assigned it to an area, select the Unassigned Devices drop-
down.

4. Select the drop-down for the thermostat you are using, and then select all
zones.

5. In the right column under Device, select a zone and enable it for each control
point that you want for that zone.

_'i' New Service Instance

Service SN
@ Compatible Selected (5) All Req. a Control Point Device Use
* Heat/Cool set points Carrier - Infinity - System 1 - Zone 1 ¥
* QOperating mode Carrier - Infinity - System 1 - Zone 1 ¥
L Garage a * Temperature meter Carrier - Infinity - System 1 - Zone 1 v
O Pool Deck Y N
LJ Game Room
O kitchen
O Living Room 1
v i Carrier - Infinity Test i
T
v Carrier - Infinity - System 1
v Carrier - Infinity - System 1
v Carrier - Infinity - System 1
7] B T v
<Back Cancel | | Finish

6. Repeat step 5 for each zone you want to configure.

7. Click Save =l and then deploy your project.

Connection the Nest thermostat to ClareHome

The Nest thermostat is a smart thermostat that connects directly to the Cloud
using Wi-Fi.

Creating a Nest account

After installation, create a Nest account, or log onto your customer’s existing
account. You will need to obtain an Access Token and save it.

To create a Nest account:

1. From your browser, access https://home.nest.com, and then click Sign up.
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Welcome to Nest

Email address

. Password

Sign in

Forgot password €
Signup ©

2. Enter an email address and password, and then click Sign up. If your
customer has an existing Nest account, log in using their credentials.

3. Access the email account used. If you are using a web browser, open the
email in a new tab. Respond to the verification email.

4. In your browser, return to the Nest tab. The Terms of Service page displays.
Click I agree.

Terms of Service

You need to agree to the Terms of
Service before using Nest.

Get more info >

| agree

To obtain a Nest access token:

1. Browse to the Clare Controls Nest website
https://www.clarecontrols.com/nest/. The Works with Nest page displays.

2. Click Continue to display the Nest Access Token page.
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Your Nest Access Token

It looks like all went well. Your token is below.

c. TXeghpMxtBHLSqygkoVLdp2gpnPec5z@okePtq5EEP3nt9UHvw1NsqGKkpDIcmj TOQOEEN 170NphulHg
ulLzai30otgCRBUBGEN7SHCkwLO66tQ8qRE3yXaq2wlrPe7y FuxegPswTjapyQ

Copy to Clipboard

Paste this token into the Access Token's Value column back in Fusion.

3. Copy this token by clicking the Copy to Clipboard button.
Notes
e This token will be used for all thermostats in the home.

e The token has a rate limit. The server can log out the customer, if certain
connection limits are reached. This will only affect remote control of the
thermostat, it will still be functional at the home. This should not be a
concern, as the thermostat learns the customer’s settings and will adjust
accordingly.

Configuring in Fusion

Once you have obtained the Nest Access Token, configure the Nest thermostat
in Fusion.

To add a Nest device in Fusion:

1. Click the Devices tab, and then click the New Device button @ to display the
Select Template dialog.

2. Expand the Climate folder, and navigate to the Nest thermostat, Climate > IP
Thermostats > Nest Learning Thermostat. Click OK.
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Device Templates

|t-. pe filter text
& Access E |
@q CCTv
i Climate
B IP Thermostats
B Carrier - Infinity
I Carrier - Infinity [Dynamic]
I Clare Controls - TW Series
il Clare Controls - TW-Humidity Series
B HAI - Omnistat 2 - RC-2000 - Humidistat
a IP Thermostats_28

2arning Thermostat

B Tekmar thd Gateway 482
B Z-Wave Thermostats
=l Entertainment
5l Entertainment IP Devices
[5l Entertainment Serial Devices

M Fireplace

[ OK | | Cancel

3. Name the thermostat and add notes.

Name: |Living Room Thermostat

Manufacturer: |Nest

Model Number: |Nest

Master Template: Nest Thermostat Change Device Template

Types: |IP Thermostats

Motes:

Version: |1.0.0

Last Modified |2014f09f29 21:01

4 1l

Note: The thermostat name must match the name entered when registering
the device on Nest.

4. Click the Configuration tab.

Fusion Configuration Tool Administrator Guide

75



Chapter 5: Configuring and Managing Devices

LI L] = .
m Test|Troubleshooting
Configuration Properties - Q
Name Value Mandatory Description
Network Controller
€.Qng3YOHrXHn1sBp 1JW( Access token can be copied from: http:,«";"www.c\arecontrcls.com;’n-

Device Name Living Room Thermostat  yes The name associated with this nest device can be found at: https:

5. Enter values in the following fields:

¢ Inthe Access Token field, click inside the Value area, and then paste the
token that you copied to your clipboard earlier.

¢ In the Device Name field, enter the same name that you assigned to the
Nest thermostat in the Details tab.

e In the Thermostat ID field, enter the thermostat number associated with
that Nest thermostat.

6. Click the Save button [=l. The Create Service dialog displays. Click OK, and
the service is automatically created for you.

& Create Service

Service Name:

Living Room Thermostat

OK Cancel Open Wizard |

Note: You can select Open Wizard to select or change the controls points as
needed.

7. Be sure to deploy your project.

Multiple Nest thermostats can be created in Fusion for the same home. Go
through this process for each additional Nest thermostat.
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Weather

The weather tool is unique to the Clare Controls App. Once configuring the
weather settings, the user is able to see the weather at their set home location
remotely.

To configure weather in Fusion:

1. Log into Fusion and select your project.

2. Click the Devices tab, and then click the New Device Button &. This displays
the Select Template dialog.

3. Browse to Weather > Weather > Weather, and then click OK.

@ sclect Template

Device Templates

Entertainment IR Devices :
Entertainment Serial Devices
Fireplace

Lighting

Music

Pool

Screens

Security

Shades

Shutters

m UNKNOWMN

User Interface

Water

BieJoE :*EE

O Weather

o Weather
¥ Weather

OK Cancel

4. Enter a name and notes on the Details tab.
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Details Conﬂgure|Test|TroubIeshooting

Icon:

Name: | My Weather

Manufacturer: |Yah00

Model Number: |1.0.0

Master Template: Weather Change Device Template

Types: |Weather

Notes:

Version: |2.0.0

Last Modified |2014,I’10,I’28 19215

5. Click Configure tab. In the homelLocation’s value field, enter the home’s ZIP
Code.

WTestlTroubleshooting

Configuration Properties AT =]

Name Value Mandatory Description
« Metwork Controller
homelocation 34243 yes This device property is used to determine to location of the

6. Click the Save button =,
This displays the Create Service dialog.

Service Name:

|My Weather

| OK | Cancel || open wizard |

7. Click OK and the weather service is automatically created for you.
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=8
Name: ||\-‘15-r Weather
Start Sequence: Not Available
Stop Sequence: Not Available
Notes:
[ T 3

Note: Click Open Wizard to select the weather device being used.

To configure advanced weather settings:

1. Click Open Wizard and the Services tab of the New Service Instance dialog
displays.

Name: ‘I‘-‘Iy Weather Area: v

Motes:

Service Definition:

|t«|:-e filter text |

LT_-' Lighting Dimmer Service v1.0.0 E |
@ Lighting Keypad Service v1.0.0

@ Lighting Keypad Service v2.0.0

A= Lighting Summary Service v1.0.0

J' Music Overview Service v1.0.0

Jv Play Audio Service v1.0.0

@ Pool and Spa Service v1.0.0

e Pool and Spa Service v1.0.1
[E Pool and Spa Service v1.1.0
55 Screens Keypad Service v1.0.0
B shades Keypad Service v2.0.0
3 Thermostat Service v1.0.0

&3 Thermostat Service v2.0.0

@ Water Valve Service v1.0.1
[W] Weather Service v1.0.0
i3 Z-Wave Thermostat Service v1.0.0

App Module: |WEather |

| | [Next>| |cancel| |

2. Select the newest weather service option, and then click Next>.

The Devices tab of the New Service Instance dialog displays.
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_'ﬁ'_New Service Instance

@ Compatible Selected (1) All Req. & Control Point Device Use
weamer [N [l

@ Living Room %\;:\;E:E}g;vice)
O Kitchen
O Guest Suite
O Family Room
O Entry
I Weather (device)
O pining Room
O Unassigned Devices

v 0 [

<Back Cancel | | Finish

3. On the left side of the dialog, select the device.

4. On the right side of the dialog, expand the Device drop-down menu and
select the device you want to be used.

5. Click Finish.

Connecting a CLIQ Controller

The CLIQ Controller provides all of the device management services, supports all
Clare user interface services, and acts as the gateway to the ClareCloud for
system updates. It is the brain and acts as a go between for all of the devices in
the network.

Connecting a CLIQ Controller in Fusion

Before trying to connect your CLIQ Controller make sure that you have access to
Fusion.

To connect the CLIQ controller in Fusion:

1. Create a new project by clicking the New Project button fe , Or you can select
an existing project.

80 Fusion Configuration Tool Administrator Guide



Chapter 5: Configuring and Managing Devices

2. Enter the UUID in the Gateway UUID field. This field is on the left side of the
screen, in the Project Properties section.

Project Properties ]

Mame: |UNKNOWMN
Gateway uses: @ UUID Host/Port
Gateway Host:
Gateway Port: [8080
Gateway UUID;

License : v

Deployment locked

Edit Notes...

Note: The UUID can be found on the CLIQ device, CLIQ Controller box, and
documentation included.

3. Continue configuring your project, and when complete, be sure to deploy it.

Attaching a doorbell to a CLIQ device

Connecting a doorbell in Fusion allows custom scenes when pressing the
doorbell button. The custom scenes can include sounds, cameras, any device
connection can be used within Fusion.

Doorbell installation

Before you begin, ensure that you have the following items:
e CLIQ controller

e Doorbell

e Doorbell button

e Contact closure wire, or equivalent

Install the doorbell and then program it in Fusion.
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To install the doorbell:
1. Install the doorbell according to manufacturer instructions.

2. Run the contact closure wires from the doorbell button to the CLIQ device,
connect one wire to an 10 port on the back of the CLIQ (e.g., port ...1), and
then the other to its adjacent 12 VDC port. See Figure 20, item 1.

Notes

e Some wires may not be exposed. If necessary, cut and strip the ends for
exposure.

e When wiring devices, ports 1 and 2 share the same 12 VDC power and
ground, and ports 3 and 4 share the same power and ground.

3. Run the wires from the bell to the power supply and CLIQ device. Connect
the wire from the bell to NO (normally open). Connect the wire from the
transformer to C (common). See Figure 20, item 2.

Figure 20: Doorbell wiring for the CLIQ

[ — [ E— =)
| J @#2 ) ==y %5 $o Networks méb#M
234 BT §CD 8 %gucﬁgu ‘
| . _ ARO[

‘ DMI R5232 IR Cutputs USB | ', 1o CobraNet Fthemst _|F[2lay 1 ‘
= - 51\ |:|| 'F \\—rJ
I

o (2)
M |
|| | Bell 16V Transformer
| '
- L ( O\\.I
7l \_/

C
N
Button
[+] [s) )

Configuring the doorbell in Fusion

Add the doorbell to Fusion. You will need to configure the doorbell button and the
bell for doorbell operation.

(1) Button wiring to the CLIQ
(2) Bell wiring to the CLIQ

Configuring the button in Fusion:
1. Log into Fusion, and then open your project.

2. Click the Devices tab, and then click the New Device icon +
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The Select Template dialog displays.

Device Templates

| type filter text

4 @ Access k-
+ 3@ Contact Closure
+ @ sensors
@ pigital 1/0
& Digital Output (CLIQ)
@ Doorbell Sensor
@ Sensor Input
' Sensor Input (CLIQ)
» & z-wave Door Locks
» @4 CCTV
» i3 Climate
+ B Entertainment IP Devices

» @ Entertainment IR Devices

+ I8 Entertainment Serial Devices
+ #4 Fireplace

» bl linhtinn

| | | Cancel |

Browse to Access > Sensors > Sensor Input (CLIQ), and then click OK.

In the Details tab’s Name field, enter a name for your doorbell button — for
example, Doorbell Button.

Configure | Test

Icon: @&

MName: |Doorbe|l Button

Manufacturer: [Generic

Model Number: [Doorbell Sensor

Master Template: Sensor Input (CLIQ) Change Device Template

Types: |Ser|sors

Use ClareBus Sensor
Motes:

Version: [2.0.1

Last Modified [2014}’06}’23 14:16
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5. Click the Configure tab, and then expand the On/Off State property. Select

the connector number and voltage from the drop-down fields in the Configure
tab. The selections should match the connector you are using, and the
voltage should be that of the device you are connecting (12, 24, or 5).

Details Test
Configuration Properties - Q
Name Value Mandatory Description
0On/Off State
Connector Number CLIQ.host Sensor 1 yes The communicator address/port on the Clare Connect device that is used to send the
Normally Open/Closed Normally Open yes The voltage level that will be used to determine if the sensor is triggered.
Voltage High 12 yes The voltage level that will be used to determine if the sensor is triggerad.

Note: This automatically creates a service for the device.

Configuring the bell in Fusion:

1.

3.

84

Click the Devices tab, and then click the New Device icon & The Select
Template dialog displays.

Browse to Access > Contact Closure > Doors/Gates-Momentary (CLIQ), and
then click OK.

@ select Template

Device Templates

a Access =
&8 contact Closure
£@ Ccontact Closure Relay Input (CLIQ)
i@ Doors/Gates - Momentary
28 Doors/Gates - Momentary (CLIQ)
i@ Doors/Gates - On/Off Switch
i@ Garage Door - On/Off Switch
i@ Garage Door - On/Off Switch (CLIQ)
i@ Garage Door - Push Button - Momentary

il Garage Door - Push Button - Momentary (CLIQ)
@ sensors
@ Z-Wave Door Locks
@ CCTV
gy Climate

Entertainment IP Devices

B E

Fntertainment TR Devices =

Cancel

In the Details tab’s Name field, enter a name for the bell.
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Configure | Test

Icon: 3@

Name: ‘Ee\l Chime

Manufacturer: ‘Generic

Model Number: ‘Duur

Master Template: Doors/Gates - Momentary (CLIQ) Change Device Template

Types: ‘Cnntact Closure

Momentary Press
Notes:

Version: ‘1.0.0

Last Modified ‘2014,’09,’09 15:37

4. Click the Configure tab, and then select the connector number that
corresponds to the bell.

Details Test

Configuration Properties - @ -

Name Value Mandatory Description

General

Connector Number CLIQ.host Relay 1 The communicator address/port on the Clare Connect device, that is used to send the

5. Click Save.

Note: This automatically creates a service for the device.

Creating a scene

Once the devices have been configured in Fusion, create a scene. In this scene,
pressing the doorbell will ring and turn on the front door camera.

To create the scene:
1. Click the Scenes tab, and then click the New Scene button +]

2. The Scene Info field displays. In the Scene Name field, enter a name for the
scene — for example, Door Bell Scene.

Scene Name: |Door Bell Scene || 4 Add Action |

3. Click the Add Action button | ® Add Action | The Add Action dialog displays.

4. Select Invoke Device Operation, and then click OK.
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Add Action b 4

Action Type:

(@) Invoke Device Operation

() Invoke Operation on Area Devices

() Invoke Service Operation

() Restore Device State Event

() Scene Door Bell Scene -
() Send Motification

() Send Push Motification

() Show Device Popup

() show Service

Store Device Property Event

() Store Device State Event

| OK [ | Cancel |

5. Configure the Scene Info field, as shown below.

=8
e Info iy
Scene Name: |D00r Bell Scene | | 4 Add Action |
= Invokes Action - "pressShort” on "Bell”. Delay Before Execute (sec): |g.gg = | ¥ o
Device: - Generic Door Bell
Function: |Action -
Operation: |Press Short () -

e Click the hyperlink to select the device wanted, in this case the bell.

Note: The Device field will display the text “Generic Door Bell”, it will not
display the name you assigned to the bell.

e Function: Action
e Operation: Press Short
Click Add Action to display the Add Action dialog.

Select Show Service, and then click OK.
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Add Action

Action Type:

() Invoke Device Operation

Y

() Invoke Operation on Area Devices

-

() Invoke Service Operation

-

() Restore Device State Event

() Scene |Door Bell Scene -

L

#

() send Notification

L

#

() send Push Notification

Nt

Pt

(_) Show Device Popup
(®) Show Service
() Store Device Property Event

() Store Device State Event

-

[ OK J | Cancel |

8. Select the camera you want shown from the service dropdown list, and then
make sure that the Visible checkbox Visible:  [Vlis selected.

Scena Name: |Door Bell Scene | | 4k Add Action |
Invokes Action - "pressShort™ on "Bell Chime ™. Delay Before Execute (sec): 3 Q
= Hide "Front Door Channel 1" Service Popup Delay Before Execute (sec): =]
Service: Front Door Channel 1 =

. Bell Chime
Visible:  |psc security Partition
Front Door Channel 1
Front Door Channel 1
Game Room :

9. Click Save.
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Creating a rule

Create the rule after configuring the scene. Once the doorbell button is pushed,
the rule takes effect. If the button is pressed, the bell will ring and the front door
camera will turn on.

To create a rule:
1. Click the Create Rule button in the Scene Info field.

i, .

Scene Name: |Door Bell Scene | | % Add Action |
Invokes Action - "pressShort” on "Bell". Delay Before Execute (sec): |0_00 a |,i, (=]
= Show "ClareVision - "M Series” (IP) (device)” Service Popup Delay Before Execute (sec): |0_00 - |A.~ e
Service: ClareVision - "M Series” (IP) (device) -
Visible:  [v]
—or —

Click the Rules tab and click the New Rule button.

(=l Devices | [ services | B Scene

‘t';. pe filter text

MName
™ Door Bell Rule

2. Name the rule, and be sure to select the Enabled check box |¥ Enabled

3. Configure the Event Part fields, as listed below.
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R,

Rule Info
Name: |Door Bell Rule | Enabled
Event Part
Event Type: Device Property Value Event =

Device: - Generic Doorbell Sensor Button

Function: On/Off State -

Property: |State -

Constraint: |= -
Value: |petected -

e In the Event Type field select Device Property Value Event from the drop-
down list.

e Click the hyperlink displayed in the Device field to select the doorbell
button.

Note: The Device field will display the text “Generic Doorbell Sensor
Button”, it will not display the name you assigned to the button.

e Function: On/Off State
e Property: State
e Constraint: =
e Value: Detected
4. The Action Part fields are directly below the Event Type field. Configure the
Action Part fields as follows:
Action Part

Action Type: |Scene -

m
(=
=

Action: |Door Bell Scene -

Interrupt behavior: |Continue with next comman -

e Action Type: Scene

e Action: Door Bell Scene — for example, in ours the bell rings and the
camera activates

e Interrupt behavior: Continue with next command
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5. Click Save.
6. Deploy your project.
Where should this go?

Configuring a connector number for all

inputs and outputs

After renaming inputs and outputs, enter a connector number for them in the

Connector Number field.

f,h Clare Controls - CS5-MR-8 - Multi Room Pre-Amplifier (device)

plZtEllE Configure | Test|

con: iy

Name: |Input 1

Manufacturer: |Clare Controls

Model Number: |MRfB

Master Template: Input Change Device Template

Types: |Distributed Audio IP

Notes:

Version: |2.0.1

Last Modified |2014,-’10,-’14 14:06

| [

B

To enter a connector number:

1. Go to the Configuration tab and click the Connector Number field to open

each input and output.

(,h Clare Controls - CS-MR-8 - Multi Room Pre-Amplifier (device)

Configuration Properties = 6 [
Name Value Mandatory Description
« General
Connector Number | 1 yes The stereo port number that this audio source or destination is
4 Audio Source
Input Gain 80 yes Used to adjust the gain to normalize the volume differences of ©

2. Enter the port number for which that input/output is connected to the

CS-MR-8.
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Configuring Entertainment Devices

Configuring entertainment sources

Entertainment sources include: DirecTV, Blu-ray, DVD players, and so on. Follow
the instructions in this section to configure the entertainment source devices.

To configure an entertainment source:

1. From the Devices tab, click the New Device button on the toolbar @,

2. From the Device Templates dialog, select the drop-down for Entertainment IR
Devices.

[€ Select Template

Device Templates

B Access 1
@( CCTV
i Climate

& Energy
E Entertainment IP Devices
[E Entertainment IR Devices

3 Blu-Ray Player
B Arcam - Blu-ray BDP Series

=> Denon - Blu-ray All Models

=> Dynex - Blu-ray Player - All Models

=> Dyon - Blu-ray Player - Horizon

=> Haier - Blu-ray Player - All Models

=> Harman Kardon - Blu-ray All Models

= WC - Blu-ray Player - XV-VP Series All Models

=> IVC - SRHD Series Blu-ray All Models

= LG - Blu-ray All Models

=> Lexicon - Blu-ray Plaver - All Models 3

Communication Method: |cLig v

0K Cancel

3. Expand Entertainment Source, expand Blu-Ray Player, and then select the
appropriate model.

Click OK.

Click the Details tab, and then rename the device, as appropriate.
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Details Conﬂgure|Test|

Icon: =2

Name: |Fami|y Room Blu-ray

Manufacturer: |Arcam

Maodel Number: |BDP Series

Master Template: Arcam - Blu-ray BDP Series Change Device Template

Types: |BIu—FP.a\«r Player

Notes:

Version: |1.0.0

Last Modified |2014/07/01 16:09

4 1 3

6. Click the Configure tab, and then in the Network Address field, enter the
appropriate network address.

Configuration Properties - @ -
Name Value Mandatory Description
General
Connector Number CLIQ.host IR 1 yes The communicator address/port on the GlobalCache device, tha
Device Model 1584 yes The model of the device, as given in the OnlyOneRemote datab
Device Type Blu Ray yes The type of the device, as given in the OnlyOneRemote databa:
Digit Keypad

Function Keys

Menu Navigation
Playback

Playlist

Switch
Custom/Additional Proj

7. In the Connector Number field, select the appropriate connector number from
the drop-down list.

Note: The connector number is the port at which the Blu-ray player is
connected on the ClareHome Connects or other IR/serial device.

8. Ensure the Device Model and the Device Type field values are correct, and
then click the Save button.

CC-EBR-500 RF antenna

The CC-EBR-500 is a narrow brand RF antenna for Universal Remote Control
RF controllers. It gives you the ability to install multiple units for an extended
operating range, ignoring unneeded signals. The CC-EBR-500 devices can be
used together to create more coverage, if necessary.
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Note: Models herein and their appearance are subject to change without any
prior notice.

Installation

Connect the CC-EBR-500 as instructed below.

Note: If you have a PoE switch, use PoE to power the CC-EBR-500 device. If
you do not have PoE, you can use the power supply included to power the
device.

To connect the CC-EBR-500:

1. Connect one end of an RJ45 cable to the Ethernet port on the back of the
CC-EBR-500 device, and then attach the other end to your ClareHome
network. See Figure 21, item 1.

2. If you did not connect the Ethernet cable to a PoE switch, then connect the
power supply unit to the power port on the back of the CC-EBR-500. See
Figure 21, item 2.

Figure 21: CC-EBR-500 rear connections

(1 f-'ﬂ‘l?'

P 5

[=]

(1) RJ45 (Ethernet) network cable. (3) Antenna connection (antenna not shown).

(2) Power supply connection.

3. Ensure the lights on the device turn on. If none of the lights turn on, there is
no power.

Set IP address to static

You must change the CC-EBR-500 device from DHCP to static. After setting the
IP address to static, ensure you record this information and give this IP address
to your system programmer.

Notes

e When setting the CC-EBR-500 IP address from DHCP to static, you must be
on the same network as the switch to which the CC-EBR-500 device is
connected.
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e You must use a Windows computer to run the EBRConfig Tool to change the
IP address to static.

To change the device from DHCP to static:

1. Connect your Windows laptop to the same switch as the CC-EBR-500 via
RJ45, or use a wireless connection on the same subnet as the switch.

2. From www.clarecontrols.com, download and run the EBRConfig program.

3. Locate the IP address for the CC-EBR-500 device, which will appear as
“iTachlP2SL.”

Detected Units

Model IP Address MAC Address

1TachIP25L 172.16.1.100 S8677F040003
iTachIP25L 172.16.1.102 5867 7F04001E

[#] Enable Upgrade Notfications

Packet received from 172.16.1.102.

4. Copy this IP address and paste it in the URL of your web browser, and then
press Enter.

5. From the Configuration Pages menu, click Serial.
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Configuration Pages:  Qorjal Parameters
Overview
Authentication Multiple Ports | Disabled 3
Network Baud Rate 9600 3
Serial Flow Control None 8
Stop Bits -
Parity None 2 |
© Copyright 2011 Glohal Caché_ All Rights Data Bits _—
S S R Frame Errors  "0"
Parity Errors ~ "0"
Overflow Errors "0"
Save.

6. Ensure the baud rate is set to 9600 and all other Serial information is correct.

7. From the Configuration Pages menu, click Network.

Configuration Pages: .
. . Network Configuration
Overview
Authentication Enter the new settings for the device below:
Ncl.‘mrk Firmware Version: 710-1009-05
Serial

Enahble LOCK
Enable DHCP

0 Copyright 2011 Global Caché. Al Rights e
Rescrod § b MAC Address:

IP Address: [10.0.30.188

Gateway: 10.0.30.1
Subnet Mask: | 255.255.255.0

| Sawve

8. From the Network Configuration screen, clear the “Enable DHCP” checkbox.

9. Change the IP address, as necessary, and record this new static IP address
for future use.

10.Click Save.
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Avoiding electromagnetic interference

To avoid electromagnetic interference, follow the recommendations below to help
minimize the amount of interference you will receive with your RF receiver.

e Be aware of any EMI (Electromagnetic Interference) devices in the area, such
as computers, video equipment, digital processors, lighting dimmers, any
large AC source, lighting ballasts, or motors.

e Ensure that you separate the RF receiver from the identified EMI sources.
Positioning the RF receiver too close to any of these EMI devices may cause
significant RF noise.

¢ Do not place the RF receiver behind a television.
e Install the RF gateway in an open area or shelf with a clear line of sight.

¢ Do not place the RF gateway at a low height, near walls, metal objects, or
metal enclosures.

¢ Avoid installing RF gateways in equipment racks or electrical closets.

e Ifiinstalling in a rack, mount the RF receiver on top of the rack not inside the
rack.

e Position the RF gateway horizontally with the antenna parallel to the ground.
¢ Do not position the antenna downward.

If you are still having interference issues, do the following to troubleshoot the
installation.

e Reorient or relocate the receiving antenna.
¢ Increase the separation between the equipment and the RF receiver.

e Connect the device to an outlet/circuit that is different from the outlet or circuit
to which the RF receiver is connected.

Note: If you have a Wi-Spy device, use it when performing your wireless site
survey for a project. Wi-Spy devices can help you to detect interference coming
from 2.4 GHz cordless phones, baby monitors, and microwaves.
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RTI integration

The RTI driver lets you integrate Remote Technologies, Inc.'s remote controls
devices in your ClareHome System. Fusion allows RTI devices to be seamlessly
integrated, without having to individually program each button. This can control
all entertainment devices configured in Fusion.

To add an RTI remote control in Fusion:

1. Log in Fusion and select your project.

2. Click the Devices tab, and then click the New Device button & to display the
Select Template dialog.

@ sclect Template

Device Templates

+ Lighting -
¥ Music
3 Pool
5 Screens
& Security
5 Shades
BB shutters
m’ UNKNOWMN
User Interface

@ Remote

@ Clare Controls - RF Controller

f@ Clare Controls - Remate Control
B RTI - Remote Control

O irad
Water

O Weather

oK Cancel

3. Expand the User Interface drop-down, expand the Remote drop-down, and
then select RTI-Remote Control.

4. Click OK.

In the Details tab, name and add notes for the remote, and then click
Configure.
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Configure | Test| Troubleshooting |

Details

Icon: @

Name: |RTI - Remote Control (device)

Manufacturer: |R‘I'I

Model Number: |Remote Control

Master Template: RTI - Remote Control Change Device Template

Types: |Rem ote

*Support for RTI Remotes

Notes: |*RTI XP Processor Required

Version: |1.0.0

Last Modified |2014,I’10,I’03 13:16

4 [11]

6. Select the remote’s ID number from the Value drop-down, and then click
Save.

Details gellgiils(lig=} Test | Troubleshooting

Configuration Properties

Name Value Mandatory | Description
General
rfid o] yes The Remote ID as programmed in RTI Integration Designer

7. Repeat steps 2 through 6 for each RTI remote you are adding.
8. Click Save, and then deploy your project.

RTI integration

The RTI driver lets you integrate Remote Technologies, Inc.'s remote controls
devices in your ClareHome System. Fusion allows RTI devices to be seamlessly
integrated, without having to individually program each button. This can control

all entertainment devices configured in Fusion.

To add an RTI remote control in Fusion:

1. Log in Fusion and select your project.
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2. Click the Devices tab, and then click the New Device button & to display the
Select Template dialog.

@ sclect Template

Device Templates

|:.:-5 filter text
| Lighting

¥ Music
3 Pool
55 Screens
& Security
5 Shades
BR shutters
ﬁ UNKNOWMN
User Interface
g Remote
@ Clare Controls - RF Controller
f@ Clare Controls - Remate Control
B RTI - Remote Control
0 irad
@ Water
O Weather

oK | | Cancel

3. Expand the User Interface drop-down, expand the Remote drop-down, and
then select RTI-Remote Control.

Click OK.

In the Details tab, name and add notes for the remote, and then click
Configure.

Details Conﬂgure|Test|TroubIeshooting|

Icon: @

Name: |RTI - Remote Control (device)

Manufacturer: |R‘I'I

Model Number: |Remote Control

Master Template: RTI - Remote Control Change Device Template

Types: |Rem ote

*Support for RTI Remotes
Notes: |*RTI XP Processor Required

Version: |1.0.0

Last Modified |2014,I’10,I’03 13:16

4 [11]

6. Select the remote’s ID number from the Value drop-down, and then click
Save.
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Details Test| Troubleshooting

Configuration Properties - 6
Name Value Mandatory | Description
General
rfid o] yes The Remote ID as programmed in RTI Integration Designer

7. Repeat steps 2 through 6 for each RTI remote you are adding.
8. Click Save, and then deploy your project.

Switcher integration

A switcher is a device that selects or combines different audio and visual

signals. Configuration in Fusion allows the user to select an audio or video
stream source to be routed to another destination. For example, a Blu-ray stream
to an HDTV.

To add an RTI remote control in Fusion:

1. Log into Fusion and select your project.

2. Click the Devices tab, and then click the New Device button & to display the
Select Template dialog.
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i3 Climate E

‘,_—;;_\‘ Energy
5l Entertainment IP Devices
£§ Cable/Sat TV Tuner
B0 Receiver
i Switcher
‘q Atlona - AT-HD-V44M HDMI Matrix Switcher HDMI 4x4 (IP)
'q Atlona - AT-PRO2HDS88M HDMI Matrix Switcher HDMI 8x8 (IP)
‘q Clare Controls CM-8810-BT-70 HDBaseT Matrix 8x8 (IP)
‘q Clare Controls CM-MT4410-BT-70 HDBaseT Matrix 4x4 (IP)
Clare Controls CM-MT4410-HD Matrix 4x4 (IP)
‘q Clare Controls CM-MT4420-HD Matrix 4x4 (IP)
‘q Clare Controls CM-MT8810-HD HDMI 8x8 (IP)
'q Extron DXP 44 HDMI 4x4 (IP)
'q Extron DXP 48 HDMI 4x8 (IP)
'q Extron DXP 84 HDMI 8x4 (IP)
Zxa Extron DXP 88 HDMI 8x8 (IP) b |

OK | | Cancel |

3. Expand the Entertainment IP Devices drop-down, and then expand the
Switcher drop-down.

Select the switch that you are using, and then click OK.

The Details tab is displayed. Add a name and notes for the device, and then
click Configure.

s Conﬂgure|Test|
Icon: aa
Name: |Clare Controls CM-MT4410-HD Matrix 4x4 (IP) (device)

Manufacturer: |Clare Controls

Model Number: [CM-MT4410-HD

Master Template: Clare Controls CM-MT4410-HD Matrix 4x4 (IP) Change Device Template

Types: |Switch er

Default IP Address of the HDMI Switch is 192.168.0.178. Set computer to the same subnet and login to the IP Ad
Notes: |Set 3 static IP Address and reboot the switch.
Use port 4001 for control.

Version: |2.0.1

Last Modified |2014,I’06,I’25 18:12

4 [11] 3

6. Fillin the Network Address and Network Port fields accordingly, and then
click Save.
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Details gellgiils g

Configuration Properties

Name
General

Network Address

Network Port
Matrix Switch

Switcher Model

Value Mandatory

<Enter IP Address= yes
4001 yes

Clare Controls CM-MT441 yes

Description

This is a device configuration property used by ALL HDM adapte
This is a device configuration property used by ALL HDM adapte

The switcher model in use.

Creating a scene for the device:
1. Click the Scenes tab, and then click the New Scene button +]
2. Name the scene, and then click Add Action | % Add Action | 4, display the Add

Action dialog.

3. Select Invoke Device Operation, and then click OK.

€ Add Action

Action Type:

@ Invoke Device Operation
Invoke Service Operation
Scene
Send Notification
Send Push Notification

Show Service

0K | | Cancel |

4. Configure the Invoke Device Operation field as follows.
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ﬁ *iii a ﬁ =0
Scene Info T
Scene Name: |Matrix 4x4 4 Add Action
= Invokes Matrix Switch - "switchInputToOutput™ on "Clare Controls Delay Before Execute (sec): |g gg ==}

CM-MT4410-HD Matrix 4x4 (IP) (device)".
Device: - Clare Controls CM-MT4410-HD Clare Controls CM-MT4410-HD Matrix 4x4 (IP) (device)

Function: |Matrix Switch v

Operation: |Switch Input To Output (VLAN (input #) , VLAN (output 2) ) v

o Device- Click the hyperlink, and then select switch you created.
e Function- Choose matrix switch from the drop-down.

Operation- Choose Switch Input to Output from the drop-down.

The Arguments dialog displays after configuration. Enter the VLAN number
(input) and the associated port number of the switch (output), and then select
the check box.

" VLAN (input #)
“ AN (output #)

Click Save, and then deploy your project.

Receiver integration

A receiver is a device that accepts signals sent from the switcher. Configuration
in Fusion allows the user to select a media source, volume, IP and Serial control.

To add a receiver in Fusion:

Log in Fusion and select your project.

2. Click the Devices tab, and then click the New Device button &to display the
Select Template dialog.
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@ sclect Template

Device Templates

B Access
@q CcCTv
i3 Climate
B Energy
5l Entertainment
[E Entertainment IP Devices

F Cable/Sat TV Tuner

B0 Receiver

B Denon - AVR Series - 2011 & Up

B Integra - DTR Series - 2011 & Up
= One-way IP (Custom)

- Pioneer - IP Control

B Pioneer Elite AVR
B vamaha - RX series - 2011 & Up
&a Switcher

B Denon - One-way IP (Complete Command Set)

B Pioneer - One-way IP Zonel, ZoneZ2, Zone3

| | Cancel |

3. Expand the Entertainment IP Devices drop-down, and then expand the

Receiver drop-down.

Select your receiver type, and then click OK.

The Details tab displays. Enter the Name and Notes fields appropriately, and
then click the Configure tab.

Details Conﬂgure|Test|

Icon: BE

Name: |Pioneer - IP Control (device)

Manufacturer: |Pioneer

Model Number: |Pior|eer Receiver IP

Master Template: Pioneer - IP Control Change Device Template

Types: |Receiver

IP Caontrol for Pioneer Receivers. VSX & SC Series
Notes: | Control for On/Off, Source, & Volume
Use port 8102 or 23

Version: |2.2.1

Last Modified |2014,I’08,I’13 20:53

6. Enter the required information, CLIQ Serial Port, Serial Baud rate, Serial Data
Bits, Media Source, and Surround Mode fields. Click Save.
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Configuration Properties

v 6
Name Value Mandatory Description
General
Network Address | localhost yes This is a device configuration property used by ALL HDM adapte
Network Port 8102 yes This is a device configuration property used by ALL HDM adapte

To create a service for the receiver:

1. Click the Services tab, and then click New Service Instance button @.

The New Service Instance dialog displays.

v Service Instance

=S Devices | Scenes

Name: |Receiver Service

Area:

Add notes here.
MNotes:

Service Definition:

Service RF Code: |1 |

|t-. pe filter text

2% Door Entry Service v1.0.0
(& Door Lock Service v1.0.0
ﬁ Entertainment Servic

App Module: | Entertainment11

| | [Mext>| |cancel| | |

2. Enter the Name and Notes fields appropriately, and then click the newest
version of the Entertainment Service.

3. Click Next.

The Devices tab is displayed.

T Mew Service Instance

Service (ENWER Scenes

[J Dpining Room

[ master Bedroom
[0 Unassigned Devices
WA=]Apple IR

Fusion Configuration Tool Administrator Guide

® Compatible Selected (3) All Req. & Control Point Device Use
Volume Device
T | -
O Media Room 1 Source Menu MNavigation Buttor Apple IR
[ Equipment Room Source Playback Buttons Apple IR ZI
O Fover
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4. Select the device in the left column, and on the right select the control points
you want for that device. Make sure to select the boxes in the Use column for
each point used.

Click Finish, or Next to add a scene

Click Save, and then deploy your project.

HDMI integration

You can integrate the ClareHome HDMI devices to a ClareHome control system
so that your customers can send commands to the receiver from their mobile
devices, such as iPhones or iPads. Once you have installed your HDMI device,
add and configure it in Fusion.

To configure the HDMI device in Fusion:

1. Log into fusion and select your project.

2. Click the Devices tab, and then click the New Device button +]

3. This displays the Select template window.

Select Template

Device Templates

[ Entertainment =
5 Entertainment IP Devices
E Entertainment Serial Devices
> Blu-Ray Player
& Custom RS-232 Device
K3 Projector
B Receiver
L Switcher

i Atlona - Pro Series
«+ Clare Controls CM-MOD-1616-HD10 Modular HDMI Matrix Switch 16x16 (Serig

:-! Clare Controls CM-M0OD-3232-HD10 Modular HDMI Matrix Switch 32x32 (Seria
[E Custom - RS-232 - Template

g Key Digital - KDHDMS4x4

&y Knox - Chameleon

&g Knox - Matrix Switch

=] One-way IP (Custom)

iaa Wyrestorm - MX-0808-PP (One Way Serial) h |

OK Cancel

4. Expand the drop-down on the Entertainment folder for the type of device you
are connecting (IP, IR, or Serial), and then expand the Switcher drop-down.

5. Select your device from the list, and then click OK. The Details tab displays.
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Details Conﬂgure|Test|

+

Icon: e
Name: |Clare Controls CM-MOD-1616-HD10 Modular HDMI Matrix Switch 16x16 (Serial) (device) |

Manufacturer: |Clare Controls |

Model Number: [CM-MOD-1616-HD10 |

Clare Controls CM-MOD-1616-HD10 Modular HDMI Matrix Switch 16x16 (Serial) Change Device Template

Master Template:

Types: |Switch er |

Serial Driver for Clare Controls CM-MOD-1616-HD10
Notes: |Use port of IP to Serial Device

Version: |2.0.1

|
Last Modified |2014/04/11 14:37 |

6. In the Name field, enter a name for your device. In the Notes field, enter any
additional information about this device.

7. Click Configure. Fill in the appropriate information in the following fields: CLIQ
Serial Port, Serial Baud rate, and Serial Data Bits.

Configuration Properties - 6 (=]
Name Value Mandatory | Description
4+ General
Network Address | <Enter IP Address= yes This is a device configuration property used by ALL HDM adapte
Network Port 4999 yes This is a device configuration property used by ALL HDM adapte
4 Matrix Switch
Switcher Model Atlona AT-H2H-88M yes The switcher model in use.

8. Click Save, and then deploy your project.
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Configuring pools and spas

Jandy Aqualink

The Handy Aqualink is a high-performance system that lets you control Jandy
pools and spas. Connecting and configuring in Fusion allows you to adjust and
monitor your pool and spa settings from your iOS devices your Android
smartphone.

To connect the Jandy Aqualink to the ClareHome Data Network:

1. Attach one end of a Cat 5 networking cable to a port on the ClareHome data
network, and then attach the other end of the cable to RJ-45 jack on the IP-to-
Serial device.

2. Attach the one end of an RS-232 cable to the IP-to-Serial device, and then
attach the other end to the Jandy Aqualink device.
To connect the Jandy Aqualink directly to a CLIQ controller:

Attach the RJ12 end of an RJ12-to-DB9 connector cable (included with your
CLIQ controller) to the RS-232 port on the CLIQ controller, and then attach the
DB9 end of the cable to the serial port on the Jandy Aqualink.

To add a Jandy Aqualink device in Fusion:

1. Click the Devices tab, and then click the New Device button @ to display the
Select Template dialog.
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Select Template

Device Templates

+ Lighting 3
¥ Music
3 Pool
&¢ Generic Fountain
4@ Pool Controller
4@ Pentair - iLink Pool And Spa
P| Pentair - iLink Pool And Spa 2011 & Up
5 Screens
& Security
5 Shades
BB shutters
& Test
User Interface
@ Water

O Weather

Communication Method: |cLIq| v

OK Cancel

2. Expand the Pool folder, and then expand the Pool Controller, and select
Jandy — Aqualink Pool and Spa from the list. Click OK.

Note: If you are connecting to the ClareHome network, choose Other from
the Communication Method drop-down list. Or, if you are connecting directly
to a CLIQ controller, choose CLIQ from the drop-down list.

3. In the Device Wizard, enter the number of devices that you are adding to your
project, and then click OK.

Jandy - Aqualink Pool and Spa - Device Wizard

Child devices to add
AL 2 | Minimum: 0 Maximum: & .

Remaining | 27

Ok Cancel

4. In the Details tab’s Name field, enter a name for your Jandy Aqualink device.
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Details Conﬂgure|Test|Tr0ubIeshooting

Icon: of
Name: |Jand5«r - Agualink Pool and Spa (device) |

Manufacturer: |Jandy |

Model Number: |Aqua|ir‘|k |

Master Template: Jandy - Agualink Pool and Spa Change Device Template =

Types: |PO0I Controller |

Notes:

Version: |1.0.0

Last Modified |2014,I’10,I’02 20:33

5. Click the Configuration tab.

Details feblyils0g=} Test | Troubleshooting
Configuration Properties - 6 =
Name Value Mandatory |Description
General
Device Type Main yes This constant defines the property used to identify the type of t
Network Controller
CLIQ Serial Port CLIQ.host Serial 1 no The CLIQ serial port to use for communicating to the device. Ne
Serial Baudrate 9600 no The baud rate serial setting.
Serial Data Bits 8 no The data bits serial setting.
Serial Parity None no The parity serial setting.
Serial Stop Bits 1 no The stop bits serial setting.

6. In the Network Port field, enter port number for the IP-to-Serial device that
connects the Jandy Aqualink device with the ClareHome data network.

Note: Check the documentation that came with the device to determine the
proper network port number.

If you are connecting to a CLIQ controller serial port, select a port from the
drop-down list in CLIQ Serial Port Value field.

7. Click the Save button =],
This displays the Create Service dialog.
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Create Service

Service Name:

Jandy - Aqualink Pool and Spa (device)

Cancel Open Wizard

8. Name the service, and then click Open Wizard.

5 New Service Instance

=] Devices

MName: [Jandy - Aqualink Pool and Spa (device) Area:

Add notes here. |
MNotes:

Service Definition:

« Pool and Spa Service v1.0.0
@ Pool and Spa Service v1.0.1
E]Pooland Spa Sevee v1.1.0]
9 Screens Keypad Service v1.0.0
& Shades Keypad Service v2.0.0

App Module: |Pool

Next> Cancel

9. Fusion displays the Edit Service Instance Devices tab and auto-populates the
control points for the Jandy Aqualink device.

10.Click Finish | Finish |

11.Be sure to deploy your project.

Pentair iLink

The Pentair iLink is a high-performance system that lets you controls Pentair
iLink pools and spas. Connecting and configuring in Fusion allows you to adjust
and monitor your pool and spa settings from your iOS devices your Android
smartphone.

To connect the Pentair iLink to the ClareHome data network:

1. Attach one end of a Cat 5 networking cable to a port on the ClareHome data
network, and then attach the other end of the cable to RJ-45 jack on the IP-to-
Serial device.

2. Attach the one end of an RS-232 cable to the IP-to-Serial device, and then
attach the other end to the Pentair iLink device.
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To connect the Pentair iLink directly to a CLIQ controller:

Attach the RJ12 end of an RJ12-to-DB9 connector cable (included with your
CLIQ controller) to the RS-232 port on the CLIQ controller, and then attach the
DB9 end of the cable to the serial port on the Pentair iLink.

To add a Pentair iLink device in Fusion:

1. Click the Devices tab, and then click the New Device button & to display the
Select Template dialog.

Select Template

Device Templates

B Access

@ CCTV

b3 Climate

B Energy

5l Entertainment

[E Entertainment IP Devices

5l Entertainment Serial Devices
& Fireplace

» Lighting

¥ Music

3 Pool

&¢ Generic Fountain
4@ Pool Controller
4@ Jandy - Aqualink Pool and Spa
¢l Pentair - iLink Pool And Spa
@ Pentair - iLink Pool And Spa 2011 & Up

i Screens

OK Cancel

2. Expand the Pool folder, then expand the Pool Controller folder, and then
select Pentair iLink — Pool and Spa from the list. Click OK.

Note: If you are connecting to the ClareHome network, choose Other from the
Communication Method drop-down list. Or, if you are connecting directly to a
CLIQ controller, choose CLIQ from the drop-down list.

3. In the Details tab’s Name field, enter a name for your Pentair iLink device.
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Icon: |P|

Name

Manufacturer: |Pentair |

Model Number: |iLink |

Master Template: Pentair - iLink Pool And Spa 2011 & Up Change Device Template =

Types: |PO0I Controller |

*RS-232 IP to Serial & Intellitouch Adapter Required
Notes:

Version: |2.0.0

Last Modified |2014,I’10,I’02 17:37

4. Click the Configuration tab.

P =F ir - iLink P ice) & =08

mTeSthroubleshooting

Configuration Properties - 6
Name Value Mandatory | Description
General
Device Type Main yes This constant defines the property used to identify the type of t
Network Controller
Network Address yes This is a device configuration property used by ALL HDM adapte
Network Port yes This is a device configuration property used by ALL HDM adapte
Custom/Additional Proj
Controller ID pentair.equipment.serve no

5. In the Network Port field, enter port number for the IP-to-Serial device that
connects the Pentair iLink device with the ClareHome data network.

Note: Check the documentation that came with the device to determine the
proper network port number.

If you are connecting to a CLIQ controller serial port, select a port from the
drop-down list in CLIQ Serial Port Value field, as shown below.

6. Click the Save button. The Create Service dialog displays.
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Service Name:

Pentair - iLink Pool And Spa 2011 & Up (device)

0K Cancel Open Wizard

7. Click Open Wizard to display the New Service Instance dialog.

Name: |Pentair - iLink Pool And Spa 2011 & Up (device) Area: v

Notes:

Service Definition:

« Pool and Spa Service v1.0.1 =
(%] Pool and Spa Service v1.1.0
53 screens Keypad Service v1.0.0 v

App Module: |Pool

Next> Cancel

8. Ensure the Pool and Spa Service is selected, and then click Next.

9. Fusion displays the New Service Instance Devices tab and auto-populates
the control points for the Pentair iLink device.

10.Click Finish | Finish |

11.Be sure to deploy your project.

Security panel configuration

Security and alarm system controls allow users to set and monitor their home
through the ClareHome system. Connecting the security system in Fusion allows
the user access to the security controls from their iPhone, iPad, or Android
smartphone.

To add a security panel to Fusion:

1. Log into Fusion and select your project.

2. Click the Devices tab, and then click the New Device button @ to display the
Select Template dialog.
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Select Template

Device Templates

[ Entertainment Serial Devices ]
& Fireplace
+ Lighting
¥ Music
3 Pool
5 Screens
& Security
& Security Panels
& DSC - All Models
{8 Elk M1- All Models
& GE/Interlogix - NX Series
& GE/Interlogix - NX Series 2.0

@ Honeywell - Vista Series
& Interlogix Concord 4
5 Shades
BR shutters
Test |

Communication Method: |cLIQ v

OK Cancel

3. Expand the Security folder, and then expand Security Panels.
4. Select your security device from the list, and then click OK.

The Device Wizard displays.

GE/Interlogix - NX Series 2.0 - Device Wizard

Child devices to add
GE Security Partition |1 4| Minimum: 1 Maximum: & .

Remaining 7

Ok Cancel

5. In the Device Wizard, enter the number of partitions you want to add in the
Security Partition field. There is an eight partition maximum.

Note: ClareHome only supports one partition in Vista panels.
6. Click OK.
The Details tab displays.
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Details Conﬂgure|Test|TroubIeshooting|

Icon: & =
Name: GE Interlogix - NX Series 2.0 (device |
Manufacturer: |GE |

Model Number: |N>( Series |

Master Template: GE/Interlogix - NX Series 2.0 Change Device Template

Types: |Securit\«r Panels |

*Supported Models: NX-6, NX-8, NX-8e
Notes: | *NX-6 & NX-8 require GE NX-584e automation module & IP to Serial Interface(Global Cache/Sena)
*GE N¥-8e requires part GE Caddx NX PO03 Serial Cable Interface

Version: |2.0.1

Last Modified |2014,I’10,I’02 17:44

7. Enter a name for the security panel, and then click the Configure tab.

Note: The name you choose will appear on the customer’s ClareHome Ul.

Details Test| Troubleshooting

Configuration Properties - @ -
Name Value Mandatory Description
General

Intrusion System N¥-8 yes The intrusion panel type. This is used to select the appropriate

CLIQ Serial Port CLIQ.host Serial 1 no The CLIQ serial port to use for communicating to the device. Ne

Serial Baudrate 9600 no The baud rate serial setting.

Serial Data Bits 8 no The data bits serial setting.

Serial Parity None no The parity serial setting.

Serial Stop Bits 1 no The stop bits serial setting.

8. Verify that the information auto populated in the Configuration tabs are
correct. Enter any missing or incorrect data in the appropriate fields, and then
click the Save button I=l.

To add zones to a partition:

After you have created the partition you must add zones to it. When creating
zones, be sure to enter a unique number. Do not duplicate the numbers.

Note: When numbering zones, be sure to enter different values in all partitions.
Duplicating zone numbers, even between partitions, will cause the system to
work improperly when deployed. In our example, we numbered our zones 1 — 5
in Partition 1 and zones 6 — 8 in Partition 2.

To add zones to a partition:

1. Return to the Devices tab, and then right-click the partition.

116 Fusion Configuration Tool Administrator Guide



Chapter 5: Configuring and Managing Devices

=| Devi (& services | B Scenes | [ Rules =08
Filter: | || | Find: ||i||‘!‘|@
Device Type Name Rooms Status Control Type

Il IP Thermostats  Living Room Thermostat Not initialized Climate

Il IP Thermostats Test Mot initialized Climate

@ Pool Controller  Jandy - Aqualink Pool and Spa (device) Not initialized Pool

P| Pool Controller  Pentair - iLink Pool And Spa 2011 & Up (device) Not initialized Pool

BO Receiver Pioneer - IP Control (device) Not initialized Entertainmen

ﬁ Security Panels  GE/Interlogix - N¥ Series 2.0 (device) Not initialized Security

Al ~C Coriritu Darkibinn Not initialized Security

@Import Devices
'%'I.Import Z-Wave Devices
Add Dynamic Children

11 3

@ Delete Device

L@Control Selected Online Device =8
SiRefresh 4 2

2. Select Add Dynamic Children, and then enter the number of zones you want
to add.

Note: Fusion automatically adds 1 zone. If you want 4 total zones, add 3.

GE Security Partition - Device Wizard

Child devices to add

GE Security Zone |1 b= | Minimum: 0 Maximum: 255 .

Remaining |254 |

| Ok | | Cancel |

3. Return to the Device tab, and then click the drop-down for the security device.

Filter: | |[24] Find: || &[4
Device Type Name Rooms Status Control Type
ﬁ Security Panels  GE/Interlogix - N¥ Series 2.0 (device) Not initialized Security
ﬁ Security Panels GE Security Partition Not initialized Security
b Security Pan|GE Security Zone Not initialized Security
ﬁ Security Pan GE Security Zone Not initialized Security
] [ 3

4. Click the zone you want to configure. In the Details tab fill in the Name and
Notes fields.
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Details Conﬂgure|Test|

Icon: &

Name: |GE Security Zone 1 |

Manufacturer: |GE |

Model Number: |N>( Series |

Master Template: GE Security Zone Change Device Template

Types: |Securit\«r Panels |

Notes:

Version: |2.0.1

Last Modified |2014,I’10,I’14 18:53

Rl

5. Click the Configure tab to enter a number in the Zone Number value field,
then click Save.

and

Details fellyiilsiy= Test|
Configuration Properties - 6 [=
Name Value Mandatory | Description

4 Intrusion Zone

yes The zone number within a partition/intrusion system (1 based).

6. Repeat steps 3 through 5 for each zone in the partition.

To create a service for the partition:

1. Click the partition to view the Details tab, and then click the New Service
Instance button to display the Create Service dialog.
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Configure | Test| Troubleshooting

Icon: & =

Name: |GE Security Partition |

Manufacturer: |GE |

Model Number: |N>( Series |

Master Template: GE Security Partition Change Device Template =

Types: |Securit\«r Panels |

Notes:

Version: |2.0.1

Last Modified |2014,I’10,I’14 18:52

2. Name the service in the Service Name field, and then click Open Wizard to
view the Services dialog.

Service Name:

GE Security Partition

| OK | | Cancel || open wizard |

3. Select Intrusion Partition Service, and then click Next to view the Devices tab.

MName: |GE Security Partition Area; b4

Motes:

Service Definition:

|t;. pe filter text

Camera Viewer Service v2.0.0 |
Contact Closure Service (Momentary Open-Close-Stop Service) v1.0.0
Contact Closure Service (Momentary Open-Close-Stop With Feedback) v1.0.0
Contact Closure Service (Momentary with Feedback) v1.0.0

Contact Closure Service (Momentary) v1.0.0

Contact Closure Service (Toggle with Feedback) v1.0.0

Contact Closure Service (Toggle) v1.0.0
Distributed Audio Service v2.0.1
Door Entry Service v1.0.0
Door Lock Service v1.0.0
Entertainment Service v2.0.0
Fireplace Service v1.0.0
Garage Service v1.0.0
Gate Service v1.0.0
PYirtruson Partiion Servce vi. L0
E Lighting Keypad Service v4.0.0
i Play Audio Service v1.0.0 h |
App Module: |Secur|ty |

MmEBempmmmmumnn@

| [Next}] | cancel | | Finish |
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4.

Fusion automatically selects the partition, zones, and also the control points.

Note: The partitions can be changed by clicking the Edit Service Instance
button.

5.
6.

@ Compatible Selected (2) Al Req.a Control Point Device Use
* Intrusion Partition GE Security Partition e
Zone GE Security Zone 1 =
O Unassigned Devices - GE Security Zone
& GE/Interlogix - NX Series 2.0 (de Zone
v (& GE Security Partition Zone
v/ (& GE Security Zone Zone
+" & GE Security Zone 1 Zone
Zone
Zone
Zone 3
4 I AR [ 3
<Back Cancel | | Finish
Click Finish.

Click Save, and then deploy your project.

Shade motor integration

Shade motor controls allow users to control their motorized shades through the
ClareHome system. Connecting the shade motors in Fusion allows the user
access to the shade controls from their iPhone, iPad, or Android smartphone.

To add the shade motor to Fusion:

1.
2.

120

Log into Fusion and select your project.

Click the Devices tab, and then click the New Device button to display the
Select Template dialog.
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Select Template

Device Templates

& Security 4
£ Shades
5 Shade Controller
3 ECI - All Models (IR)
=] ESI - RQ Protocol Shade Maotors (Serial)
B3 Lutron Shades - QED & Grafik Eye (IR)
5 Lutron Shades - Spacer (IR)
Sena - RHIO232 (IP)
£ Shade Controller (IR)
& Somfy - ILT2 (IP)
= Somfy - Universal RTS Interface II (Serial™)
= Somfy - Universal RTS Interface II (Serial™) Digit Keypad
@ Shade Keypad
B8 summary
BR shutters
Test
M User Interface ) |

0K Cancel

3. Expand the Shades drop-down, expand Shade Controller, select the shade
model you are using, and then click OK.

4. The Device Wizard displays. Enter the number of shade motors you are
adding, and then click OK.

Somfy - ILT2 (IP) - Device Wizard

Child devices to add
Somfy Shade |1 4| Minimum: 1 Maximum: 256 .

Remaining 255

ok Cancel

5. The Details tab is displayed, enter a name and notes, and then click
Configure.
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Details Conﬂgure|Test|

Icon: 65 =

Name: |

Manufacturer: |Somfy |

Model Number: |ILT2 |

Master Template: Somfy - ILT2 (IP] Change Device Template

Types: |Shade Controller |

Notes:

Version: |1.0.0

Rl

Last Modified |2013,I’06,I’0? 00:45

6. Fillin the Configuration Properties, and then click Save.

Details feblyiils0f=) Test
Configuration Properties - 6 [=
Name Value Mandatory | Description
4 Blinds
Motor or Group Addr yes The motor or group address of the shutter(s) or shades(s) to ct
Address Type Motor yes Whether the address is for a specif motor, or for a group.
4+ Network Controller
Network Address yes This is a device configuration property used by ALL HDM adapte
Network Port yes This is a device configuration property used by ALL HDM adapte

The Create Service dialog displays

Service Name:

|Somfy - ILT2 (IP) (device)

| | | Cancel || Open Wizard |

To create the shade service:
1. Name the service in the displayed dialog, and then click Open Wizard.

The New Service Instance dialog will display.
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F New Service Instance
ISl Devices

Name: |Somfy - ILT2 (IP) (device) Area: ¥

Motes:
Service Definition:

[ Entertainment Service v2.0.0 : |
#g Fireplace Service v1.0.0

5; Garage Service v1.0.0

= Gate Service v1.0.0

&A Intrusion Partition Service v1.1.0

[ Lighting Keypad Service v4.0.0

Jr Play Audio Service v1.0.0

« Pool and Spa Service v1.0.0

« Pool and Spa Service v1.0.1

E Pool and Spa Service v1.1.0

B screens Keypad Service v1.0.0

m] Shades Keypad Service v2.0.0
tL3 Thermostat Service v2.0.0

@ Water Valve Service v1.0.1

& Weather Service v1.0.0
fl3 Z-Wave Thermostat Service v1.0.0

App Module: |Shades

MNext> Cancel

Select Shades Keypad Service, and then click Next.

3. The Edit Service Instance tab is displayed and auto populates the control
points. Verify that they are correct, and then click Finish.

Repeat steps 1 through 3 for each shade motor.

Click Save, and then deploy your project.

Integrating third-party devices

Clare Controls supports a wide variety of third party devices in its Fusion library
database. Clare Controls supports, IP, serial, Z-Wave, and IR devices.

For a list of compatible devices please see the Fusion Library Product Bulletin
(Doc ID 361).
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Chapter 6
Configuring Lighting and
Z-\Wave Devices

Summary

Lighting devices and Z-Wave devices that are similar to other simple devices.
However, unlike the other simple devices, you must import them into Fusion
before adding them to your project. Use the instructions in this chapter to import
lighting files and Z-Wave devices.

Content

Configuring lighting devices...125

Configuring Z-Wave devices...127
Adding Z-Wave devices...128
Importing your Z-Wave devices into ClareHome...130
Removing devices from your Z-Wave network...131
Resetting the Z-Wave controller...131
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Configuring lighting devices

A lighting architect will create lighting files for a specific project. These files can

include all of the lighting keypads, which have been set to designated areas or
specific rooms in the home or office, depending on the project.

Note: Lighting files may contain shade and shutter controls, or climate controls,

depending on the scope of the project and the lighting manufacturer. The lighting
file may contain default rooms for the house, some lighting files may also include

the climate configuration.

Import the lighting file for a project and configure the lighting devices for areas as
appropriate. Please note that you have the option to construct the areas prior to

importing the lighting file, or you may use the areas as they are imported along

with the lighting file for your individual project. There is one Import Devices button
for importing any file type into a project. This Import Devices button is located on

the Devices tab toolbar.

Note: If you delete a keypad from the Devices tab, the keypad is permanently
deleted from Fusion. The only way to retrieve a keypad after deletion is to re-
import the entire lighting file.

To import the lighting file into Fusion:

1. In the Devices tab, click the Import Devices button %on the toolbar.

2. From the Select Device File dialog, click File to locate your lighting file.

800 [ Lighting Program Files
<> || 58 Eﬂﬂlllu][ﬁ-vu_:r“»] (Q
Name 4| Date Modified Size
] Aldrich Lighting File.xml Today 4:09 PM 8 bytes
| Bahner Lighting File.xml Today 4:08 PM 8 bytes
i Patterson Lighting File.xml Today 4:08 PM 8 bytes
] Vanligtenberg Lighting File.xml Today 4:09 PM 8 bytes
| Wilson Lighting File.xml Today 4:08 PM B bytes
e e ene R e

3. Locate the lighting file on your computer and click the Open button.
4. From the Select Device File or dialog, click the Open button.

The Area Management tab appears with the default lighting file rooms, and
the Lighting Program devices appear in the Devices pane.
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Import Devices X

Select Device Type And File:
Import Lutron RAZ/QS Lightin

Open

g File

File

Cancel

5. After importing the lighting file, you may be asked to select the appropriate

device driver. Select the latest driver version and click the OK button.
Note: In the event it is necessary to rename any lighting devices, you can
rename the keypads, as necessary, from the Devices pane.
Use "2.0.0" version of "Lutron”.
rDEViI:E' Drivers Driver Versions (Range)
(tuton ____ JEREU
1.0.2
200 |
OK Cancel

6. Double-click the Controller button to open the configuration editor for the
controller.

7. From the Details tab, the manufacturer is already populated. Enter the model
number in the ‘Model Number’ field (for example “RadioRA2”) and any other
necessary information.
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L o N .
Configure | Test

Icon: B

Name: |Dining Room
Manufacturer: |Lutron
Model Number: |Controller
Types: |Lighting Keypad

Lutron Rooms: Controller / Root Area / Dining Room
Notes:

Version: |1.0.0

Last Modified |2013/06/28 09:45

8. From the Configure tab, enter the Network Address for the Lighting Controller.

9. Enter the Username and Password for the lighting controller file (refer to
manufacturer instructions or the technician who created the lighting file).

10. Click the Save button 5.

Configuring Z-Wave devices

ClareHome incorporates Z-Wave’s mesh network. This consists of a control
device and a controlled device. You can add additional devices (and controllers)
to your ClareHome Z-Wave network any time. The ClareHome controller is a
self-powered, Z-Wave USB adapter that plugs directly into the back of your
ClareHome CH-OS controller. It controls your Z-Wave network.

You must add a device into the Z-Wave network before the Z-Wave controller
can manage it. The process to add a device is also known as “pairing”. You can
achieve pairing by using ClareHome’s Fusion configuration tool to place the
controller in Add mode. Then, by pressing a sequence of buttons on the device,
you can begin pairing it to your Z-Wave network. You can also remove a device
from your Z-Wave network using a similar process.

Repeat the pairing process for each device in your network. As you pair devices,
your Z-Wave controller learns the signal strength between those devices. Place
each device in its intended final location before adding it to the system.

Depending on your Z-Wave network and device locations, the signal strength
between your devices may vary. You can increase the signal strength to your
devices by installing a repeater. A repeater (P/N CH-Z-RPTR) is a device that
receives Z-Wave signals, amplifies them, and then rebroadcasts them to your Z-
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Wave network to boost its range and signal quality. Simply plug a repeater into
an electrical outlet at your location in those areas where signal strength is weak.

Adding Z-Wave devices

Adding Z-Wave devices to your ClareHome system requires a Z-Wave controller,
a Z-Wave device, and Fusion. If you are running Fusion from a location separate
from your installation site, we recommend that you coordinate the installation with
the on-site technician. The process requires that you work in tandem with the
technician.

After adding all the Z-Wave devices to your network, you will need to import them
into the ClareHome system. Importing them in ClareHome will allow your
customers to control the devices from their iPhones and iPads.

To add a Z-Wave controller:

1. Plug the Z-Wave controller (Z-Stick) into a USB port on the back of your CH-
OS controller.

2. In Fusion’s Project level, click your project name to select it, and then click the
Z-Wave tab.

3. Click the Refresh button S . Fusion displays the Z-Wave controller in the list
as “UNKNOWN.”

ann

& Projects| kel Logout

ST
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4. Inthe que field, click UNKNOWN to highlight it, and then click the Rename
button =+ to display the Rename Z-Wave Device dialog.

[@ Rename Z-Wave Device X

Name:

Z-Wave Controller

OK Cancel

5. Enter a name for your Z-Wave controller, and then click OK.

Note: We recommend that you preface all names you enter with “Z-Wave.”
This will help you later when locating these devices in your Devices tab.
Fusion updates the list with the new name.

To add a Z-Wave device:

Note: We recommend that you add only one Z-Wave device to your network at a
time. Adding more than one device at a time may slow the pairing process, or
may cause a device to pair improperly.

1. In Fusion, click the Adding mode button & on the Z-Wave toolbar to display
the Adding mode dialog.

I® set z-Wave Controller Mode

Successfully entered adding mode. You will be in this mode until a device is successfully
added or until the 5 minutes timeout has elapsed.

Ok

2. Click OK. The Z-Wave Controller Status changes to show that you are in
Adding mode.

98 spaces | [B] Maintenance je2) 2=

Z-Wave Controller Status: G Adding Mode

3. Go to the device that you are adding to your Z-Wave network, press the
Program button on the device, and then observe its status light to ensure it
blinks.

Note: Each Z-Wave device type pairs with the Z-Wave controller differently.
Refer to the manufacturer’s installation instructions that came with your Z-
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Wave device and follow its steps when adding the device to your Z-Wave
network. Be sure to review the blink sequence section.

Wait a few minutes to give the controller and the device time to pair, and then
on the Fusion toolbar click the Refresh button

Note: When adding a secured device, such as a door lock, wait several
minutes before clicking Refresh. Some door locks take up to five minutes to
pair.

If desired, click the Rename button and rename the device so that you can
easily identify it in your network.

Click OK.

Repeat these steps for each device you are adding to your Z-Wave network.

Importing your Z-Wave devices into ClareHome

Once you have added all the devices to your Z-Wave network, import them into

yo

ur ClareHome system. The ClareHome system automatically creates a device

and service for each Z-Wave device imported.

To import Z-Wave devices:

1. At Fusion’s Devices level, click the Devices tab, and then click the Import
button "4 on the toolbar. Fusion displays the imported devices in the list.

[-NsNs) e
e & [ fusion.clarecontrols.com =
[& Export £} Deploy | @) Help # projects| (&) Logout
£} Projects | [J Areas =g \=iDevices, (E services &5 scenes | [ Rules =g
Sleld-TH S @R4dTsEY-ge
Filter: Find: 3| [
£} Aldrich Residence 2] |[name App Module Device Type Physical Location Manufacturer| M{
o Residence |l Z-Wave Water Sensor UNKNOWN UNKNOWN 132 2
) Bahner Residence “;
o Re . $ z-Wave Door Lock Access Access Controller Schlage
& Miller Residence § . g
. ceidence 38 Lock Access Access Controller Schlage
¢ Patterson Residence 3 g
B 1.0.10 | Z-Wave Controller UNKNOWN UNKNOWN
ﬁ_i E Squeezebox Touch Entertainment Source  Media Server Living Room Logitech
5 E Soft Player 4 Entertainment Source  Media Server Logitech
: E Soft Player 3 Entertainment Source  Media Server Logitech B
: 3 E Soft Player 2 Entertainment Source  Media Server Logitech
ﬁ: Porter Residence U Soft Player 1 Entertainment Source  Media Server Logitech
# Quarles Residence % samsung TV Entertainment DestinatiiTV Living Room Samsung
1: Sloane Ri ence lgj Media Server LMS Entertainment Source  Media Server Logitech
1: Swann Residence &8 Main House Security Security Security Controller Master Bedroom GE
X Lutron - Foyer Light Lighting, UNKNOWN Lighting Controller, UNKI Foyer Lutron
Z1|| @@ empty tempiate UNKNOWN UNKNOWN UNKNOWN
Version: |1.0.54 )
] Clare Controls - RF Controller (device) User Interface RF Remote Clare Controls
Project: [Patterson Residence g Clare Controls - Remote Control (device) User Interface RF Remote Clare Controls
Save Time: [2013-06-07 16:22:07.0 @ clare controls - iPad (device) User Interface iPad Apple
Creator: |Emerald Elite Builders = @4 Camera - Pool 5 cCcTV Camera Clare CDnU’D:EV
=10
Edit Notes... || =
@ L=l

2. Click the Deploy button (& Deploy 4 deploy your device.
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Once you have deployed your project, you are ready to add them to the
customer’s Clare Controls App device. Do this by editing the Spaces tab, as
described earlier in this chapter.

Removing devices from your Z-Wave network

When reconfiguring or upgrading your ClareHome system, you may need to
remove a device from your Z-Wave network.

To remove a Z-Wave device:

1. In Fusion, click the Removing mode button - on the Z-Wave toolbar to
display the Remove mode dialog.

[® set Z-Wave Controller Mode X

Successfully entered removing mode. You will be in this mode until a device is
successfully removed or until the 5 minutes timeout has elapsed.

OK

2. Click OK.

Note: The Z-Wave Controller Status changes to show that you are in
Removing mode.

3. Go to the device that you are removing from your Z-Wave network, and then
press its Program button.

4. \When the Z-Wave Controller Status indicator returns to Normal Mode - , the
device is removed from the Z-Wave network.

Resetting the Z-Wave controller

You may choose to reset the Z-Wave controller in your ClareHome system — for
example, when installing a Z-Wave controller that was previously installed in
another network, or when reconfiguring your existing network. Resetting the
controller unpairs all paired devices and clears them from the controller’s
memory. Use Fusion to quickly reset your Z-Wave controller.

To reset the Z-Wave controller:

1. In Fusion, click the Reset button on the Z-Wave toolbar. A confirmation dialog
displays.
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[® Reset Z-Wave Controller x

Do you want to reset the Z-Wave controller?

Resetting the Z-Wawve controller will unpair all your currently paired Z-Wave devices and
you will need to pair them again.

Yes No

2. Click Yes to continue with the reset.

[® Reset Z-Wave Controller x

i Are you sure you want to reset this controller?

3. Click Yes to verify your reset.
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Summary

Multi-devices are those devices that work in combination with other another.
These devices are used in audio configurations and entertainment
configurations.

Content

Audio configuration...134
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Audio configuration

You can configure audio devices so the user can control the Audio App Module
from the Clare Controls App. Here, we’ll use the following example devices to
describe audio configuration.

* Squeezebox server
* CS-MR-8 multi-room audio
* CS-RE-1 room expanders

You may also configure CD or DVD players, etc. Follow the instructions in this
section to configure audio devices.

Note: The ClareHome distributed audio solution only supports paid audio
accounts for Squeezebox software players (software player running on the
CH-OS controller).

Value of ClareHome Audio Solution - CobraNet over
Ethernet

CobraNet is the underlying technology in the ClareHome audio solution. The
CS-MR-8 preamplifier takes input sources, converts them, and sends them to the
amplifier. The server then tells CobraNet what actions to take over SNMP.
Uncompressed audio comes in through the CS-MR-8 and comes out
uncompressed. Once it is on the ClareHome network, the audio is never
compressed, which provides a loss-less solution.
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Figure 22: Diagram showing CobraNet solution
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CD Player
Family Room AVR

Typical Central Rack Optional Room Expansion

Why audio resides on a separate dedicated network

Note: Audio devices must be on a separate dedicated network in the ClareHome
system. The data transmission on the network causes the devices to talk back
and forth, and there will be no latency of this communication on a dedicated
network.

During initial ClareHome system setup, you should have configured a separate
dedicated network for audio. Streaming audio must be on a dedicated network
for the following reasons.

1. Audio control commands are sent to the CH-OS controller from the Clare
Controls App or based upon rules and triggers which interpret the request and
send SNMP commands to the CS-MR-8 / CS-RE-1 devices.
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2. These audio control commands configure the preamp output settings
(volume, base, and treble) as well as switching the audio source.

3. The data transmission on the network causes the devices to talk back and
forth, and there will be no latency of this communication on a dedicated
network.

4. The devices chat at a lower level on the OSI stack MAC layer, therefore, they
need to be on a dedicated network.

Figure 23: Diagram showing audio on dedicated network

Network Switch

CH-0S
ClareHome Controller

Additional NIC
(Dongle)

Dedicated Audio
Network Switch

CAUTION: Only !
connect audio devices
to the dedicated audio |
network. |

|
I
|
|
I
|
|
|

CS-MR-8 CS-RE-1

Configuring a Squeezebox server

A Squeezebox server (media server) must be configured and deployed prior to
configuring any Squeezebox Touch Players. The Squeezebox server remains as
an unassigned device after configuration, therefore, it is not necessary to assign
it to any area within the project.

To configure a Squeezebox server:

1. From the Devices pane, click the New Device button on the toolbar Q.

2. From the Device Templates window, select the drop-down for Music.
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@ sclect Template

Device Templates

+ Lighting :
¥ Music
Bl Amp Control
(T Distributed Audio IP
MR Distributed Audio IR
{3 Music Server
@ Squeezebox Server

¥ Poal

5 Screens

& Security

5 Shades

BR shutters

m UNKNOWMN
User Interface
@ Water

O Weather

OK Cancel

3. From the Music drop-down, open the Music Server drop-down and select the
Squeezebox Server.

Click OK.

From the Squeezebox Server tab, enter an appropriate name for the server.

Fusion Configuration Tool Administrator Guide 137



Chapter 7: Configuring Multi

-devices

Configure | Test|

Icon:

Manufacturer:
Model Number:
|Master Template:

Types:

Motes:

Version:

Last Modified

e

Mame: |Squeezeb0x Server Pandora

|Squeezeb0x

| Logitech Media Server

Saueezebox Server Change Device Template

|I"-'1usic Server

11.3.0

| 2013/08/23 21:20

Note: This media server will not appear in the Clare Controls App.

6. From the Squeezebox Server tab, enter the network address, which is the
same as the static IP address of the ClareHome host controller (CH-OS).

Details feblyiils0y=} Test

Configuration Properties

Name
4+ General

Controller ID

4+ Network Controller
Email Address
Network Address
Password
Music Directories

Value

squeezebox.equipment.:

account email

IP address here
account password
/Media

Mandatory | Description

yes

yes
yes
yes
no

This constant defines the ID of the network controller. This is us

The email address used to login to the mysqueezebox.com acce
This is a device configuration property used by ALL HDM adapte
The password used to login to the mysqueezebox.com account
Directories for where to find local music. This in most commonly

7. After configuring the network address, click the Save button.

8. Deploy this version of the project (with the configured Squeezebox server)
prior to configuring the Squeezebox players.
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Configure Clare Controls Multi-Room audio device
(CS-MR-8)

After configuring the Squeezebox Server, it is necessary to configure the Clare
Controls Multi-Room (CS-MR-8) audio device. The CS-MR-8 audio distribution

preamplifier is a cost-effective solution for distributing audio over Ethernet in a
multi-zone audio application using the CobraNet-based architecture.

Understanding the CS-MR-8 device connections

It is important to understand how input and output ports are configured on the
back of the CS-MR-8 device. The CS-MR-8 is the rack I/O audio switch and
cannot have more than five inputs.

Your installation technician should have given you several pieces of information,
including which input ports are connected to which players and which output
ports are connected to which speakers (speakers in specific areas).

Figure 24: Connections on back of CS-MR-8

1) (3) (5)

|
i INOUT1 INOUT2  INOUT3  IN/OUT4 INIOUTSi ouTe out? outs
R@ R@g@"@g@ R@g@g@ IN6 | COBRANET
HOBNONONONG |LLL| S |
+12V
S
2) (4)
(1) Input or Output ports (4) Ethernet port for CobraNet
(2) Output ports only (5) Power jack

(3) Digital audio input SPDIF port

Configuring the CS-MR-8

The CS-MR-8 audio distribution preamplifier distributes audio over Ethernet in a
multi-zone audio application using the CobraNet-based architecture. The CS-
MR-8 is the rack I/O audio switch and cannot have more than five inputs.

To configure the CS-MR-8:
1. From the Devices tab, click the New Device button on the toolbar ¥}

2. From the Device Templates window, select the drop-down for Music.
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Select Template

Device Templates

+ Lighting

¥ Music
Bl Amp Control
(T Distributed Audio IP
(R} Atterotech - InBox
m Atterotech - InBox - Dynamic
{}y Atterotech - OutBox
m Clare Controls - CS-BR-1 - Audio Bridge

. Clare Controls - C5-MR-8 - Multi Room Pre-Amplifier
m Clare Controls - CS-RE-1 - Room Expander
m Clare Controls - CS-iMR-4 - Amplifier (NEW)
m Clare Controls - CS-iMR-6 - Amplifier
(T Music Overview
B NAS Drive
M Distributed Audio IR
{3} Music Server

3 Pool

OK Cancel

3. From the Music drop-down, open the Distributed Audio drop-down and select
Clare Controls - MR-8 - Multi Room Pre-amplifier.

Click OK.

From the Clare Controls - Multi Room Pre-amplifier Device Wizard, enter the
number of Inputs and Outputs connected to the CS-MR-8 (Clare Controls -
Multi Room Audio) device in the ‘In’ and ‘Out’ fields, and then click the OK
button.

Clare Controls - C5-MR-8 - Multi Room Pre-Amplifier - Device Wizard

Child devices to add

Input 1 s | Minimum: 0 Maximum: 5.
Output 1 & | Minimum: 1 Maximum: 8 .
Remaining |&

Ok Cancel

6. From the device configuration Details tab, enter a name, as appropriate, for
the Clare Controls Multi-Room Audio device in the Name field.

7. Click the CS-MR-8 Configure tab, and then enter the Network Address (IP
Address of the device) in the Network Address field. This IP address will
automatically become static after deployment.

140 Fusion Configuration Tool Administrator Guide



Chapter 7: Configuring Multi-devices

=8
BRI
Configuration Properties - O
Name Value Mandatory | Description
Network Controller

Network Address yes This is a device configuration property used by ALL HDM adapte

Configurable Ports z 0 yes For device types that have configurable 10 ports, this sets how

Device Type CS-MR-8 yes This constant defines the property used to identify the type of t

MAC Address OO O 000 yes The MAC address of the device. This MAC address is used to id

Note: After you deploy the project, the CH-OS will manage the IP addresses
you assign to Multi Room Audio devices.

8. From the Configurable Ports as Inputs field, enter the number of Inputs
connected to the CS-MR-8 (if this value did not automatically populate).

9. From the Device Type field, select CS-MR-8 as the device type. The other
options for this field include configurations for a bridge, room expander, in box
and out box.

10.From the MAC Address field, enter the MAC address (labeled on the device).
11.Click the Save button [=].

Rename inputs

After saving the multi-room audio device configuration, the system automatically
creates the inputs and outputs in the Devices tab based on how many inputs and
outputs you specified in the Device Wizard. Rename the inputs, as appropriate —
for example, “Stream 1” and “Stream 2”.
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Figure 25: Rename inputs for a multi-room audio device

[E Devices | Services |ﬁ Scenes | (W Rulesl =g |
Filter: | | D Find: | [E
Name Online Status App Module Physical Location

» E Controller Mot initialized Lighting, UNKNOWMN
+ {Ty CS-IMR-4 test Mot initialized Music
| NAloimyAudo  Netbiaeed M |
{R OUT-2: Dance Jamz Mot initialized Music
m OUT-3: Dance 2 Mot initialized Music
Ty CUT-4: Hard Workout Mot initialized Music
{h OUT-5: Cardio Jamz Mot initialized Music
1] in | [¥]

Configure | Test |

Ieon: Ry

Name: | IN-1: All of my Audio

[»

Manufacturer: | Clare Controls

Model Number: |CS—iHR—4

Master Template: Input Change Device Template

Types: |Di5trihuted Audio IP

Notes:

Version: |2_u,1

Last Modified [2014/10/07 13:53

1] [ [v]

4]

Rename outputs

After renaming the inputs, it is necessary to rename the outputs as associated
with the speaker location in specific rooms. A good practice is to rename the
outputs based on the speaker locations (Example: “Living Room Speakers” or
“Kitchen Speakers”.
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Configuring additional inputs and outputs for multi-
room audio devices

After you have your multi-room audio devices (CS-MR-8) configured, it may be
necessary to configure additional inputs or outputs. If so, follow the instructions
below to configure additional inputs or outputs for Multi Room Audio devices.
To configure additional inputs or outputs for multi-room audio devices:

1. From the Devices pane, right-click on the multi-room audio device.

& services | B scenes | [ Rules

==
Filter: Find: ¥ | |2
Name Online Status App Module Physical Location Manuf
Il Carrier - Infinity Test Not initialized Climate Living Room Can+
m Clare Controls - CS-BR-1 - Audio Bridge (devi Not initialized Music Game Room Cla
» . Clare Conirole— CCMR_& Myl Room pre_d ot intiaized Musc | |cd
j Clare €INew Device ot initialized Climate Cla
@4 Clare ?Import Devices _ ot initialized CCTV Cla =
*Zl Import Z-Wave Devices L
@ Clareyy = P ) _ ot initialized CCTV Game Room Cla
W Add Dynamic Children o .
w4 Door Py . ot initialized CCTV Living Room Cla
[1Clone Device S
q Doorb| eDeIete Device ot initialized Access Ger
@ DSC - - - ot initialized Security Living Room DS(
|8/ Control Selected Online Device R
@4 Front — ot initialized CCTV Clal+
1 SiRefresh X »

2. From the menu, select Add Dynamic Children.

3. From the Clare Controls - Multi Room Pre-amplifier - MR-8 (IP) - Device
Wizard, click the Input, and then enter the number of additional inputs that
need to be configured. In the Output, enter the number of additional outputs
that need to be configured.

I® Clare Controls - C5-MR-8 - Multi Room Pre-Amplifier - Device Wizard

Child devices to add
Input 1 = | Minimum: 0 Maximum: & .
Output 1 = | Minimum: 0 Maximum: 7 .

Remaining | 4

Ok Cancel

4. Click OK.

The new child device will appear under multi-room audio with a default name
of “In” or “Out.” Rename the input or output, as appropriate.

Fusion Configuration Tool Administrator Guide 143



Chapter 7: Configuring Multi-devices

=]Devices [ Services | B scenes | [ Rules - O
=
Filter: Find: ¥ | |2
Name Online Status App Module Physical Location Manuf
m Clare Controls - CS-MR-8 - Multi Room Pre-An Not initialized Music Clal+

{ Input Not initialized Music Cla
(T Input Not initialized Music Cla
(T Input 6 Not initialized Music Cla
m Qutput Mot initialized Music Clalz
{ Output Not initialized Music Cla

6. From the Configure tab, click the Connector Number field, and then enter the
connector number.

m Clare Controls - C5-MR-8 - Multi Room Pre-Amplifier (device) (1} =Input &3 =8

Details Test
Configuration Properties - e
Name Value Mandatory Description
General
Connector Number |1 yes The stereo port number that this audio source or destination is

Audio Source
Input Gain 80 yes Used to adjust the gain to normalize the volume differences of

7. Click the Save button.

Configure room expanders (CS-RE-1)

The CobraNet Streams Room Expander (CS-RE-1) preamplifier is a compact
and affordable solution for incorporating additional rooms into the ClareHome
multi-room audio solution. The purpose of the CS-RE-1 room expander is to add
input and output to an area without speakers.

The room expander connects to the Ethernet jack anywhere on the network.
Then, the customer can plug in a pair of powered speakers or an input device not
built into the system. The output gets assigned to the same area in which you
configured the room expander.

Understanding the CS-RE-1 device connections

It is important to understand how the input and output ports are configured on the
back of the CS-RE-1 device. Your installation technician should have given you
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several pieces of information, including which input and output ports are
connected to which speakers (speakers located in specific areas).

The ports on a room expander are default one input and one output. This will
allow the customer to play a device that is not already built into the system.

Figure 26: CS-RE-1 connections

[ Ty

*1.2V e

ouT1) IN 1
SFDIF =]

I COBRANET

Input Output

To configure the CS-RE-1 device connections:
1. From the Devices pane, click the New Device button on the toolbar.

2. From the Device Templates window, select the drop-down for Music.

Select Template

Device Templates

5l Entertainment Serial Devices . |
& Fireplace
+ Lighting
¥ Music
Bl Amp Control
(T Distributed Audio IP
(R} Atterotech - InBox
m Atterotech - InBox - Dynamic
(B Atterotech - OutBox
m Clare Controls - CS-BR-1 - Audio Bridge
m Clare Controls - C5-MR-8 - Multi Room Pre-Amplifier
. Clare Controls - CS-RE-1 - Room Expander
m Clare Controls - CS-iMR-4 - Amplifier (NEW)
m Clare Controls - CS-iMR-6 - Amplifier
(T Music Overview
B NAS Drive
WA Distributed Audio IR ) |

oK Cancel

3. From the Music drop-down, open the Distributed Audio drop-down and select
Clare Controls - Room Expander - CS-RE-1 (IP).

4. Click OK.
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5. Click the Details tab for the room expander, and then in the Name field, enter
an appropriate

name.

Details Conﬂgure|Test|Troubleshooting|

Icon: R

Name: Clare Controls - CS-RE-1 - Room Expander (device

Manufacturer: |Clare Controls

Model Number: |CS—RE—1

Master Template: Clare Controls - C5-RE-1 - Room Expander Change Device Template

Types: |Distributed Audio IP

MNotes:

Distributed Audio Room Expander 1 input, 1 output

Version: |2.0.1

Last Modified |2014,I’10,I’03 15:05

6. Click the Configure tab for the room expander, and then in the Network
Address field, enter the network address. This network address is a device
configuration property used by all HDM adaptors that need to connect to a

network host.

Details [ellalils[Ily=]

Test| Troubleshooting

Configuration Properties = @ =
Name Value Mandatory | Description
Network Controller
Network Address  IP Address ves This is a device configuration property used by ALL HDM adapte
Configurable Ports z 1 yes For device types that have configurable 10 ports, this sets how
Device Type CS-RE-1 ves This constant defines the property used to identify the type of t
MAC Address OO OO0 yes The MAC address of the device. This MAC address is used to id

8.

146

Note: The IP address you assign to the Multi Room Audio device will
automatically become static after you deploy the project through a process
running on the CH-OS.

In the Configurable Ports as Inputs field, ensure the value is “1.

Note: There is only one input on the CS-RE-1 room expander.

In the Device Type field, ensure CS-RE-1 is selected from the drop-down.
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9. In the MAC Address field, enter the MAC address for the room expander
(labeled on device).

10.Click the Save button. After configuring the room expander device, ensure
that you rename the input and output, as appropriate.

Configure Streams Audio Bridges (CS-BR-1)

This section describes how to configure a CS-BR-1 in Fusion. The streams
bridge is a cost-effective, general-purpose solution for direct integration of PC
audio sources into the ClareHome solution by leveraging a CobraNet-based
architecture. The streams bridge appears to the PC as a USB sound card and
can be configured for eight channels of audio in various input and output modes.

To configure a CS-BR-1 streams audio bridge:

1. From the Device Templates dialog, select the drop-down for Music.

@ sclect Template

Device Templates

5l Entertainment Serial Devices

& Fireplace
» Lighting

¥ Music
Bl Amp Control
{Jy Distributed Audio IP
(R} Atterotech - InBox
m Atterotech - InBox - Dynamic L
(B Atterotech - OutBox

. Clare Controls - CS-BR-1 - Audio Bridge
m Clare Controls - CS-MR-8 - Multi Room Pre-Amplifier
m Clare Controls - CS-RE-1 - Room Expander
m Clare Controls - CS-iMR-4 - Amplifier (NEW)
Q Clare Controls - C5-IMR-6 - Amplifier
(T Music Overview
B NAS Drive
WA Distributed Audio IR

OK Cancel

2. From the Music drop-down, open the Distributed Audio drop-down and select
CS-BR-1.

3. Click OK.

4. From the Details tab for the CS-BR-1, rename the device, as appropriate.
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Details Conﬂgure|Test|TroubIeshooting
Icon: {fy

Name: |Clare Controls - C5-BR-1 - Audio Bridge (device)

Manufacturer: |C|are Controls

Model Number: |CS-BR-1

Master Template: Clare Controls - C5-BR-1 - Audio Bridge Change Device Template

Types: |Distributed Audio IP

MNotes:

Version: |2.D.1

Last Modified |2014}'103’03 15:04

4 1] 4

5. Click the Configuration tab for the CS-BR-1, and then the network address in
the Network Address field.

Details feblyiils0g=] Test | Troubleshooting

Configuration Properties - 6 =
Name Value Mandatory Description
Network Controller
Network Address IP address yes This is a device configuration property used by ALL HDM :
Configurable Ports as Inputs 4 yes For device types that have configurable 10 ports, this set
Device Type CS-BR-1 yes This constant defines the property used to identify the ty
MAC Address SOC00O0000 X yes The MAC address of the device. This MAC address is use

Note: The IP address you assign to the multi-room audio device will
automatically become static after you deploy the project through a process
running on the CH-OS.

6. In the Configurable Ports as Inputs field, ensure “4” is the value.
Note: There are four configurable ports available on a CS-BR-1.
7. In the Device Type field, ensure CS-BR-1 is selected from the drop-down.

8. In the MAC Address field, enter the MAC address for the audio bridge device
(labeled on the device).
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9. Click the Save button. After saving the CS-BR-1 device configuration, the
system automatically creates the In boxes.

10.Rename the inputs, as appropriate, for your system.

Configuring the CS-iMR

The ClareHome Streams Integrated Multi-Room Amplifier (CS-iMR) is an audio
management device. It uses CobraNet technology to stream digital audio. The
CS-iMR comes in four- or six-zone models, each at either 25W or 50W per
channel amplification.

To configure the CS-iMR in Fusion:

1. Log into Fusion and select your project.

2. Click th§ Services tab, and then click the Open Audio Setup Wizard
button &

3. In the left column select the audio devices, and in the right column select the
speaker zones you want to use. Click Next.

€ Audio Setup wizard

Source Device and Room Selection

This wizard will guide vou through setting up the Streams Multi-Room Audio solution.
Enanre that vnii have alreadu rreated all the svternal audin devires and rnama hefare nrareadinn

Select audio devices to use: Select rooms with speakers:
0 carsoe 4] G- Foom |
[l Pool Deck O Garage
(R Jamz O Kitchen
VI {) IN-1: Input 1 O Living Room
/() OUT-2: Game Room O Pool Deck
7 {y OUT-3: <Unused>
a1} 0UT-4: <Unused> |

{7y OUT-5: <Unused=
{;) OUT-6: <Unused>
O Game Room
m Clare Contraols - C5-BR-1 - Audio Bridge (device)

{ Input 1
m Input 2
(Y Input 3

m Input 4
O xitchen

O Living Room
O Unassigned Devices
m Clare Contrals - C5-MR-8 - Multi Room Pre-Amplifier (device)

m Input
(y Input
m Input &
(Y Output
m Output

Next > Cancel

The Configure Devices page will be displayed.
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4. Click Add, and then select the device you are adding in the drop-down menu.

Add Device

Select and configure a device

Device: -

CS-BR-1 (and Media Server)
C5-MR-8
CS-RE-1
CS-iMR-4
CS-iMR-6

Add Device Cancel

This displays the In and Out ports, MAC Address, and Network Address fields if
the iIMR was selected.

If another source was selected, different fields will be available, enter the
appropriate information in these fields.

Add Device #!

Saelect and configure a dewvica
Devica:  C5-RE-1 "

Mame: Game Room Audio
MAC Address

Mabwork Address:

Add Device Cancel

5. Click Add Device. Click to expand the device. This will show the different IN
and OUT ports available.

® Audio Setup Wizard

Configure Devices

& value is missing (Game Room Audio (CS-RE-1) => MAC Address =)

Game Room Audio (CS-RE-1)
Properties
IM-1; IN-1: Input 1
OUT-1: Game Room

Receiver: |Jamz ¥  Source Seleck Command: |--NONE-- =

Add Delete

< Back Cancel
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6. Double click the text fields that say NONE, customize them. Enter the room
and name the service will appear as - for example, the Gym will display
Workout Tunes.

Note: The IN and OUT fields can be expanded to show a receiver option,
customize this if you want a different source as the receiver.

7. Click Next and review the information displayed, and then click Finish.

Entertainment configuration

This section provides instructions for configuring entertainment devices in
Fusion. Some entertainment devices require other configurations outside of
Fusion and we will address them in their respective sections of this document.

There are two groups of entertainment devices to configure: devices and
sources. This section provides instructions for both types of configuration.

Configuring TVs and entertainment devices

You can configure different TV models in Fusion. Follow the instructions in this
section to configure security devices in Fusion.

To configure entertainment devices:

1. From the Devices tab, click the New Device button @ on the toolbar.

2. From the Device Templates dialog, select the drop-down for Entertainment IR
Devices.

3. Open the TV drop-down and select the appropriate TV model.
4. Click OK.
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& select Template

Device Templates

type filter text

4 [&) Entertainment IR Devices
+ 2> Blu-Ray Player
+ [@ CD Player
» £ Cable/Sat Tuner
» [*§ Custom IR Device
» 22 DVD Players
+ P Game
» [E] Home Theater System
» [ Lift
v [=] Media Manager
+ {%) Media Server
» B Misc
+ = Multizone System
+ @4 NVR/DVR
+ MQ Projector
+ @ Receivers
v [ Soundbar
» dag Switcher

PRV

Communication Method: |cLig

Audiovox - VE Series with AM/FM Tuner

[ Baumann Meyer - D Series Discretes All Models [*]

]

4

OK

| | Cancel |

Configure | Test | Troubleshooting

Icon: [

Name: |Kitchen TV

Manufacturer: |,qudim.rux

Model Number: |VE Series with AM/FM Tuner

Master Template: Audiovox - VE Series with AM/FM Tuner Change Device Template

Types: ITV

Motes:

Version: |1_u_u

Last Modified |2E]14,I’1Elf22 19:19
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6. Click the device Configure tab, and then in the Network Address field, enter
the network address.

7. In the Connector Number field, select the appropriate Connector Number
from the dropdown list.

The connector number is the port where the TV is connected on the
ClareHome Connects or other IR/serial device.

Ensure the Device Model and Device Type field values are correct.
Click the Save button [=.

Figure 27: Enter settings in Configure tab

m Test | Troubleshooting

Configuration Properties v 6

Name Value Mandator Description
General

CLIQ.host IR 3 LAl The communicator address/port on the I

Device Model CLIQ.connect 1 IR 1 4 || The model of the device, as given in the OnlyOn
Device Type Et}gigﬂg:it i i& g The type of the device, as given in the OnlyOnel
Channel CLIQ.connect 1 IR 4
Digit Keypad CLIQ.connect 1 IR 5 b |
Menu MNavigation
Switch
Volume

Custom/Additional Proper

Configuring entertainment sources

This section provides instructions for configuring entertainment source devices.
Entertainment sources include: DirecTV, Blu-ray, DVD players, and so on. Follow
the instructions in this section to configure entertainment source devices.

To configure an entertainment source:

1. From the Devices tab, click the New Device button & on the toolbar.

2. From the Device Templates dialog, select the Entertainment IR Devices.

3. Expand the Entertainment Devices, expand device type, and then select the
appropriate model.

4. Click OK.
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& Select Template

Device Templates

type filter text

v [§ Climate

r iy Energy

» [E Entertainment IP Devices

4 [= Entertainment IR Devices
4 =3 Blu-Ray Player

=3 Arcam - Blu-ray BDP Series

=> Dynex - Blu-ray Player - All Models

=> Dvyon - Blu-ray Player - Horizon

=>» Haier - Blu-ray Player - All Models

=> Harman Kardon - Blu-ray All Models
=3 JWC - Blu-ray Player - XV-VP Series All Models
=3 JWC - SRHD Series Blu-ray All Models

=3 LG - Blu-ray All Models

=3 Lexicon - Blu-ray Player - All Models

| =3 Magnavox - Blu-Ray Player - All Models
|4 i

Communication Method: |cr1g

ES! Denon - Blu-ray All Models

[

Configure |Test | Troubleshooting |

Icon: =3

IE

Name: |Denon - Blu-ray All Models (device)

Manufacturer: |De|'|r_h|'|

Model Number: |AII Models

Master Template: Denon - Blu-ray All Medels Change Device Template

Types: |I?.Iu—Raws-r Player

Motes:

Version: |2_u_u

x bomaedfad  |mmaataning 4a.mn

4] [ |

[»

(o] |

6. Click the Configure tab, and then in the Network Address field, enter the

appropriate network address.

7. In the Connector Number field, select the appropriate connector number from

the drop-down list.
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The connector number is the port at which the device is connected on the
ClareHome Connects or other IR/serial device.

Ensure the Device Model and Device Type field values are correct.
Click the Save button [=.

Figure 28: Edit Entertainment Source Configure tab

m Test | Troubleshooting

Configuration Properties - a

Name Value Mandator Description
General

Fy
CLIQ.host IR 1 v ]11e communicator address/port on meﬂnl:ﬂc

Device Model CLIQ.connect 3 IR 1 i The model of the device, as given in the OnlyQ
\ CLIQ.connect 3 IR 2 . . \
Device Type CLIg.cnnnect 31R 3 The type of the device, as given in the OnlyOne
Digit Keypad CLIQ.connect 3 IR 4 1
CLIGQ.connect 3 IR 5 b | b |

Function Keys

Menu MNavigation
Playback

Playlist

Switch

Configuring RC controllers in Fusion

After configuring the entertainment TV devices, you can configure the RC
controllers. You only need to configure an RC controller for each ClareHome
Connects device you have configured. (This configuration is not according to the
number of RF remotes.) Follow the instructions in this section to configure RC
controllers.

Note: It is not necessary to drag-and-drop RC controllers into rooms within the
project. RC controllers will not appear in the customer interface in the Clare
Controls App. It is only necessary to configure RC controllers in Fusion for each
ClareHome Connects device.

To configure RC controllers:

1. Click the Devices tab, and then click the New Device button on the toolbar &.

2. In the Device Templates dialog, expand User Interface, Remote, and then
select Clare Controls - Remote Control.
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@ select Template

Device Templates

& Fireplace
fe Lighting
& Music
3 Pool
5 Screens
& Security
5 Shades
BR shutters
ﬁ UNKNOWN
User Interface
@ Remote

@ Clare Controls - RF Controller

A dare Controls - Remote Control

@ RTI-Remote Control

@ irad
@ Water

. I TPt -

OK | | Cancel

Click OK.

Click the Details tab, and then in the Name field, enter an appropriate name
for the controller. You may indicate the Equipment Room as the location for
the device. This name will not be visible in the Clare Controls App.

Details Conﬂgure|Test|

Icon: @

Name:

Manufacturer:

Model Number:

|Clare Controls - Remote Control (device)

|Clare Controls

| Remote Control

Clare Controls - Remote Control Change Device Template

Master Template:

Types: |Rem ote

Notes:

Version: |1.0.0

Last Modified

[2013/04/23 13:08

4 [11]

5. Click the Configure tab, and then enter the rfid value, this value remains the
same as the information populated from the device template. It is not
necessary to change the rfid.
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Configuration Properties & C

Name Value Mandatory | Description

General
_ This is the RFID attribute of the remote control devices. The pro

6. Click the Save button =/,

Configure RF remotes

The RF remote supported by ClareHome configuration is the CH-WR-1 remote. It
is necessary to program this remote within its own programming software,
followed by configuring the remote in Fusion.

After configuring the RF remote in the remote programming software, follow the
instructions in this section to configure each remote in Fusion.

To configure the RF remote in Fusion:

1. Ensure that you are at the project version level.

2. Click the Devices tab, and then click the New Device button on the toolbar &.

3. In the Device Template dialog, select the User Interface drop-down, Remote,
and then select the Clare Controls - RF Controller template.
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@ select Template

Device Templates

& Fireplace 2
f#i Lighting

¥ Music
& Pool
5 Screens
& Security
5 Shades
BR shutters
ﬁ UNKNOWN
User Interface
@ Remote
(@ Clare Controls - Remote Control
@ RTI-Remote Control
@ ipad
@ Water

[ T

OK | | Cancel

Click OK.

Click the Details tab for the RF remote control device, and then in the Name
field, enter a name for the device.

Details Conﬂgure|Test|
Icon: @

Name: |Clare Controls - RF Controller (device)

Manufacturer: |Clare Controls

Model Number: |EBR—500

Master Template: Clare Controls - RF Controller Change Device Template

Types: |Rem ote

Notes:

Version: |1.0.0

Last Modified |2014,I’09,I’29 01:44

4 [11] 3

Note: It is a good practice to name the remote by associating it with the room
location for the remote as shown in the example below.

6. Click the Configure tab, and then enter the network address of the associated
ClareHome Connects device — for example, the static IP address of the (CC-
EBR-500 device).
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Configuration Properties - 6 (=]
Name Value Mandatory Description
4+ General
rfid o] yes This is the RFID attribute of the remote control devices. The pro
4+ Network Controller
Network Address <Enter IP Address> yes This is a device configuration property used by ALL HDM adapte
Network Port 4999 yes This is a device configuration property used by ALL HDM adapte

Note: The default network port for the controller is “4999.” Ensure this is the
value for the network port.

7. Click the Save button =,
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Chapter 8
Managing Services

Summary

In this chapter we describe the concept of services and how you configure
services in Fusion. This includes how to use the Audio Wizard to quickly
configure various audio components and services.

The system automatically generates some services and others you create
manually. Use the Services tab to configure a service that will tell the device how
the customer wants to control that device. An example of a service is “watch
cable television.”

Services combine devices and rules. It is important to understand that only
services will render in the Clare Controls App for the customer to control devices
in the system.

Content

Services concept...162
Services vs. devices - what renders in the Clare Controls App...162
Understanding control points with services...163
Lighting keypad services...165
Adding a smart icon indicator for a lighting service...166
Creating virtual lighting keypad services...167
Creating climate services...169
Creating security services...172
Creating CCTV services...174
Deleting a service...176
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Services concept

A service is the part of the ClareHome system controls how a device functions in
the user interface. Some services control only one device — for example, the
Camera Viewer Service controls one CCTV camera. Other services control
multiple devices — for example, the Entertainment Service may control the
functions of a TV, IR remote, and Blu-ray player, while the Distributed Audio
Service may control receivers, multi-room audio devices, and streaming audio
services.

Services vs. devices - what renders in the Clare Controls
App

You (the dealer and integrator) can only see devices that you assign to the areas
within Fusion. (Devices do not appear on the customer’s mobile device.) The
purpose of seeing devices in these areas is to help you to keep a physical
inventory of devices for a particular project. If you do not assign your devices to
areas, the system will place them in the Unassigned Devices area.

Note: To maintain inventory, it is good practice to assign devices to the areas
(rooms) in they are physically located.

Figure 29: Devices as they appear in Fusion

% projects | [B Drivers ﬁﬁ =8
S Ve @

=] Devices Mode

O 2nd Floor Hallway
[ Dining Room
ILJ Entry
& DSC Security Zone
O Family Room
#f@ Fireplace - Cozy Living Room
o [T
O Guest Suite
O Kitchen
% Kitchen TV
O Living Room
&y DSC Security Zone
[ master Suite
O Outdoor
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In the Areas tab, you can toggle the Show Services and Show Devices
button |# to see the services that were created and assigned to areas and rooms
in the home.

Figure 30: Services as they appear in Fusion

{3 Projects | ] Areas =8
Sleasl b

(&) services Mode

L)l Dining Room

Ll Family Room

Ll Foyer
@ Camera - Front Door
* Foyer Lights
%y Foyer Lights Keypad
%y Qutdoor Flood Lights

& security
B z-wave Front Door Lock

Ll Garage

Ll Kitchen

)l Living Room

Ll Master Bedroom

Ll Unassigned Services

Understanding control points with services

The control points in a service let you define the capabilities of that service.
Control points are derived from the device template and display the function
groups that can be applied to an individual device — for example, a binary switch.

When creating services, the system indicates required control points for a
particular service by marking them with a red asterisk (*), as shown in the figure
below. Also, the system will display error messages in red on the bottom of the
screen. The system will not advance to the next screen until you resolve all the
errors.

To display control points:

1. Double-click on the service you would like to configure — for example, Front
Door Camera.

The system displays the device you requested on the bottom right portion of
the screen.
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=] Devices Services | B8 Scenes | [ Rules

|tyue filter text

» @ Climate

+ [E Entertainment IP Devices

» [E Entertainment RS-232 Devices
+ @ Fireplace

» [*i Lighting

» @ Music
+ (& Security

Name Definition Areas App Module
L@ ccv

@4 Camera - Back Door Camera Viewer Service v1.0.1 Garage ccTv

@4 Camera - Front Door Camera Viewer Service v1.0.1 ccrv

Pt o o Gamers v sevee 01 o v

4] [T

| [v

@4 Camera - Pool

Name: [Front Door Camera

Start Sequence: Not Available
Stop Sequence: Not Available

Notes: I Area:

2. Click the Edit Service Instance button

on the toolbar.

[ New Service Instance X

Name: IFrnnt Door Camera ] Area: Foyer

Notes:

Service Definition:

[type fitter text

@4 Camera Viewer Service v1.0.0

.

£ Contact Closure Service (Momentary Open-Close-Stop Service) v1.0.0
£ Contact Closure Service (Momentary Open-Close-Stop With Feedback) v1.0.0
2% Contact Closure Service (Momentary with Feedback) v1.0.0

£ Contact Closure Service (Momentary) v1.0.0

£ Contact Closure Service (Toggle with Feedback) v1.0.0

% Contact Closure Service (Teggle) v1.0.0

{Ty Distributed Audio Service v1.0.0

m Distributed Audio Service v2.0.0

{Jy Distributed Audio Service v2.0.1

£ Door Entry Service v1.0.0

& Door Lock Service v1.0.0

£ Entertainment Service v1.0.0

@ Fireplace Service v1.0.0

2% Garage Service v1.0.0

1] £ 100

App Module: [cCTV

3. Select the service definition, and then click Next.
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E New Service Instance X
Service m

Compatible (@) Selected (1) All Req.+ Control Point Device Use
Image Provider Camera - Front Door ]

*
e [ S

(EJ Equipment Room
O Foyer
il 1] Camera - Front Door

L) Living Room

O master Bedroom
O Lanai

|LJ Family Room

O unassigned Devices

<Back Cancel Finish

4. In the right pane, click the device, and then in the left pane, click the Use
check boxes for each control point needed.

Lighting keypad services

After you import the lighting file into a project, the system automatically creates
the lighting keypad services. The lighting file may have automatically generated
areas for the project. However, if you created your own areas, you can assign the
services to your custom areas using the drag-and-drop feature.

This section provides instructions for creating virtual keypads and for configuring
lighting summaries.

To view a lighting keypad service:

1. From the project, import the lighting file.

2. Click on the Services tab to view all the lighting keypad services the system
automatically created. If any climate devices (HVAC) were included in the
lighting file, then the system automatically created those services as well.
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w B scenes [ Rules =8
®O0T
Name Definition Areas App Mcdule
[ TReenY
k3 Climate
[8 Entertainment Custom
I
@ Dining Room Lighting Keypad Service v2.0.0 Dining Room Lighting
QI Jane's Keypad Lighting Keypad Service ¥2.0.0 Jane's Room Lighting
B Joey's Room KP Lighting Keypad Service v2.0.0 Joey's Room Lighting
QI Kitchen Sink Lighting Keypad Service ¥2.0.0 Kitchen Lighting
B Master Bath KP Lighting Keypad Service v2.0.0 Master Bath Lighting
QI Master Bed Lighting Keypad Service ¥2.0.0 Master Bedroom Lighting
@ Media Room Lighting Keypad Service v2.0.0 Media Room Lighting
(B Rack Tester Lighting Keypad Service v2.0.0 Equipment Room Lighting
B Music
3 Pool
& security
[l [ 3

Adding a smart icon indicator for a lighting service

When configuring a customer’s lighting, consider adding a smart icon indicator to
your project. A smart icon displays on the customer’s mobile device and indicates
the status (on or off) of a light in a particular area. You can choose any light to be
your smart icon; however, a button on your lighting keypad must control the light
you choose. Once deployed, the smart icon turns green to indicate when the

light on and turns gray to indicate the light is off.

Note: If you have more than one light controlled by a button on your keypad, you
may want to have your lighting designer create a master button that detects a
load change on any lighting circuit in the room. Assign the master button to be
the smart icon indicator so that any light turned on from the keypad will illuminate

the smart icon on the customer’s mobile device.

To add a smart icon indicator:

1. On the Services tab, double-click the keypad service you want.

Fusion displays the Service Info tab for that service.

Service Info

Name: |Dining Room
Start Sequence: Not Available

Stop Sequence: Mot Available

Motes:

2. Click the Edit Service Instance button E to display the Service Instance

dialog.
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Service m
(® compatible (O Selected (8) () Al Req.2Contrpl Boint Device L
button 5 Dine d=
button 6 Dining Room OFf =
[ 1ane's Reom button 7 Lower a
[0 1eey's Reom button 8 Raise =
[0 «itehen button g |
[]3 master Bath Feedback 1 Chandelier ¥
[0 Media Room Feedback 10 3
[0 equipment Room Feedback 11 a
[0 Foyer Feedback 12 4
[]3 pining Room Feedback 13 .
[[]E Dining Room Feedback 14 n
\"_l Feedback 15 -
[#][=J Dine Feedback 16 m
&1 Dining Room Off Feedback 2 Recess J
&1 Entertain Feedback 3 wall Wash .
[]=] Lower Feedback 4 Entertain :|=
=) Raise Feedback 5 Dine J
=] Recess Feedback & Dining Room Off ]
=] Wall Wash Feedback 7 n
[0 Master Bedrocm Feedback & -
DD Unassigned Devices Feedback 9 :|
[]@8 Lutron - Foyer Light -'cr andelier hé !
) 56l
< | Chandetler MU

Dine
Dining Room Off
Entertain -

In the right pane, scroll down to display the Smart Icon Indicator control point.

Click inside the Device field for the Smart Icon Indicator to display the drop-
down list, and then select the button you want to trigger the smart icon.

5. Click Finish.

Creating virtual lighting keypad services

Note: When using the Lighting service, you can create up to sixteen buttons on a
virtual keypad that will be available in the Clare Controls App. The buttons you
assign to the virtual keypad can be any combination of buttons from any keypad
configured in your system. Follow the instructions below to create a virtual
lighting keypad for your customer.

To create a lighting service and make it available in the Clare Controls App:

1. Click the Services tab, and then click the New Service Instance button @ to
display the New Service Instance dialog.
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 New Service Instance X
[ Service I
Name: |Overa|l Keypad | Room: -

Control lights en and off in the rooms listed.
Notes:

Service Definition:

type filter text

3

Lighting Summary Service v1.0.0

J
J

« Pool and Spa Service v1.0.0

Music Overview Service v1.0.0

Play Audic Service v1.0.0

@ Pool and Spa Service v1.0.1
ﬁ Screens Keypad Service v1.0.0
a Shades Keypad Service v2.0.0
k3 Thermostat Service v1.0.0

[ Thermostat Service v2.0.0

ﬁ Water Valve Service v1.0.0

& water valve Service v1.0.1

[ Weather Service v1.0.0

App Module: |Lighting |

[ | [Next> | | cancel] | |

2. In the Name field, enter an appropriate name for the keypad.
3. In the Notes field, enter any additional information about your virtual keypad.
4. In the Service Definition area, select Lighting Keypad Service.

5. Click Next to display the devices.

7:? New Service Instance X
(®) Compatible () Selected (12 () All Reg. Control Point Device Use
| | * button 1 Dining Room On [w]=
type
button 2 Dining Room Off O
)0 unassigned Devices button 3 Family Room On O

«["1@ controlier button 4 Family Reom Off
Dining Room button 5 Foyer On

5/ Family Room butten 6 Foyer Off

Foyer button 7 Kitchen On
Kitchen button 8 Kitchen Off

4

Feedback 7 Kitchen On

|:|.

O

O

O

O

Living Room button 9 Living Rosm On O
Master Bedroom button 10 Living Room Off O
| Goodnight button 11 Master Bedroom On O
- Lower ) button 12 Master Bedroom OF =0
Master Bedroom button 13 [ Kitchen off -0
Master Bedrcom On button 14 Kitchen On O
Morning button 15 Living Room OFf 0O
Raise button 16 Living Room On 5 |
Reading Feedback 1 Master Bedroom Off 3]
Feedback 2 Dining Room OfF ]

Feedback 3 Family Room On 1

Feedback 4 Family Room Off O

Feedback 5 Foyer On O

Feedback 6 Foyer Off ]

O

[

| [cancel| [Finish |
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6. On the left side of the dialog, expand each keypad and select the buttons you
want to include in your virtual keypad.

The buttons you select will appear in the drop-down lists for each button and
feedback on the right side of the dialog.

7. On the right side of the dialog, click in the line containing the button you want
to define to display the drop-down arrow.

8. Click the arrow and choose a virtual button from the drop-down list.

The buttons that appear in this drop-down list are the buttons you selected
earlier on the left side of the dialog.

9. Repeat steps 7 and 8 for each button you want to define.

10.If you would like to add a smart icon, scroll down to display the Smart Icon
Indicator control point, click the Device field to display the drop-down list, and
then select the button you want to trigger the smart icon.

11.Click Finish.

You can now assign the virtual keypad to the customer’s mobile device. See
“Managing spaces” on page 199.

Creating climate services

This section provides instructions for creating climate services.

Note: This service configuration section is only applicable if your climate (HVAC)
configuration did not import with the lighting file — for example, a Lutron lighting
file. If the HVAC did import with the lighting file, then the system automatically
created any necessary climate services.

To create a climate service:

1. Open the configuration editor for your climate HVAC device.
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(= Devices | [ Services &F Scenes | [ Rules =g

|type filter text |

Mame Definition Areas App Module

» @ CCTV -
4 | Climate

» & Entertainment

+ & Fireplace

» [* Lighting
» & Music

i =]
%'ﬁ seeunty [ D

76

Name: |Living Room Thermostat

Start Sequence: Not Available
Stop Sequence: Not Available

Notes: “

2. Click the Services tab, and then click on the Edit Service Instance button &

52 Edit Service Instance X
m Devices

Name: [Living Room Thermostat | Room: |Living Room >

Notes:

Service Definition:

|type filter text

55 screens Keypad Service v1.0.0 [=]
3 Shades Keypad Service v2.0.0

ot s 100

Thermostat Service v2.0.0

& water valve Service v1.0.0

& water Valve Service v1.0.1

Weather Service v1.0.0 -
Z-Wave Thermostat Service v1.0.0

-

App Module: [Climate ]

| | | Next>| | cancel| |Finish |

In the Name field, rename the service, as appropriate,
In the Notes field, enter any additional notes for this service.
Click Next.

Note: The system automatically selects the control points to include for the
climate service.
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¥ Edit Service Instance X
service e
®) Compatible Selected (1) Al |Req.~ Control Peint Device Use
¥* Heat/Cool set points Living Room Temp
* Operating mode Living Room Temp
(E) Equipment Room * Temperature meter Living Room Temp
UJ Foyer Fan Mode Living Room Temp

U Living Room

o u Living Room Temp
|LJ Master Bedroom

I Lanai

|LJ Family Room

|LJ Unassigned Devices

<Back Cancel Finish

6. On the left side of the dialog, expand area containing the climate control, and
then select it.

The control you select will appear in the drop-down lists on the right side of
the dialog.

7. On the right side of the dialog, click in the line for the control point, and then
select the control from the drop-down list.

8. Repeat step 7 for each required control point.
9. Click Finish.

10.Review the information and ensure the climate service is correctly configured.
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Figure 31: Review service information

[ Devices | (& Services | B Scenes [l Rules =8
BT

[ type fiter text |

Name Definition Areas App Module -
» @ cCTv

4 [ Climate
+ [E Entertainment
+ #4 Fireplace
+ [ Lighting

+ i Music

» Security E\
4 il

Name: [Living Roem Thermostat l
Start Sequence: Not Available

Stop Sequence: Not Available

- |

Definition: Thermostat Service v1.0.0
UID: 664c05fa-22f6-4e81-cdb6-d16681606d47
Control Points

Control Point « Description Function Device

Fan Mode This is the fan mode switch Switch Bedroom Temp
Heat/Cool set points This is the setpoint actuator Heat Cool Temperature Actuator Bedroom Temp
Operating mode This is the Heat/Cool/Auto operating Mode s1 Multi Level Switch Bedroom Temp
Temperature meter This current temperature meter Meter

Bedroom Temp

Creating security services

This section provides instructions for creating security services.

To create a security service:

1. Open the configuration editor for your security device.

(=] Devices B scenes [ Rules

[type fiter text |

Name Definition Areas
+ B Entertainment

App Module
+ &4 Fireplace

+ i* Lighting

+ 4 Music

« (@ Security

3
4] il -

B Security &8

Name: [Securitv l

Start Sequence: Not Available
Stop Sequence: Not Available

- |
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2. Click the Services tab, and then click on the Edit Service Instance button E to
display the Edit Service Instance dialog.

[ Edit Service Instance x
B2 vevices

Name: |Security Roem: |Foyer -

Notes:

Service Definition:

% Gate Service v1.0.0 =
PP rvsonprton Sarve 1.0
& Intrusion Service v1.0.0

B Lighting Keypad Service v1.0.0
B Lighting Keypad Service v2.0.0
&% Lighting Summary Service v1.0.0
4" Music Overview Service v1.0.0

J Play Audio Service v1.0.0

@ Pool and Spa Service v1.0.0
@ Pool and Spa Service v1.0.1
ﬁ Screens Keypad Service v1.0.0
8 Shades Keypad Service v2.0.0

App Module: [Security

Next> Cancel | | Finish

In the Name field, rename the service, as appropriate,
In the Notes field, enter any additional notes for this service.
Click Next.

Note: The system automatically selects the control points to include for the
climate service.

[ Edit Service Instance x

Service m
®) Compatible () Selected (8) () All Req.+ Control Point Device Lse
* Intrusion Partition GE Security Partition -
— Zone 02-Family Room i
O Family Room Zone 04 - Living Room
ILJ Foyer Zone 01-Bedroom
& Main House Security Zone 07 - Garage
7|8 GE Security Partition Zone 05 - Bonus Room
/|8 01-Bedroom Zone 06 - Library
| (& 02-Family Room Zone 03 - Wine Locker
V(@ 03 - Wine Locker Zone
| & 04 - Living Room Zone
1@ 05 - Bonus Room Zone
V(@ 06 - Library Zone
7‘/ (& 07 - Garage r—
O Living Room Zone
O Master Bedroom Zone
Zone
Zone 3
Fl I 4
<Back Cancel Finish

6. On the left side of the dialog, expand the area containing security, and then
select it.
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The control you select will appear in the drop-down lists on the right side of
the dialog.

7. On the right side of the dialog, click in the line for security, and then select the
control from the drop-down list.

8. Repeat step 7 for each required control point.
9. Click Finish.

10.Review the information and ensure security is correctly configured.

Figure 32: Review service information

b‘:ﬁ

Service Info B s
Name: |Security

Start Sequence: Not Available

Stop Sequence: Not Available

Notes:

Definition: Intrusion Partition Service v1.1.0
UID: 4e3ad59e-94e7-482f-b0bb-bd65ef11ad59

Control Points

Control Point Description Function Device

Intrusion Partition This is the Intrusion Partition Intrusion Partition GE Security Partition
Zone A zone In the partition. Intrusion Zone 01-Bedroom

Zone A zone in the partition. Intrusion Zone 02-Family Room
Zone A zone in the partition. Intrusion Zone 03 - Wine Locker
Zone A zone In the partition. Intrusion Zone 04 - Living Room
Zone A zone in the partition. Intrusion Zone 05 - Bonus Room
Zone A zone in the partition. Intrusion Zone 07 - Garage

Zone A zone In the partition. Intrusion Zone 06 - Library

Creating CCTV services

This section provides instructions for creating CCTV Services.

Note: ClareHome and Fusion do not support USB cameras.

To create a CCTV service:

1. Open the configuration editor for your CCTV device.
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=] Devices @ Services B Scenes @ Rules =0

—m

‘[,-pe filter text ‘

Name Definition Areas App Module

4 @d CCTV
@4 Camera - Back Door Camera Viewer Service v1.0.1 Kitchen

—
@4 Camera - Pool Camera Viewer Service v1.0.1 Backyard

» i Climate

» [F Entertainment Custom

» i Lighting

» 8 Music

» B3 Pool

» ﬂ Security

1 [ 3

Name: |Camera - Front Door ‘

Start Sequence: Not Available

Stop Sequence: Mot Available

MNotes:

2. From the Services tab, click on the New Service Instance button E to display
the Create Service Instance dialog.

Mame: |Camera = Front Door Room: |Foyer =

Motes:

Service Definition:

|'.s"DE filter text

@4 Camera Viewer Service v1.0.0 =

[°T] Camera Viewer Service v1.0.1

:E Contact Closure Service (Momentary Open-Close-Stop Service) v1.0.0
'E Contact Closure Service (Momentary Open-Close-Stop With Feedback) v1.0.0

% Contact Closure Service (Momentary with Feedback) v1.0.0

2% Contact Closure Service (Momentary) v1.0.0
£% Contact Closure Service (Toggle with Feedback) v1.0.0
2% Contact Closure Service (Toggle) v1.0.0

{Jy Distributed Audic Service v1.0.0

{Jy Distributed Audic Service v2.0.0

{Jy Distributed Audio Service v2.0.1

2% Door Entry Service v1.0.0

& Door Lock Service v1.0.0

ﬂ Entertainment Service v1.0.0

$@ Fireplace Service v1.0.0

2f Garage Service v1.0.0

inn -

App Module: [ceTv |

[ | [Next>| [cancel| [Finish |

3. In the Name field, enter a name for the service, if you have not already
named it.

In the Notes field, enter any additional notes for the service.

In the Service Definition area, ensure that the correct service definition is
selected for your device, and then click Next.

6. In the Devices screen, the service automatically selected the correct control
points for that service.
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Service m
@) Compatible (;) Selected (1) (;) All Req. ~ Control Point Device Use
#* Image Provider Camera - Front Door
. o roser [ -
O smesroan T —
[0 oey's Room
13 «itchen

10 Measter Bath
[ Media Room
[0 equipment Room
13 Fover
N Camers - ron oo
[ pining Room
[0 master Bedroom

4 Il »

<Back Cancel Finish

7. In the left pane, expand the tree and click the appropriate service (e.g.,

Camera - Front Door).

8. In the right pane, click in the Image Provider control point Device field, and
then select the device from the drop-down list.

9. Repeat this process for the Video Provider field.

10.Click Finish.

The first CCTV service has been created.

11.Click the Show Advanced Fields button €, and then review the information to
ensure the CCTV service is correctly configured.

Deleting a service

You can delete services, as necessary.

To delete a service:

1. Click the Services tab, and then highlight the service you want to delete.

2. Click on the Delete Service button €.,

Name Definitien
& ccrv
i3 Climate
[ Entertainment Custom
% watch Apple TV Entertainment Service v1.0.0
il Lighting
¥ Music
& Pool
& Security

[=] Devices ﬁScer‘es @RL\ES =g
szr| _E

Watch Blu Ray Entertainment Service v1.0.0 Entertainment Custom

Areas App Module

Master Bedroom Entertainment Custom
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Managing Scenes and
Rules

Summary

This section explains the events and conditions and the actions and commands
in the system and how they relate when you create scenes and rules.

e Scenes are a collection of rules.

e Rules define individual actions and commands within a scene and the event
and condition in which a scene will occur.

A rule links an event and condition to an action or command. The rule identifies
events affecting its conditions. When such an event occurs, the rule executes the
command.

Content

Understanding events and actions in the system...178
Creating and managing scenes...179
Creating and managing rules...182
Common sample scenes and rules...186
Sample Goodnight scene...186
Sample Goodnight rule...187
Sample Entertain scene...188
Sample Entertain rule...189
Configuring notifications using scenes and rules...190
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Understanding events and actions in the
system

All event types in the system (Ul event, time of day event, weekly recurring
event, remote control condition, etc.) are conditions that can trigger associated
actions and commands.

A command is an executable, pre-defined action that has a type and ID. Scenes
and rules in the system (configured in Fusion) associate specific actions and
commands along with those events.

You can configure scenes and rules in Fusion based on specific events and
conditions and the needs of your customer. Events can come from multiple
trigger points. The following can be events that trigger actions in the ClareHome
system.

» Ul event in the Clare Controls App
+ Key press on a security keypad
» Scheduled event for a certain time of the day/week/month

In the diagram in Figure 33, we can see one trigger is arming the security system
via the physical keypad, which tells ClareHome the security system is armed and
renders this in the Clare Controls App.

We also show the opposite trigger in which the customer arms the security
system from the Clare Controls App. This arms the security system and renders
on the physical keypad as armed.
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Figure 33: Events/conditions trigger actions and commands diagram
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Creating and managing scenes

Before a scene can become active, you must create a rule for it. Scenes will not
operate without rules.

Note: During device configuration, you may have assigned devices to logical
locations on the Areas tab. These devices will not render in the Clare Controls
App. Only services render in the Clare Controls App, but are available for use
when creating scenes.

To create a scene:

1. Click the Scenes tab, and then click the New Scene button &.
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2.
3.

&5 Arrive Home &3 =8

Scene Info |

Scene Name: |Arrive Home

Action Type: Invoke Device Operation ~ | o0 Add Action

=l Invokes Action "pressShort" Delay Before Execute (sec): | p.po - Q
operation on "Front Entry" device.

Device: Smith Home, Entertainment, Family Room - Lutron RadioRA2 Family Room Keypad, Fi

Function: | Action >

Operation: | Press Short () -

In the Scene Name field, enter a name for the scene and any tags.

In the Action Type field, select on the following options from the drop-down
list.

Device-Related Action

» Set Device Property - This is setting a property that is directly setting a
variable (an example is Discreet Value Volume = 80%).

* Invoke Device Operation - This invokes Device Class Obijects (function
groups from a device’s template).

Zone/Area-Related Actions

» Set Property to Area Devices - This is all properties within a particular
area.

* Invoke Operation on Area Devices: This causes the operation to occur on
all devices within a selected Area(s). You may select one or more Areas
for this Action Type.

Notification Commands
» Dispatch Notification Event - This action type is for Notifications.

* Send Notification - This action will send a Noaotification to devices
configured in the Notification Rules tab.

« Scene - This action type plays out a Scene as configured in your
associated Rule.

4. To the right of the Action Type field, click Add Action ©..

5. From the Add Action properties, select a Device or drag-and-drop a device

180

from the Areas pane.

Devices in the Areas pane only appear in Fusion (such as for the purpose of
creating Scenes) and DO NOT render in the Clare Controls App.
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6. From the Function drop-down list, select a function for the device action.

The Function options vary depending on the Action Type you select. For
example, if you select the Send Device Property action type, and the device is
a keypad, then the function options include Pulse Short or Pulse Long.

7. Select an operation for the device action. Choose from the following options:
* Press: This operation is a long press and hold.

» Pulse Short: This operation selects and enables a scene. This is similar to
pressing a keypad button and immediately releasing it.

* Pulse Long: This operation is an extended press for devices such as
screens or shades. This operation is released by adding the release
operation to the scene (refer to the bullet point below describing the
release operation).

* Release: This is the release from the pulse long operation.

8. Select how long (in seconds) you want the scene to delay, if any, before it
executes in the Delay Before Execute (sec): field.

9. Click the Save button [=..

After creating/saving your scene, you can create a rule directly from that scene
(automatically linked to that scene) by clicking the Create Rule button &,
Continue with the following section to learn about Rules.
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Creating and managing rules

Create rules that associate specific actions and commands for events.
To create a rule:

1. Click on the Rules tab, and then click the New Rule button &.

= Devices | [E Services | B Scenes | [ Rules =8

—W
[& - |

Mame Type Used Valid
B Arrive Home Scene no
B Arrive Home i =8

Name: |Arrive Home | Enabled
Event Part
Event Type: |UI Event T

UI Condition: 36e7eBc3-a74c-461b-a3c5-e9a5030cB32b

Action Part

Action Type: | Scene

4

Action: | Arrive Home hd

m
=
=

Interrupt behavior: | Continue with next commanc -

L T P

N

. In the Name field, enter a name for the rule — for example, “Arrive Home.”

w

In the Event Type field, select an event type from the dropdown list. See
“‘Event Types” below.

4. From the Action Part section of the Rule Info, select the action type from the
drop-down list. The action type is the same setting as the associated scene
action type.

5. Select the action from the drop-down list. The action options are completely
dependent for the chosen action type. (Refer to step above for the action

type.)
6. Click the Save [= button.

7. Test the rule by deploying the project and clicking on the Test Rule button [,
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Event Types

Device Property Value Event: This is the value of the device property.

Logic Event: Logic events are based on a combined set of logical
circumstances that you build for the customer in the configuration. The
following example describes a logic event: “If my refrigerator breaks AND my
dishwasher breaks AND | am at work OR | am on vacation, THEN send me
an SMS” (mobile text message).

Remote Control Condition: The remote control condition extracts the trigger
codes from the URC Complete Control remote programming software. You
would have already programmed your RF remote prior to using this event
type in arule.

Status Event: This is based on the status of a device. The following example
describes a status event: “If my Crestron lights report DISCONNECT, THEN |
want to receive an email about this event.” In this example, the customer will
receive this an email notification.

Ul Event: This event is based on customer input selection in the Clare
Controls App. If the customer selects a scene from the Clare Controls App,
the associated event will occur. A Ul event is usually associated with the
following device operations: Press, Pulse Short, Pulse Long and Release (for
a description of device operations, see previous page).

Timer Event: This event is based on the date, day of week, time, and
continues to run forever, stop at a specified date and time, or activate a fixed
number of times.

Timer Events

Create rules to trigger events based on the date and time.

Run once - Activates only once, at a specified time and date.

[ =Rule_2 3 =B
Rule Info = kd

Name: |Timer Event +| Enabled

Event Part

Event Type: |Timer Event —

Run once =

at 4| 18] 12]PMm  ~| on [1/7/2014 ] GMT

Run everyday - Activates everyday at a specified time. The time may
continue to run forever, stop at a specified time and date, or activate a fixed
number of times.
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i =

MName: |ﬂmer Event

| [v]Enabled
Event Part
Event Type: Timer Event —
Run |every day
at |E|:|E|:|E| PM - GMT

until | forever

-

¢ Run at a fixed time on certain days of the week - Activates on select days
of the week at the specified time. The timer may continue to run forever, stop
at a specified date and time, or activate a fixed number of times.
im =0
Name: [Timer Event | [#]Enabled
Event Part
Event Type: Timer Event ot
Run | at fixed time on certain days of the week -
Sunday: [ ] Monday: Tuesday: Wednesday: Thursday: Friday: Saturday: [ |
at [ 4]i20][4z2]Pm + Gmr
until | forever -
[ ]

Run at a fixed time before/after sunrise/sunset on certain days of the
week - Activates on select days of the week at a fixed offset before or after

sunrise or sunset. The timer may continue to run forever, stop at a specified
time and date, or activate for a fixed number of times.

T

Name: |ﬂmer Event

| [¥]Enabled
Event Part
Event Type: Timer Event
Run | at a fixed time beforefafter sunrise/sunset on certain days of the week -~
at |E| |§| |E| Before « | |Sunrise ¥

Current Location: Sarasota, FL, USA| Change Location |

Sunday: [ | Monday: Tuesday: Wednesday: Thursday: Friday: Saturday: [ |
until |a fixed number of events v

stopping after 1 -

events

¢ Run every fixed period of time - Activates at every fixed time interval. The
timer may continue to run forever, stop at a specified time and date, or
activate for a fixed number of times.
184
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b
Rule Info ok

Name: |Timer Event
Event Part

Event Type: Timer Event

Run  every fixed period of time
every 1|: 00/ o0

until  forever =

Change Location

Enabled

All timers are based on the location and time zone set for your project. If you
have not set a location and time zone for your project, the timers default to GMT.

To set a location and time zone:

1. Go to the Location tab (Configure > Location), and then enter the address and

time zone for your project.

If prompted, click the Change Location button, and then in the Location
dialog, enter the address and time zone.

Note: You will only be prompted to set a location if you choose “Run at a
fixed time before/after sunrise/sunset on certain days of the week.”

€ Location X
(ML=
(7] Address: |Sarasota, FL, USA o
(2) Available Locations:
@ Latitude: |27.3364347
@ Longitude: |-82.53065269999599
@ Time Zone: |America/Mew_York -
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Common sample scenes and rules

This section provides common samples of Scenes and Rules. Some of these
may be helpful to you in determining what Scenes/Rules may be necessary for a
project.

Sample Goodnight scene

A Goodnight scene may use the following settings. Our example is a Ul scene in
which the customer must touch the Scene button in the Clare Controls App to
activate the scene. However, you may also configure this scene on a schedule or
based on some other parameter, as appropriate.

e Scene name - Goodnight
e First action type - invoke device operation
o Device - lighting off button
o Function - action
o Operation - pulse short
e Second action type - invoke device operation
o Device - multi-room audio speakers
o Function - audio destination

o Operation - disconnect audio source
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Figure 34: Sample Goodnight scene

= Devices | [E) Services | B Scenes | [ Rules =8

|I_v|::: filter text |
Mame Type Used Valid
ﬁ Entertainment OFF Scene yes - click to view

B start "Family Room Apple TV" Scene

— -

Scene Name: |Good Night |

Action Type: |Dispatch Notification Event - | 4k Add Action
Invokes Action "pressShort” Delay Before Execute (sec): | 5.00 = |,i, (=]
oneration on "Room Off" device. —
Invokes Binary Switch Delay Before Execute (sec): | 5.00 = |4!n i, e
"turnOff" nneratinn on "Familv —
= Invokes Binary Switch "turnOff* Delay Before Execute (sec): | 5.00 = |A!m (=]

operation on "Family Room
Television" device.

Device: Training Pod 1, Entertainment, Family Room - Samsung All Models Family Room TV

Function: |Switch -

Operation: | Turn Off () -

Sample Goodnight rule

A Goodnight rule may use the following settings. As stated before, this sample
Goodnight scene and rule is triggered by a Ul event, that is, the customer must
select this event from the Clare Controls App.

You may choose to trigger such a scene by a remote control condition or based
on a schedule. Our rule is connected to the Goodnight scene, as you can see in
the settings below.

¢ Rule Name - Goodnight
e Event Type - Ul Event
e Action Type - Scene

e Action - Goodnight

e Interrupt behavior - continue with next command

Fusion Configuration Tool Administrator Guide 187



Chapter 9: Managing Scenes and Rules

Sample Entertain scene
This section describes settings for a sample Entertain Scene.

e Scene Name - Entertain

First Action Type - Invoke Device Operation
o Device - Lighting keypad (Entertain)
o Function - Action

o Operation - Pulse short

Second Action Type - Invoke Device Operation
o Device - Squeezebox Player
o Function - Playback

o Operation - Play

Third Action Type - Invoke Device Operation
o Device - multi-room audio Speakers
o Function - Audio Destination

o Operation - Connect Audio Source
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Figure 35: Sample Entertain scene

| E=l Devices | [ Services | B Scenes Rules =0

|'.'\‘|_.‘-';" filter text |

Name Type Used Valid B
&5 Good Night Scene yes - click to view =]
& start "Family Room Apple TV" Scene no =

Scene Name: |Entertainment OFF |

Action Type: |Dispatch Notification Event ~ | 4 Add Action
# Invokes Binary Switch Delay Before Execute (sec): | 0.00 A | 38
"turnOff" aneration on "Familv —_———
# Invokes Binary Switch Delay Before Execute (sec): |[]_gr_| & |4|s 38
"turnOff" oneration on i
= Invekes Binary Switch Delay Before Execute (sec): | 0.00 A | 4+ S

"turnOff" operation on "Family
Room TV" device.

Device: Training Pod 1, Entertainment, Family Room - Samsung All Models Family Room TV
Function: =.§u—.'i.tch >

Operation: | Turn Off () [~ |

Sample Entertain rule

This section describes settings for a sample Entertain rule.
¢ Rule Name - Entertain

e Event Type - Ul Event

e Action Type - Scene

e Action - Entertain

¢ Interrupt behavior - continue with next command

Fusion Configuration Tool Administrator Guide 189



Chapter 9: Managing Scenes and Rules

Figure 36: Sample Entertain rule

(=] Devices | [@ Services Scenes | [ Rules =g

Mame Type Valid
™ Blu-Ray On Rule -

W Entertainment OFF _ =

™ Good Night Rule

B8 Entertainment OFF =8

Name: |Entertainment OFF | [+] Enabled
Event Part
Event Type: |Remote Control Condition =

Device: Training Pod 1, Entertainment, Family Room - URC MX-880 Family Room Rerr

Device Type: |0 = |
Key Code: |20 =
Action Part
Action Type: |Scene T
Action: |Entertainment OFF ~ | Edit

Interrupt behavior: | Continue with next commant ~

Properties TE=1E
4 i 3

Configuring notifications using scenes and rules

You must configure a scene and a rule to send email or SMS notifications to a
customer.

Configure notification scene

You must create a scene for your push notification or email notification. Earlier in
this chapter, we covered scenes and rules on a basic level. This section
describes how to create a scene specifically for push and email notifications.

To create a scene for push and email notifications:

1. Click the Rules Management tab.

2. Click the Scenes tab, and then select the New Scene button @

3. In the Scene Name field, enter the scene name and any tags.
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4. In the Action Type field, select Set Device Property from the drop-down list.
5. To the right of the Action Type field, click on the Add Action button [© .,

6. Follow the appropriate instructions below based on whether you are
configuring an SMS notification or an email notification.

SMS notification:

a. Open the Send Notification (Provider: Wireless): Security action type
section.

b. In the Provider PID field, select Wireless from the drop-down list.
c. In the Recipients section, click the Add Recipients button [&.,

d. Enter the phone number for the person(s) receiving SMS notifications.
Include the Country code when entering phone numbers.

e. In the Priority and Severity fields, set the levels as appropriate for the
notification. (This step is optional.)

f. In the Subject field, enter an appropriate subject title.

g. Inthe Text field, enter the body of the SMS message.
This body text should be brief and explanatory.

h. Click the Save button .

Figure 37: Configure wireless notification scene

Scene Name: |Security Armed |

Action Type: Send Notification - | dp Add Action
= Send Notification (Provider: Wireless): Security Delay Before Execute (sec): |0.00 . |e
Provider PID: |Wireless - 2
Recipients 6 e
19415554760
Priority: High ~

Severity: Medium -

Subsystem: | |

Subject: |Security |

[3) Text:

Security system is armed! ‘
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Email notification:
a. Open the Send Notification (Provider: Mail): Security action type section.
. In the Provider PID field, select Mail from the drop-down list.

b

c. In the Recipients section, click on the Add Recipients button [©.

d. Enter the email address for the person(s) receiving email notifications.
e

. In the Priority and Severity fields, set levels as appropriate for the
notification. (This step is optional.)

—h

In the Subject field, enter an appropriate subject title.
g. Inthe Text field, enter the body of the email message.

The email body text should be brief and explanatory.
h. Click the Save button [=l.

Figure 38: Configure email notification scene

Scene Name: |Security Armed - email notification |

Action Type: Send Notification ~ | dp Add Action
= Send Notification (Provider: Mail): Security Delay Before Execute (sec): |0.00 . |e
Provider PID: Mail — 3
Recipients 6 e
Priority: |Mormal M

Severity: Medium -

Subsystem: | |

Subject: |Security |
[3) Text:

Security system is armed! ‘

Configure a push notification rule

You must have a rule associated with your notification scene. Earlier in this
chapter, we covered rules and scenes on a basic level.

This section describes how to create a rule specifically for SMS and email
notifications.

The following shows an example of a notification rule. In this example we notify
the customer when their security system is armed.
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To create a push notification rule:

1.

2.
3.
4

7.
8.

Click Rules tab.
Click the New Rule button @/,
In the Name field, enter a name for the rule and any tags.

In the Event Type field, select Device Property Value Event from the drop-
down list.

In the Function field, select the function associated with the event type from
the drop-down list.

In the Action Type field, select Scene from the drop-down list.
In Action field, select Security Armed from the drop-down list.
Click the Save button ..

After creating your rule, you can test the scene.

Figure 39: Configure notification rule

B security Armed i W— =0
Rule Info kd
P ]
Name: |Security Armed - push notification | Enabled
Event Part
Event Type: |Device Property Value Event =

Device: Foyer - GE NS Series Main House Security

Function: |Network Controller =
Property: |Armed - =
Constraint: |= =

Value: |trye
Action Part
Action Type: | Scene

Action: |Security Armed - | Edit

Interrupt behavior: |Interrupt A

Properties 6 e 3
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Chapter 10
Managing the System

Summary

This chapter provides instructions for managing your system. It teaches you how
to deploy your projects. It also defines your role as a Fusion user and those
support technicians who install and maintain devices in the customer’s home.
Finally, it reviews ClareAssure and how you can use it to monitor the health of
your customer’s devices.
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Deploying projects

When you deploy a project to the gateway, the new configuration renders to the
Clare Controls App within a matter of seconds.

Saving and deploying a project

Be sure you have saved all your configuration changes before deploying your
project. Deploying your project to the gateway sends the updated configuration
information to the customer’s Clare Controls App, which is accessible from all
approved devices.

Follow the instructions below to deploy the current project version to the home
gateway.

Note: If it is necessary to roll back to a previous project version, you can select
the appropriate project version and deploy to the gateway.
To deploy a project:
1. Ensure you are at the project version level.
2. Click the Deploy button % oeeer,
The button is located in the toolbar above the Projects tab.

3. The Success dialog box appears indicating the system will automatically
create a new project version in Fusion.

G Project deployed successfully to the Home Gateway. Operation took 2.35 seconds.

Create a new version: [1 g 11

Ok

4. Click OK.

Note: When you deploy the project to the gateway, the system automatically
creates a new project version. We recommend you create a new project version
when making major changes and always keep a detailed record of project notes
for each version in the Notes section in the Project Properties pane.
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Testing version deployment

After deploying the project to the gateway, you can test the configured devices.
This test tool, within each device’s configuration editor, gives you the ability to
test the system remotely. Your installation technician may be on site while you
test different devices, ensuring each configuration is correct.

Note: You cannot test devices from Fusion until after you deploy the project.
When testing the configured devices, we recommend that you test the devices
from Fusion and also test the devices from the Clare Controls App.

To test a device:

1. In the Devices tab, click the device you want to test to open its configuration
editor.

2. Click the Test tab.

=] Devices @ Services | B Scenes @ Rules =0

Filter: | |[24] Find: |
MName Category Device Type Physic
== GE Security System NXSE Security Keypad
J" Inbox Music, Entertainment De Distributed Audio, Switck
BE Multi Room Audio Music, Entertainment De Distributed Audio. Switch
4 [
4 [ »

Details | Configure

= Device Data a

MName: GE Security System NXBE
Device UID: e5eb0dc5-e7e8-43dc-ac86-1853ffc7a711

Online Status: Online

* Equator Alarm System

Name Value

Armed false

Exitl false

Intrusion Alarm false

Exit2 false

Tamper Alarm false

Activation Time 30

Fire Alarm false

] [ »
| Arm Away With Pin | | Arm Stay With Pin | | Disarm With Pin | | Bypass Zone
| unbypass Zone | | Reset Alarm With Pin |

3. Test the device, as appropriate, and ensure the correct configuration.
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Controlling a selected online device from Fusion

From the Device Management tab, you can control configured devices that have
an online status from Fusion.

Note: To control an online device from Fusion, you must deploy the project after
configuring the device.

To control a selected online device:

1. Click the Device Management tab, and then select the configured device you
want to control.

2. Right-click on the device you want to control, and then select Control
Selected Online Device.

(=] Devices: [ Services | B Scenes | [ Rules =g

Filter: Find:

Name Category Device Type Physic
& Controller Climate, UNKNOWN, Ligt HVAC Controller, UNKNO
@4 Door Camera ccrv Famil
= GE Security System NXSE
J Inbox uted Audio, Switck
B Multi Room Audio buted Audio, Switch
B Outbox uted Audio, Switch
@ Pentair Pool And Spa ontroller Pool
g RC Controller 1 (@) control Selected Online Device ote
g RF Remote Control Living Room ote Livin
! 9 GReffesh 9
g’ RF Remote Control Master Bedroom mote Maste
P Samsunn - TV Fntartainment Nactinati TV I iwvinn

" 1
4 L} »

Exporting a project version as a Zip file

You can export project versions and save them as zip files on your computer.
This may or may not be necessary depending on your organization’s process for
saving configured projects. Follow the instructions in this section to export a
project version.

To export a project version:
1. Ensure that you are at the project version view level.
2. Click the Export Version button & s
The option to save the exported project version appears.

3. Click Save File to save the file to an appropriate location on your computer.
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Clare Controls App application overview

Note: Refer to the Clare Controls App Operator Guide for instructions on using
the Clare Controls App.

Clare Controls App is the user interface of the ClareHome system that runs on a
mobile device (iPhone, iPad, Android), or your customer’s favorite web browser.

e Customers control the customer experience
e Configure schedules for lighting scenes, thermostats, and more

e Configure notifications and alerts via SMS and email for home events of
interest — for example, arm and disarm security system and set the wine
cellar temperature thresholds

e Local or remote, Clare Controls App gives customers complete control

e Multiple residences are supported from one simple to use interface

Managing spaces

You can edit the spaces your customers created on their mobile devices. Where
once you could only view those spaces in Fusion, you can now add to or modify
them. Simply click the project icon you want to edit, and then use the tree view to
display the applications included on all the pages. At any level in the tree, you
can right-click and add or delete a space, page, folder, or service/scene,
depending on the level. Once you click the Upload icon, your customer’s mobile
device updates automatically with the new configuration.

To add spaces, pages, or folders:
1. At the Project level, click the Spaces tab.
2. Click the Refresh button <.

3. Click the mobile device icon, depending on where you want to add
spaces, and then expand the node levels.

4. Click the level where you want to add a node, and then right-click and
choose an add option for that level.

Note: Only the options available for that level are active. All others are
dimmed.
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5. Enter the name of your new node in the dialog box, and then click OK.

6. The newly named space is added to the list.

Managing the System

Maintenance | *Z) Zwave

|ﬁ}ﬂo_]ects: (8 Logout

type filter text
L

B iPad
+ 88 clareHome
2} Page1

ccTv
@4 Camera - Pool

@4 Camera - Front Door

B2 Music
J' Living Reom
Jr Kitchen

cEmn

¢ Master Bed

¢ Dining Room

¢ Media Room

¢ Joey's Room KP

B Master Bedroom Ent

i Climate

3 Bedroom Temp

+ [ Pool

« Pool Controller

. Entertainment

9 Master Bedroom Ent

4 [Bg scene

B Good Morning
Security
& security

aAdd Service/Scene

P Edit
@ Delete

?Move Up

- Move Down
[#/ Expand Nodes
r'::LiC()Hapse Modes

3iRefresh

To add a service or scene:

1. At the page or folder level, click Add Service/Scene to display the Services

dialog.

2. From the Services dialog box, click the Rooms tab or the App Modules tab
if you want to add all the devices for a particular room or for a specific

module.

200

[ @4 CCTV

[]E climate

18 Entertainment
[]Q Lighting

[ ] J Music

[#]&8 Scene

viE

Good Morning

[1& security
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Note: Clicking an area to select it, automatically selects all the modules
assigned to that room. Likewise, clicking a module in the App Modules tab
selects all the modules in that group.

To upload the space to the mobile device:

1. Upload your newly created spaces to your mobile device, and then click
the Upload button %

Note: This process could take several minutes. This process it not the
same as deploying a project. You will still need to deploy your project.
To delete a space, page, folder, service or scene:

1. Right-click the node you want to delete, and then select the Delete
button @.

Note: If this node has children, all children will be deleted also.

To edit the name for Spaces, Pages, and Folders:
1. Right-click the node icon that you want to rename and click Edit.

2. In the Edit dialog, enter the new name, and then click OK.

To move an App node up or down:
1. Click the app node to highlight it.

2. On toolbar, click the up and down arrows to move an app up or down the
list /%

Using the Maintenance feature

The Maintenance feature adds increased system monitoring features to the
ClareHome server so that you and the support team can identify system
problems faster. Use this feature to quickly check the status of your customer’s
ClareHome devices right from Fusion.

To view devices using the Maintenance tabs:

1. Log into Fusion, and at the Project level, click the Maintenance tab.

Fusion displays a series of tabs from which to choose. These tabs include:
System, Services, Audio, Bundles, and Reboot. The System tab includes
six additional sub-tabs that include: Camera, Doors, Entertainment,
Intrusion, Lighting, and Music.
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£ Projects Templates [EJ System i Users @ Logout

88 spaces 3 ZWave =8
S'E Gl Services | Audio | Bundles | Reboot

Cameras Doors liﬁiWI Intrusion | Lighting | Music
T L =
~ Case 1713 - Watch Apple TV Samsung (w/RCVR)
» Apple - Apple TV Cnline
» Atlona HDMI Matrix Switch Failure [Communication failure]
} Denon - AVR Series Main Zone All Models Cnline
~ Case 1713 - Watch Blu-Ray Samsung (w/RCVR)
} Atlona HDMI Matrix Switch Failure [Communication failure]
} Denon - AVR Series Main Zone All Models Cnline
» Samsung Blu-Ray Player Online
~ Family Room TV
» Sony Bravia Serial Cnline
+ Watch Blu-Ray
» Atlona HDMI Matrix Switch Failure [Communication failure]
» CS-MR-8 Online
» Inl - LG -Blu=-Ray Cnline
» Out? - Rack Speakers Cnline
» Samsung Blu-Ray Player Online -

2. Click a tab to display the devices configured for the selected project and
their current status, as shown above.

Rebooting ClareHome

The Reboot feature will let you restart the ClareHome framework from within
Fusion. Use this feature to reset your ClareHome controller prior to setup, or
whenever necessary.
To reboot the system:

1. At your Project level, click the Maintenance tab, and then click Reboot.

2. Click Restart ClareHome Service.

% Projects| [E] Templates [E System 4 Users (&) Logout

Spaces 2} ZWave =9
] )

System | Services | Audio | Bundles

Restart ClareHome Service
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How to configure a system password

The system password is an optional security feature that is configurable in
Fusion, and is available to your customers through ClareHome.

The first time the end customers connect, the system will prompt them to enter a
system password. This system password screen authorizes access for the
mobile device and will appear only once.

Device authorization required

Please enter the system password:

Mobile device secure password screen

First, discuss this new security feature with your customers to determine whether
or not they would like to use it for their home system. The feature secures mobile
device access to ClareHome.

Next, follow the steps in this section to easily configure the system password for
the customer.
Choosing not to use the system password

If your customers decide they do not want to use this new security feature for
their system, you do not need to do anything. When the system prompts your
customer to enter a value in the ‘security Password’ field, simply instruct them to
do the following.
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To turn off the system password:

1. Enter any character or number

2. Click OK.

This password prompt screen will not appear again on their Clare Controls App

customer interface.

Using the system password

If your customer decides they would like to take advantage of this new security

feature and enable it by having you set up a ‘System Password’, you will need to

modify their project file configuration in Fusion and redeploy it.

To set up and enable a system password for your customer:

1. Ensure you are in the Project view.

2. Open your customer’s project file.

3. Clone the project version before configuring any changes. See “Cloning
project versions” on 18.

To create a project clone version:

1. From the Project Version view, right-click in the Devices pane and either
select New Device or click on the New Device button & in the upper toolbar.

2. From the Device Templates pane, click on the User Interface Wl category
drop-down.

From the template drop-down, click on the mobile device drop-down.
Then, select the mobile device button 0.
Click the OK button at the bottom of the pane.

2R -

From the device configuration Details tab, enter “Secured iPad” or another
appropriate name for the device in the Name field.

7. If desired, you may enter any notes in the Notes field.
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To configure the mobile device:
1. Click the Configure tab.

2. From the Configure tab, enter the value the customer wants to use for their
system’s password in the ‘Value’ field.

Note: The customer password may contain any combination of letters and/or
numbers and the ‘Value’ field is case sensitive. There is no minimum length
for the value in this field, but ensure your customer has selected a password
they can remember easily.

3. Click the Save button [=.

4. Redeploy your project to the Home Gateway from the Project pane by
ensuring you are in the correct version perspective and locating the toolbar in
the upper left corner of the screen.

5. From the upper left-toolbar, select the Deploy button (% oy,

At this point, the customer must enter the correct password (the one you set up
for them to use) to gain access to their system. If the customer enters an
incorrect password in this field, the system continues to redisplay the password
screen until the correct password is entered.

Repeat these steps for each additional mobile device password.

Note: If customers enter an incorrect password, they will not be able to gain
access to their system. If they forget their password, they need to contact you to
obtain the correct password that you set up for their system.

User roles in Fusion

The following defines the credentials within Fusion as Clare Controls manages all
user permissions. By default, there are different role levels available for you as a
dealer/integrator. The default hierarchy of roles follows the order described
below. Please coordinate user assignments with your Clare Controls support
technician.

Programmers

A Programmer is the person(s) in your organization responsible for configuring
the ClareHome system. This programmer may work closely with the service
technician to understand how the system is customized in Fusion.
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Figure 40: Programmer’s default permissions

Group Permissions

Effective Permissions Choose Permissions
(a1 EditProject i EditTemplate

wiy DeleteTemplate
* ity CertifyTemplate

L CreateProjects
e InstallProject
bt DeleteProject | iy SystemManagemeant
b ValidateProject " & ManageAliusers

& ManageCompanylUsers

5 AdminPermission

Service technicians
A Service technician is typically the technical support person(s) in your

organization. This person manages and resolves any issues with the system, and
has direct contact with the customer.

Figure 41: Service technician’s default permissions

Group Permissions

Effective Permissions Choose Permissions
L) EditProject | [ createprojects
i InstaliProject ‘;‘, DeleteProject
s ValidateProject O EditTemplate

G D DeleteTemplate
rtifyT lat

.’ & CertifyTemplate

D SystemManagement

& ManageAllUsers

0 ManageCompanyUsers

| D AdminPermission

I

Installation technicians

An Installation Technician installs the system and manages system setup at the
home site.
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Figure 42: Installation technician’s default permissions

Group Permissions

Effective Permissions Choose Permissions
4w« EditProject i CreateProjects
wi InstaliProject D DeleteProject
s ValidateProject D EditTemplate
" =Y DeleteTemplate
.’ D CertifyTemplate

D SystemManagement
& ManageAllUsers
2 ManageCompanylUsers

& AdminPermission

Monitoring systems with ClareAssure

Presenting ClareAssure

ClareAssure is physically connected and initially configured by Clare Controls
through a variety of available service packs.

ClareAssure is a secure, cloud-based network monitoring solution. It allows
dealers to proactively troubleshoot and service luxury residential electronic
systems. It equips you (the dealer) with continuous visibility into the health of
your customer’s home electronics. This includes the following.

e network, servers, routers

e various IP devices

e ClareVision IP Video Surveillance solution

e ClareHome and the systems it manages, and more

To make it work, a secured network appliance is placed locally in the home. It
gathers status and performance information and forwards it to the ClareAssure
cloud. It is in the cloud that you have the ability to check the health of your
customer’s home electronics. ClareAssure does the following.

e Continuously monitors the operational condition of home electronics
e Lets you diagnose problems before the customer realizes there is an issue

e Service technicians can identify and troubleshoot problems from the cloud,
eliminating the amount of time spent in the home on service calls
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Figure 43: ClareAssure monitoring solution within ClareCloud
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ClareAssure monitoring views

From the My Views drop-down in your View menu, the following five screens are
available primarily for monitoring purposes: Tactical Overview, Open Problems,
Host Detail, Service Detail and Host Group Overview. This section describes
each of these five monitoring screens.

Tactical Overview window

The tactical overview provides a summary of host devices, service devices and
monitoring features.

208

Network Health status bars: The Network Health status bars (shown above
and to the right of the Hosts table) show an overview of system host health
and service health. These status bars calculate an average status of all hosts
and all services.

Figure 44: Network health

Network Health

Service Health: l:-

Host table: The Hosts table status displays how many of your system’s hosts
are: Down, Unreachable, and Up or Pending. If one of your hosts is pending,

the reason is probably because it was recently installed and configured in the
system. A Host status displays “Unreachable” if the host goes down, because
the host’s service devices become unreachable.
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e Services table: The Services table displays how many of your system'’s
services are: Critical, Warning, Unknown, OK or Pending. ClareAssure
generally performs a passive check on system services. This means
ClareAssure does not display a state change unless a service device reported
a status change to ClareAssure.

¢ Monitoring Features table: The Monitoring Features table shows: Flap
Detection, Notifications, Event Handlers, Active Checks and Passive Checks.

Note: Flap detection shows when a service or host changes state too
frequently.

Figure 45: Tactical Overview window
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Open Problems window

The Open Problems window provides a summary of any open host or service
problems on your system. The summary tables in the top-right corner of the
window include similar status features as described in Tactical Overview.

If the status displays “Unhandled” for any hosts or services, it indicates the
number of open problems that have not yet been acknowledged. The Service
Status (Open Problems) table includes the information described below.

An open problem includes any issue with a host or service device that has not
yet been acknowledged. Once a technician acknowledges the issue, it will no
longer appear as an open problem.
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Host: The name of the host device with an open problem. You can click on
the Service Details button next to any host name to see the Service Detalil
window for that host.

Service: The name of the service device with an open problem. The service
device is associated with a host name from the first column.

Status: The host or service device status. Status conventions are the same
as described in the Tactical Overview. The status depends on whether the
open problem is associated with a host device or service device.

Duration: The time the host or service device has been in the current state.

Attempt: The number of attempts to read information from the Log file for that
host or service device. The maximum number of attempts is three.

Last Check: The last known time of a passive check. This is the last time
ClareAssure received a status update from the host or service device.

Status Information: A summary of the information sent to ClareAssure from
the host or service device. The host and/or service device sends its name,
status and status information to ClareAssure.

Figure 46: Open Problems window
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Host Detail window

The Host Detail window provides a status summary for each individual host
device in your system. The descriptions below provide information about the Host
Status table. This table provides information about all the hosts in your system.

You can click on the Service Details button | next to any host name to see the
Service Details window for that host.

Figure 47: Host Detail window
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Service Detail window

The Service Detail window provides a status summary for each individual service
device in your system. The descriptions below provide information about the
Service Status table. This table provides information about all the services in
your system.

Figure 48: Service Detail window
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Hostgroup Overview window

The Hostgroup Overview window provides a status summary of hosts grouped by
sites. Each table is grouped by individual home sites and includes status
summaries for each host device at that site. Each table also includes a status
summary for all service devices at that home site.

You can click on the Service Details button -/ next to any host name to see the
Service Details screen for that host. Each Host Group Status table is grouped by
site (each individual house is a site and each one has an individual Host Group
Status table).

e Host: The host name and Service Details - | button. Clicking on the Service
Details button opens the Service Details window for services associated with
that host.

e Status: The status of each host device from the first column. Status
descriptions in this column follow the same conventions described in the
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Tactical Overview. The host status will display as one of the following: Down,
Unreachable, Up or Pending.

e Services: The number of services associated with the host in the first column
and the status of those services. The Services status will display as one of
the following: Critical, Warning, Unknown, OK or Pending.

Figure 49: Hostgroup Overview window
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Chapter 11
Troubleshooting

Summary

This chapter explains basic system troubleshooting for ClareHome and Fusion.
Troubleshooting includes:

* Identifying issues
+ Attempting to resolve issues

+ Understanding system event logs

Content

Accessing help in Fusion...216

Device configuration troubleshooting - identifying the issue...216
System event logs...218

Global Cache...218

Clare Controls IPv4 mapping...218

Troubleshooting Tab...219
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Accessing help in Fusion

This section describes how to access various forms of help from within Fusion.
You can do one of the following.

* access a help manual
* link to the Clare Controls website for additional product information
» link to a live chat with Clare Controls technical support
e From Fusion, click the Help button @+ from the upper-left toolbar.

¢ From the Help window, click on the appropriate option to get the help you
require.

Figure 50: Access Fusion Help

9 Help Links =

= | Fusion Help

‘-.-fil:leo Tutorials

7
— Leave a Support Message

Device configuration troubleshooting -
identifying the issue

You may have deployed a project and tested newly configured devices and now
you are experiencing device operation issues. Following the tips in this
troubleshooting section may resolve the problem.

Step 1: Checking device settings in Fusion

The first step in troubleshooting nonoperational devices is to check the device
settings in Fusion to ensure the device was configured and saved correctly.

To check the device settings:

1. Click the Configuration Tool Device Management tab, and then open the
configuration editor for the nonoperational device.

2. Click the Configure tab, and then ensure the network address and network
port are correct.
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3. If these settings were not saved, enter the correct information, and then press
Enter after each field.

4. Click the Save button & for the device configuration.

Click the Deploy button (%= to deploy and test the device and ensure
operation.

Details Je0NEN Test

Configuration Properties - @ e
Name Value Mandatory Description
General
—
Connector Number 1:1 The communicator address/port on the GlobalCache device, tl
Device Model 1044 yes The model of the device, as given in the OnlyOneRemote dat: =
Device Type TV yes The type of the device, as given in the OnlyOneRemote datab
Aux Commands
Binary Switch
Channel
Digit Keypad

Function Keys

Media Source

Step 2: Deploying a previous project version

If the devices you most recently configured in the current project version are not
operational during the testing phase, you can attempt to use the previous project
version deployment. This will help determine if the problem was due to incorrect
configuration in the current project version.

To deploy a previous version:
1. Ensure you are at the project version level.

2. In the Projects tab, right-click the previous project version and then select
Deploy Version to Gateway.

@. MNew Project

1_:3 New Version
E Save As

3 Export

ﬁ] Deploy

e Delete

E_",.‘ Refresh
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3. Test the devices from the Configuration Tool and from Clare Controls App. If
the devices are operational, you can conclude the devices configured in the
higher version were not configured correctly.

System event logs

The Logs button (@ appears in the lower-left corner of the Fusion window. This
button changes, depending on the health of the system. Clicking the Logs button
opens an event log, which details all events in the system.

The Logs button changes color based on system health. A blue button indicates
the system is in a normal state. Red indicates a warning. Yellow indicates
caution.

To access the system event log:

1. In the lower-left corner of Fusion, click the Log button (@

2. Filter through the events by typing keywords in the “type filter text” field.

$©°- ="

type filter text

Message Plug-in Level Date
\,;,,- Sessionld is missing or blank.<br>ServerURL is missing or blank.<br> com.clarecontrols.equator.solstice.ui.common. SalesforceSSOImpl WARN 9/2/11 1:03 PM
G Invalid scene id. com.clarecontrols.equator.solstice. ui.rules.remote. PollingTask ERROR 9/2/11 11:28 AM
'e;,u Sessionld is missing or blank.<br>ServerURL is missing or blank.<br> com.clarecontrols.equator.solstice.ui.common.SalesforceSSOImpl WARN 9/2/11 11:21 AM

P 1ii +

Global Cache

A Global Cache is a device that ensures proper communication with other
devices integrated into the ClareHome system. The cache connects devices
(serial, IR, or contact closure) to your network by relaying information.

Clare Controls IPv4 mapping

Use this document as a guide for IPv4 organization. As an integrator, it is
important to know which IP addresses are going to which devices.

This chart suggests an easy way to keep track of them, having a standard
structure for all projects to follow.

The chart lists what type of device it is, and it gives a range of numbers for the
last octet of the IP address of each device.
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Notes

e You can use any IPv4 scheme you choose, simply change the last octet to
match the chart below.

e CobraNet needs to be on a separate network.

e Not all of these devices will possess an |IP address if connected directly to a
CLIQ module.

e DHCP range will be 10.X.X.100-200.
Table 4: Clare Controls IPv4 mapping

Device category Type of device Port IPv4 starting octet
Router Router XX XA
Switches Misc. X.X.X.2-10
Entertainment IP IP X.X.X.10-29
Entertainment IR IR X.X.X.30-39
Entertainment RS-232 RS-232 X.X.X.40-49
Climate IP thermostats X.X.X.50-59
Lighting IP X.X.X.60-69
Access/screen/shades  Contact closure X.X.X.70-79
Security IP/RS-232 X.X.X.90-95
Media/NAS P X.X.X.96-98
Clare OS P X.X.X.99
CCTV IP X.X.X.230-250
CobraNet devices IP 172.30.100.x

Troubleshooting Tab

Fusion now features a new Troubleshooting tab that displays current information
about devices. This information includes links to product bulletins, tech notes and
release notes, videos, and other pertinent information that will help you when
adding a device to your Fusion project.

To view the Troubleshooting tab, simply add a device to your Fusion project. The
tab displays in the Edit pane for that device. Click the tab to display its links, as
shown below.
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Details | Configure | JI=:19 Troubleshooting

Product Bulletin: Reducing EBR-500 Sensitivity to Ambient Noise (DOC 1D 254)
Product Bulletin: EBR-500 Placement (DOC ID 189}

Need more help?

* Clare Controls Forum
* Technical Support

Note: The Troubleshooting tab will only appear on the new templates in
ClareHome v3.1. This tab will not appear on already configured devices.
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Appendix A
Guidelines for Creating
Lighting Files (Crestron)

Tasks in the Configuration Tool are more efficient when you consider the
following suggestions before creating a Crestron lighting program.

RSD file Reference IDs - The RSD file uses reference IDs located on each
button’s programming page. By default, the buttons on ClareCloud keypads
will not be generated without the reference name. This is the same reference
name for the button used by any integrated Crestron processor. Do not
abbreviate reference IDs. This is information is imported literally.

Room Consistency - Maintain consistency within rooms and naming
conventions. Inconsistencies are more obvious on a single mobile device
rather than on physical keypads. Do not abbreviate room names. Attempt to
match client expectations for room names.

Program Virtual Global Summary Keypads - Program virtual keypads that are
global summary keypads and reference them from ClareCloud. You can
locate your virtual global summary keypads anywhere in D3Pro — for
example, a room called “Global”. From ClareCloud, you can generate the
keypad service in any room, and you do not need to logically place the
keypad in each room from Crestron.

Lighting Summary Applet “Room Off” Button - From ClareCloud, the lighting
summary applet points to an individual button in each room. As a result, each
room needs a button that signifies the room is “off” when you are configuring
the Crestron lighting program. The lighting summary applet displays the room
name, a graphical indication when the button is off and a lack of indication
when the button is on (inverted). Striking that row in ClareCloud presses the
referenced button in the Crestron lighting system.

Fusion Configuration Tool Administrator Guide 223



Appendix A: Guidelines for Creating Lighting Files (Crestron)

e ClareCloud Built-in Timers - ClareCloud has timers built into the rule system.
These timers are accessible from ClareCloud and are easier to deploy than
Crestron timers. You may choose to avoid configuring timers within Crestron
and simply use the ClareCloud built-in timers.

e Future Availability of Timers in ClareCloud - Future releases of Fusion in
ClareCloud has timers built into individual keypad applets..

e Cloned Keypad Buttons in Crestron - Cloned keypad buttons in Crestron do
not have reference names; therefore, their names do not appear in the RSD
file.

Virtual Keypad Layout - It is common for system programmers to use and clone
virtual keypads. If you choose this method, tagging the actual virtual keypad (not
the cloned keypad) causes it to appear in the RSD file. Virtual keypads do not
physically appear in a Crestron lighting system; therefore, it is common for
system programmers to overlook the necessity to layout the virtual keypads for
customer use. To minimize your effort in ClareCloud, consider the arrangement
of buttons on the virtual keypad. By default, virtual keypads (not physically
evident in a Crestron lighting system) will display exactly as they are laid out in
D3Pro, once imported by ClareCloud. The buttons in ClareCloud are laid out in
order from left to right.
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